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The House met at noon and was
called to order by the Speaker pro tem-
pore (Mr. HOLDING).

———

DESIGNATION OF SPEAKER PRO
TEMPORE

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the Speaker:

WASHINGTON, DC,
July 28, 2014.

I hereby appoint the Honorable GEORGE
HOLDING to act as Speaker pro tempore on
this day.

JOHN A. BOEHNER,
Speaker of the House of Representatives.

MORNING-HOUR DEBATE

The SPEAKER pro tempore. Pursu-
ant to the order of the House of Janu-
ary 7, 2014, the Chair will now recog-
nize Members from lists submitted by
the majority and minority leaders for
morning-hour debate.

The Chair will alternate recognition
between the parties, with each party
limited to 1 hour and each Member
other than the majority and minority
leaders and the minority whip limited
to 5 minutes, but in no event shall de-
bate continue beyond 1:50 p.m.

———————

ENDING THE FEDERAL BAN ON
MARIJUANA

The SPEAKER pro tempore. The
Chair recognizes the gentleman from
Oregon (Mr. BLUMENAUER) for 5 min-
utes.

Mr. BLUMENAUER. Mr. Speaker,
yesterday, The New York Times pro-
duced a carefully balanced rationale
for ending the Federal ban on mari-
juana. In more than 40 years, this
failed attempt at prohibition has been
hopelessly out of step.

The Times editorial points out the
fallacy the as States marching toward
decriminalization, medical marijuana,

and adult use, the Federal Government
maintains its schizophrenic posture,
pretending that marijuana is as dan-
gerous—as heroin or LSD, worse than
cocaine or methamphetamine.

While the current administration has
been somewhat tolerant of the actions
that have taken place in three-quarters
of our States that are acting to de-
criminalize, authorize medical mari-
juana, and, more recently, in Colorado
and Washington State, to legalize adult
use, there is no guarantee that future
administrations will have a lighter
touch.

That is wrong. As the Times and oth-
ers have pointed out, there are signifi-
cant financial costs and huge human
costs of this failed experiment in prohi-
bition which, falls disproportionately
on young men of color, especially Afri-
can Americans.

The Times readily acknowledged that
this issue has troubling aspects. We
have all struggled, as a society, to deal
with drugs, legal and illegal. Addiction
to cigarettes and alcohol, prescription
drugs and narcotics extracts a heavy
toll.

We are all deeply concerned about
the impact that marijuana and other
dangerous substances have on young
people. This is particularly a problem
dealing with the development of the
young brain affected by marijuana use.

While this clearly can have serious
consequences, so, too, there are hor-
rific costs associated with alcohol and
tobacco, to say nothing of other illegal
drugs. We, as a society, have struggled
with these challenges, but we have ac-
tually had some measure of success
with controlling use of cigarettes and
alcohol.

The use by adults of tobacco has de-
clined two-thirds in a generation.
There is no reason to think we can’t do
the same for marijuana if we act ra-
tionally.

As a practical matter, the current
system doesn’t accomplish keeping it

out of the hands of children, while it
does inflict that real damage on casual
users and those young men of color.

Currently, there is a vast illegal net-
work that supplies the public and chil-
dren with marijuana. No one checks
ID. There is no business license to use.

For those of us working to reform
our flawed marijuana laws, the Times
editorial marks a significant mile-
stone, joining other publications and
organizations arguing for a new ap-
proach. It comes while we in Oregon,
which was the first State to decrimi-
nalize marijuana, will vote this fall to
become the third State to legalize
adult use.

The Times editorial and the promise
of more discussion in the paper joins
with other editorial pages across the
country. The Portland Oregonian had a
particularly thoughtful and very posi-
tive editorial just the day before, on
Saturday, the 26th of July, talking
about the opportunities in our State
for legalization.

The Nation’s editorial pages are play-
ing a constructive role in promoting a
broad, nuanced, careful discussion of
the marijuana policy, its failure, and
the alternatives. Here in Congress we
have started the discussion and have
seen growing awareness among signifi-
cant floor action that slightly reduces
the outmoded and illogical restric-
tions.

It is time for the administration and
Congress to elevate this discussion to
keep pace with what is going on with
opinion leaders like the Nation’s edi-
torial writers and the march towards
rational policy that is taking place in
States across America.

It is not too late for this Congress to
make constructive contributions. We
have several opportunities: the cultiva-
tion of industrial hemp; changing
banking regulations so we don’t force
legal marijuana businesses to be all
cash; tax equity; and protecting med-
ical marijuana from heavy-handed Fed-
eral interference.
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The recent positive votes in Congress
suggest that more progress is possible
before we adjourn.

————

CHRISTIANITY IS BEING
ERADICATED IN IRAQ

The SPEAKER pro tempore. The
Chair recognizes the gentleman from
Virginia (Mr. WOLF) for 5 minutes.

Mr. WOLF. Mr. Speaker, another
Sunday has come and gone without
mass being said in Mosul.

There is no doubt about it; religious
cleansing is continuing to occur in
Iraq. The churches have been seized
and some turned into mosques. Every
trace of Christianity is being eradi-
cated in Iraq. The Christians’ property
has been seized, looted, and given to
others.

Canon Andrew White, the vicar of the
only Anglican church in Baghdad, Iraq,
recently stated, ‘“Things are so des-
perate, our people are disappearing. We
have had our people massacred, their
heads chopped off. Are we seeing the
end of Christianity? We are com-
mitted,” he said, ‘‘come what may, we
will keep going to the end, but it looks
as though the end could be near.”

Vicar White, continuing, said, ‘““The
Christians are in grave danger. They
are literally living in the desert and on
the street. They have nowhere to go.”

The question remains: What should
the world be doing to help the Chris-
tians and other religious minorities in
Iraq?

The administration has taken a
small step, although it needs to do
much more. The President of the
United States needs to speak out on
this issue.

This morning, after a 9-month va-
cancy, the White House announced the
nomination of Rabbi David Saperstein
to be the Ambassador-at-Large for
International Religious Freedom.
Rabbi Saperstein is well-respected on
these matters and has been engaged on
this issue for a long time. I welcome
this nomination. It is a good nomina-
tion, and I ask the Senate to confirm
Rabbi Saperstein quickly.

On Friday, the House passed legisla-
tion that creates the position of Spe-
cial Envoy for Religious Minorities in
the Middle East and South Central
Asia. This was bipartisan legislation
that was introduced by Congresswoman
ANNA EsHOO and myself. Our office
worked closely with our former col-
league, Senator ROY BLUNT.

I call on the President to sign this
bill quickly and to fill this position as
quickly as possible. Time is of the es-
sence. We cannot afford to wait any
longer. Christianity, as we now know
it, is being wiped out before our very
eyes in Iraq.

————

23 IN 1—KERMIT
The SPEAKER pro tempore. The
Chair recognizes the gentleman from
Texas (Mr. GALLEGO) for 5 minutes.
Mr. GALLEGO. Mr. Speaker, today 1
would like to continue the journey
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through the 23rd District of Texas and
talk about Kermit, Texas, which many
people know as being one of the com-
munities in the center of all of the ac-
tion with respect to the energy econ-
omy in Texas, but I know it as the
home of the Yellow Jackets, the Yel-
low Jackets who, for years, have been a
formidable foe for my own Alpine
Bucks.

Kermit started life, the town started
as a local trading and supply company,
or trading and supply depot, for the
ranches that dotted the west Texas
landscape. Kermit gets its name not
from a notable green frog known for
being the first frog to communicate
with humans, but, instead, it gets its
name from Kermit Roosevelt, the only
place in the United States that is
named for the son of a former U.S.
President, Teddy Roosevelt.

Kermit, Texas, became the county
seat of Winkler County in 1910 and was
a city, like many of the other rural
communities in Texas, that had a chal-
lenge staying alive.

Small towns have always had a par-
ticular challenge, and in Kermit’s case,
they were devastated by a drought that
struck the area in 1916 that forced
many homesteaders and ranchers to
leave. Kermit ran dry by 1924, and the
Ern Baird family was the sole family in
town, with three houses, a single-stu-
dent school, and a lone courthouse.

The whole town nearly evaporated
into the air until that sea of oil was
discovered below the surface and, in
1926, Kermit, Texas, became a boom-
town. That boomtown continued into
the sixties, and through the boom, the
town has seen tremendous growth.

During the rapid expansion of the
city, flooding actually became a prob-
lem. As with small towns that are scat-
tered throughout rural Texas, they
worked through that problem to a solu-
tion. They constructed crown streets,
and the city kept growing and building
additional infrastructure to support
the oil boom and the growing needs of
their county.

Kermit, Texas, although small in
size, has displayed that same attitude
reflected in many of the successes of
our great Nation. They work through
tough situations with creativity and
resolve, and, as a result, we as a nation
greatly benefit from their willingness
to stick through it.

Kermit, Texas, and those who worked
and lived and raised families there,
they have all contributed to our energy
security. They have all contributed to
the energy security of our entire coun-
try. Without them, it would have been
difficult to meet the energy demands of
World War II and, after the war, the
economic boom that the U.S. would ex-
perience.

Even today, Kermit is a mainstay of
the west Texas economy, an active
chamber, an active community, a won-
derful place to live and to raise Kids,
and, of course, the ever-proud Yellow
Jackets.

If you find yourself near Kermit,
Texas, I invite you to visit this small
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and historic town that has contributed
so much so greatly to our Texas values,
our Texas history, and our Texas suc-
cess, Kermit, Texas.

———

RECOGNIZING THE LIFE OF DR.
JIM FULGHUM

The SPEAKER pro tempore (Mr.
WoLF). The Chair recognizes the gen-
tleman from North Carolina (Mr. HOLD-
ING) for 5 minutes.

Mr. HOLDING. Mr. Speaker, I rise
today to recognize North Carolina Rep-
resentative Dr. Jim Fulghum, who re-
cently passed away after a brief but
courageous battle with cancer.

A lifelong resident of Raleigh, Jim
attended Broughton High School and
married his high school sweetheart,
Mary Susan. They both received their
medical degrees at University of North
Carolina at Chapel Hill, and Mary
Susan continues to serve the Raleigh
community as a doctor, as Jim did for
SO many years.

I want to commemorate Jim for all
he contributed to the field of medicine,
the city of Raleigh, North Carolina,
and our country. Jim was a world-re-
nowned neurosurgeon, served his coun-
try in the gulf war, and later went on
to serve in the North Carolina State
Legislature.

Jim was truly a great American, a
good friend of mine, and a mentor to
me and so many others that he came in
contact with. As a member of the
North Carolina House of Representa-
tives, Jim was an exemplary statesman
on behalf of his constituents. He was a
compassionate man and touched the
lives of many.

Throughout Jim’s life, he tirelessly
offered his services to the community.
He was involved in numerous organiza-
tions in the State, including Edenton
Street United Methodist Church, where
he was active throughout his life.

Mr. Speaker, Jim served his commu-
nity with great honor and distinction,
and North Carolina mourns his passing.
My thoughts and prayers are with
Jim’s wife of 47 years, Mary Susan, and
the rest of his family: Emily, Molly,
Patrick, Jens; his sisters Peggy, Mary
Anne, and Ruth; and his two grand-
children, Margaret and Kirk.

———

RECESS

The SPEAKER pro tempore. Pursu-
ant to clause 12(a) of rule I, the Chair
declares the House in recess until noon
today.

Accordingly (at 12 o’clock and 14
minutes p.m.), the House stood in re-
cess.

——
O 1400

AFTER RECESS

The recess having expired, the House
was called to order by the Speaker pro
tempore (Mr. HOLDING) at 2 p.m.
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PRAYER

The Chaplain, the Reverend Patrick
J. Conroy, offered the following prayer:

Dear God, we give You thanks for
giving us another day.

As we begin the final week before the
August recess, we give You thanks as
well for the recent progress made over
the weekend and ask Your blessing on
the Members of the people’s House in
completing their work on the impor-
tant legislation that demands their at-
tention.

May goodwill and a common love for
our Nation and its people abound in
this assembly. Bless the work of the
Members, their staff, and all who labor
to complete the unfinished work at
hand.

As always, may all that is done today
and for the rest of this week be for
Your greater honor and glory.

Amen.

———

THE JOURNAL

The SPEAKER pro tempore. The
Chair has examined the Journal of the
last day’s proceedings and announces
to the House his approval thereof.

Pursuant to clause 1, rule I, the Jour-
nal stands approved.

——

PLEDGE OF ALLEGIANCE

The SPEAKER pro tempore. Will the
gentleman from Tennessee (Mr. COHEN)
come forward and lead the House in the
Pledge of Allegiance.

Mr. COHEN led the Pledge of Alle-
giance as follows:

I pledge allegiance to the Flag of the
United States of America, and to the Repub-
lic for which it stands, one nation under God,
indivisible, with liberty and justice for all.

———

EBOLA OUTBREAK

(Mr. WOLF asked and was given per-
mission to address the House for 1
minute and to revise and extend his re-
marks.)

Mr. WOLF. Mr. Speaker, the picture
on the front page of this morning’s
New York Times is about the latest
deadly outbreak of Ebola in Africa.
This horrible disease knows no borders
and has already claimed the lives of 660
people in four countries since it was
first detected in March.

The White House needs to pull to-
gether the CDC, NIH, State Depart-
ment, USAID, the World Health Orga-
nization, and other Western govern-
ments to stave off this outbreak before
it spreads further. I am concerned that
there is not a sufficient plan in place,
either in Africa or in the event that it
spreads to the U.S.

We live in a global world. We need a
clear plan and strong leadership now.
We cannot wait until a case shows up
in the United States.

———

THE WAR ON MARIJUANA

(Mr. COHEN asked and was given per-
mission to address the House for 1
minute.)
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Mr. COHEN. Mr. Speaker, Sunday’s
New York Times editorial page—the
entire page, a very unusual cir-
cumstance—was dedicated to ending
our crazy and unsuccessful and expen-
sive war on marijuana, emphasizing
that the war on marijuana costs us
much money in prosecuting and also
ruins people’s lives. It costs us more
than it protects, and it has a disparate
impact on African Americans and mi-
norities, as they are much more likely
to be arrested, have a scarlet M on
their chest for the rest of their lives,
denying them public housing, scholar-
ships, and often jobs.

It is time we left the situation to the
States, like we did with alcohol, the
last prohibition we had in this country,
and let the States make these deci-
sions, as Colorado and Washington
have, the laboratories of democracy.
Let’s make sense of our drug policies
and drug laws and not have marijuana
and heroin in the same class.

————
A CRISIS ON THE TEXAS BORDER

(Mr. BURGESS asked and was given
permission to address the House for 1
minute.)

Mr. BURGESS. Mr. Speaker, as ev-
eryone knows now, there is a crisis on
the Texas border. And what is the prox-
imate cause of that crisis? It was the
President’s decision to defer adjudica-
tion for childhood arrivals a little over
2 years ago. When the President issued
his memorandum, stating that deferred
adjudication was now possible, the
floodgates opened.

To make that call was irresponsible.
But once again, we heard evidence this
weekend that the President is, again,
thinking of overstepping his authority.

Mr. Speaker, this would only throw
gasoline on a fire. We need legislation
that will allow for more sensible solu-
tions to be put in place. The executive
overreach effectively called for mno-
holds-barred at the border and has
caused great strain on our system.

No one but the President has the
power to remedy this legislation. By
issuing the order 2 years ago, the Presi-
dent opened the floodgates. It is up to
him to quench the bleeding.

———
FIREFIGHTING BUDGET

(Mr. DEFAZIO asked and was given
permission to address the House for 1
minute.)

Mr. DEFAZIO. Mr. Speaker, the end
of this week begins the August recess,
or district work period. Some of us will
go home working—and I am going
home to a State that is on fire. We
have four major fires, and many dozens
of other fires are burning in Oregon,
Washington, California, Nevada, and
Utah.

The Forest Service and the BLM
have about exhausted their budget for
fighting fires. They can’t stop fighting
fires. So they are going to have to gut
their other budgets, including budgets
that would mitigate future fire risk,
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fuel reduction, and other programs.
They will also cut recreation and other
things that people really care about.
Congress has not seen fit to give them
adequate money.

There is a bipartisan, bicameral pro-
posal, supported by the President—that
is about the rarest thing in Wash-
ington, D.C., these days—to give the
Forest Service and the BLM the tools
they need, an adequate budget, and for
these extreme fires—the 1 percent that
cost 30 percent of the budget—treat
those like emergencies, like we do
floods, hurricanes, and tornadoes.

What have the Republicans done with
this? Nothing. Nada. Zip. Not one hear-
ing. Not one mention, except in the
Ryan budget, where he said he didn’t
support that approach; they should just
gut their budgets, or we should Kkill
some other program to pay for fighting
fires.

——————

HOLD THE PRESIDENT RESPON-
SIBLE FOR HIS BORDER CRISIS

(Mr. SMITH of Texas asked and was
given permission to address the House
for 1 minute and to revise and extend
his remarks.)

Mr. SMITH of Texas. Mr. Speaker, it
is not too late to do the right thing,
and that is hold the President respon-
sible for his immigration policies.

His ignoring immigration laws and
weakening immigration laws through
executive orders has caused the border
crisis. It has encouraged tens of thou-
sands of illegal immigrants to under-
take a dangerous journey north.

The burden rests on the President to
enforce current immigration laws. Oth-
erwise, he will continue to reap the
whirlwind of displaced families and an
unsecure border.

To those who say, ‘“We have to do
something,” the answer is, ‘““Yes, tell
the President to uphold the Constitu-
tion and faithfully execute the laws.”

The President doesn’t need more
power. He doesn’t need more money. He
just needs to keep his oath of office.

——

THE MANY ISSUES FACING THE
CONGRESS

(Ms. JACKSON LEE asked and was
given permission to address the House
for 1 minute.)

Ms. JACKSON LEE. Mr. Speaker, let
me welcome the young African leaders
that are here from all over Africa.
They came because they view America
as a working government, a govern-
ment of democracy and collaboration
and coalition. So I welcome them. But
I also ask my colleagues to show them
that government and pass the emer-
gency supplemental now.

The issues at the border, the unac-
companied children, are not the fault
of President Obama or any of us who
believe in immigration reform. They
are the fault of people fleeing violence,
prepared to flee from losing their lives.

Just like the unfortunate cir-
cumstances in Nigeria, where Boko



H6866

Haram is terrorizing people, people are
fleeing for their lives. Boko Haram
needs to be addressed because they
have just kidnapped the Vice Prime
Minister’s wife in Cameroon. And, as
well, we need to bring about some solu-
tion to the devastation of Ebola in Li-
beria, brought to my attention.

Mr. Speaker, there are many issues.
We should not go home. We should ad-
dress them and not point the blame.
We need to get to work and do what is
right by the people of the world and
the American people.

———

ANNOUNCEMENT BY THE SPEAKER
PRO TEMPORE

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the Chair
will postpone further proceedings
today on motions to suspend the rules
on which a recorded vote or the yeas
and nays are ordered, or on which the
vote incurs objection under clause 6 of
rule XX.

Record votes on postponed questions
will be taken later.

———————

TRANSPARENT AIRFARES ACT OF
2014

Mr. SHUSTER. Mr. Speaker, I move
to suspend the rules and pass the bill
(H.R. 4156) to amend title 49, United
States Code, to allow advertisements
and solicitations for passenger air
transportation to state the base airfare
of the transportation, and for other
purposes.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 4156

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Transparent
Airfares Act of 2014”".

SEC. 2. ADVERTISEMENTS AND SOLICITATIONS
FOR PASSENGER AIR TRANSPOR-
TATION.

(a) FULL FARE ADVERTISING.—Section 41712
of title 49, United States Code, is amended by
adding at the end the following:

“(d) FUuLL FARE ADVERTISING.—

‘(1) IN GENERAL.—It shall not be an unfair
or deceptive practice under subsection (a) for
a covered entity to state in an advertisement
or solicitation for passenger air transpor-
tation the base airfare for the air transpor-
tation if the covered entity clearly and sepa-
rately discloses—

‘““(A) the government-imposed taxes and
fees associated with the air transportation;
and

‘(B) the total cost of the air transpor-
tation.

‘“(2) FORM OF DISCLOSURE.—

‘““(A) IN GENERAL.—For purposes of para-
graph (1), the information described in para-
graphs (1)(A) and (1)(B) shall be disclosed in
the advertisement or solicitation in a man-
ner that clearly presents the information to
the consumer.

‘(B) INTERNET ADVERTISEMENTS AND SOLICI-
TATIONS.—For purposes of paragraph (1), with
respect to an advertisement or solicitation
for passenger air transportation that appears
on an Internet Web site, the information de-
scribed in paragraphs (1)(A) and (1)(B) may
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be disclosed through a link or pop-up, as
such terms may be defined by the Secretary,
that displays the information in a manner
that is easily accessible and viewable by the
consumer.

‘“(3) DEFINITIONS.—In this subsection, the
following definitions apply:

‘“(A) BASE AIRFARE.—The term ‘base air-
fare’ means the cost of passenger air trans-
portation, excluding government-imposed
taxes and fees.

‘(B) COVERED ENTITY.—The term ‘covered
entity’ means an air carrier, including an in-
direct air carrier, foreign carrier, ticket
agent, or other person offering to sell tickets
for passenger air transportation or a tour or
tour component that must be purchased with
air transportation.”’.

(b) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in the amendment made by
subsection (a) may be construed to affect
any obligation of a person that sells air
transportation to disclose the total cost of
the air transportation, including govern-
ment-imposed taxes and fees, prior to pur-
chase of the air transportation.

(c) REGULATIONS.—Not later than 120 days
after the date of enactment of this Act, the
Secretary shall issue final regulations to
carry out the amendment made by sub-
section (a).

(d) EFFECTIVE DATE.—This Act, and the
amendments made by this Act, shall take ef-
fect on the earlier of—

(1) the effective date of regulations issued
under subsection (c); and

(2) the date that is 180 days after the date
of enactment of this Act.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
Pennsylvania (Mr. SHUSTER) and the
gentleman from Oregon (Mr. DEFAZIO)
each will control 20 minutes.

The Chair recognizes the gentleman
from Pennsylvania.

GENERAL LEAVE

Mr. SHUSTER. Mr. Speaker, I ask
unanimous consent that all Members
have 5 legislative days in which to re-
vise and extend their remarks and in-
clude extraneous materials for the
RECORD on H.R. 4156.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Pennsylvania?

There was no objection.

Mr. SHUSTER. Mr. Speaker, I yield
myself such time as I may consume.

I rise today in support of H.R. 4156.
Let me begin by thanking my col-
leagues on the Democratic side of the
aisle for their helpful support on this
bill: Congressmen DEFAZIO, RAHALL,
and RICK LARSEN of Washington. And
on the Republican side, I would like to
thank Congressmen FRANK LOBIONDO
and ToM GRAVES of Georgia for their
help and bipartisanship in crafting this
bill.

A special thanks to Congressman
ToM GRAVES who, in the 112th Con-
gress, introduced similar legislation.
He reached out to us early in the proc-
ess and has been a true leader, helping
us craft and move this legislation for-
ward to provide absolute transparency
to the flying public through H.R. 4156.

Before I explain the bill, I will enter
into the RECORD letters of support for
H.R. 4156, which represent a broad spec-
trum of support from business and
labor.
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A4A, AFA, TAMAW, APA,
CAPA, SWAPA,
April 1, 2014.

DEAR REPRESENTATIVE: We write to urge
your support for the Transparent Airfares
Act of 2014 (H.R. 4156). This bipartisan legis-
lation will enhance airfare transparency for
airline customers by ensuring that they
know exactly how much of their ticket price
is attributable to federal taxes and fees while
still knowing the full price of air travel be-
fore they purchase a ticket.

In January 2012, the U.S. Department of
Transportation (DOT) fundamentally
changed U.S. airline industry advertising
practices by implementing a Full Fare Ad-
vertising (FFA) rule, which reduced airfare
transparency by requiring airlines to include
government-imposed taxes and fees in the
base price of an advertised fare. DOT’s pre-
vious advertising rules had been in effect for
26 years—through Democratic and Repub-
lican administrations. Under the previous
rules, airlines and travel agents were allowed
listed government-imposed taxes and fees
separately from the base price of a ticket in
advertisements—as all other U.S. consumer
products, with the exception of gasoline, are
sold.

Our industry is critical to the U.S. econ-
omy. The U.S. commercial aviation sector
drives more than $1 trillion in annual eco-
nomic activity—approximately 5 percent of
U.S. Gross Domestic Product—and 10 million
U.S. jobs. The industry’s long-term viability
and global competitiveness is threatened by
a rising federal aviation tax burden that has
increased 30-fold over the last three decades.
On a typical $300 one-stop domestic round-
trip ticket, airline customers pay $62 in fed-
eral taxes and fees, or 21 percent of the tick-
et price. The federal tax bite will increase to
$63 in July when the Transportation Secu-
rity Administration passenger security fee
will more than double from $2.50 per flight
segment to $5.60 per one-way trip. Con-
sequently, air travel is currently taxed at a
higher federal rate than alcohol and tobacco,
which are subject to so-called ‘‘sin taxes’ in-
tended to discourage their use.

Requiring airlines to include rising taxes
and fees in advertisements and offers from
airline and travel agent websites can dampen
demand for travel and ultimately cost even
more jobs in an industry that has lost nearly
one-third of its work force since 2001, typi-
cally resulting in reduced service to small
and rural communities. Since air travel is
often an optional choice for individual con-
sumers and businesses, even the smallest in-
crease—or perceived increase—in airline
tickets costs has a negative impact on travel
decisions. In fact, in 2012, the U.S. Govern-
ment Accountability Office found that a one
percent increase in the cost of an airline
ticket, including taxes and fees, would result
in a one percent reduction in the quantity of
tickets sold.

Your support of H.R. 4156 will help enhance
airfare transparency for consumers, protect
U.S. airline jobs and preserve air service to
small and rural communities. We appreciate
your consideration of this important legisla-
tion and hope that Congress will pass the bill
on a strong, bipartisan basis as soon as pos-
sible.

Sincerely,

AIRLINES FOR AMERICA,
ASSOCIATION OF FLIGHT
ATTENDANTS—CWA,

INTERNATIONAL
ASSOCIATION OF
MACHINISTS & AEROSPACE
WORKERS,

ALLIED PILOTS
ASSOCIATION,

COALITION OF AIRLINE
PILOTS ASSOCIATION,
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SOUTHWEST AIRLINES
PILOTS’ ASSOCIATION.
AIR LINE PILOTS ASSOCIATION
INTERNATIONAL
Washington, DC, March 13, 2014.

DEAR REPRESENTATIVE: On behalf of the
nearly 50,000 professional airline pilots rep-
resented by the Air Line Pilots Association,
International (ALPA), I write in support of
H.R. 4156, the Transparent Airfares Act of
2014.

The Transparent Airfares Act of 2014 seeks
to restore the transparency of airline ticket
advertisement. In January 2012, the Depart-
ment of Transportation (DOT) introduced a
regulation that prohibits airfare advertise-
ments from highlighting the base cost of an
airline ticket. The regulation instead man-
dated that the total cost of airfare, including
government-imposed taxes and fees, be pre-
sented as a single price shown to the con-
sumer. This misguided policy effectively
hides the magnitude of government imposed
taxes and fees from consumers, which typi-
cally constitute 21 percent of the total ticket
cost.

The Transparent Airfares Act will restore
transparency to air travel advertising by al-
lowing airlines to separately declare the
base airfare and additional government-im-
posed taxes and fees. In addition to providing
consumers with greater information, the bill
will remove the often misplaced blame air-
lines receive with regard to airfare increases.
The legislation has been introduced by
Transportation and Infrastructure Com-
mittee leaders Chairman Bill Shuster (R-
PA), Ranking Member Nick J. Rahall, (D-
WV), Aviation Subcommittee Chairman
Frank LoBiondo (R-NJ), Aviation Sub-
committee Ranking Member Rick Larsen
(D-WA), and Senior Committee Members
Peter DeFazio (D-OR) and Tom Graves (R—
GA).

The Air Line Pilots Association, Inter-
national strongly supports this move to-
wards greater transparency in airline ticket
advertisement. We urge you to add your
name as a cosponsor of H.R. 4156.

Sincerely,
LEE MOAK,
President.
INTERNATIONAL BROTHERHOOD
OF TEAMSTERS,
Washington, DC, March 20, 2014.
Hon. BILL SHUSTER,
House Committee on Transportation and Infra-
structure, Washington, DC.

DEAR CHAIRMAN SHUSTER: On behalf of the
1.4 million members of the International
Brotherhood of Teamsters, I am writing to
state our support for H.R. 4156, the Trans-
parent Airfares Act of 2014.

H.R. 4156 reverses the Department of
Transportation’s Full Fare Advertising Rule,
which requires airlines to include taxes and
fees in the price quotes they give to cus-
tomers when they shop online for flights.
This requirement negatively impacts con-
sumers in two ways. First, it effectively
shields consumers from knowing what por-
tion of their ticket price is the base fare and
which portion is imposed taxes, which makes
it nearly impossible to compare base fares.
Second, the consumer is misled into think-
ing that airline ticket prices are higher than
they actually are. This has a chilling effect
on the demand for air travel by making the
advertised price of an airline ticket artifi-
cially higher.

Consumers have a right to see the full
breakdown of their ticket price, especially
when taxes and fees imposed on air travel
are on the rise. While the Department of
Transportation had good intentions, in prac-
tice this regulation has actually reduced
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transparency. H.R. 4156 is practical legisla-
tion that will bring air travel in line with
virtually all other consumer products which
are sold at base price, with taxes added on at
the point of purchase.

The International Brotherhood of Team-
sters is pleased to offer our support for H.R.
4156. We thank you for taking the lead on
this important issue and look forward to
working with you to ensure the bill’s swift
enactment.

Sincerely,
JAMES P. HOFFA,
General President.

Mr. SHUSTER. Mr. Speaker, H.R.
4156, the Transparent Airfares Act of
2014, is a commonsense, fair, bipartisan
bill that provides airfare transparency
to the flying public.

In January of 2012, a Department of
Transportation rule went into effect
that requires the airlines and travel
agents to bury government-imposed
taxes and fees in the advertised price of
a ticket. This rule effectively masks
and, I would argue, hides the current
government-imposed taxes and fees on
consumers.

H.R. 4156 clarifies that it is not an
unfair or deceptive practice to display,
in an advertisement or solicitation, the
base fare for the air transportation as
long as the taxes, fees, and total costs
are clearly and separately disclosed—
again, let me repeat that: clearly and
separately disclosed—in the advertise-
ment or solicitation.

This bill will allow the airlines and
travel agents to display the actual cost
of air travel in a clear and transparent
way, enabling travelers to see the base
airfare and government-imposed taxes
and fees. For instance, right now, the
DOT requires airlines and travel agents
to advertise a $237 plane ticket as cost-
ing $300, hiding the $63 of government
taxes and fees from consumers. It is
only fair that consumers know what
they are paying for. So I urge all of my
colleagues to support this bipartisan
bill, with 50 cosponsors.

With that, I reserve the balance of
my time.

Mr. DEFAZIO. Mr. Speaker, I yield
myself such time as I may consume.

The so-called Bipartisan Budget Act
of 2013, which I opposed for many rea-
sons, but buried deep within it—you
know, they were sitting down, crunch-
ing numbers. They had the Ryan-Mur-
ray budget deal, and they had to meet
certain targets. They were short. You
can’t raise taxes around here. Well,
yes, maybe you kind of can, things
that are taxes that don’t look like
taxes.

So the deal that was cut was a 125
percent increase in the TSA passenger
security fee. Now, many Americans
probably wouldn’t object too much to a
passenger security fee increase if they
thought it was going to enhance pas-
senger security, especially with better
throughput for the long lines at the
airports. But no, that is not where the
money is going. It is just going some-
where in the Federal Treasury. Maybe
it will help reduce the deficit. Maybe it
will be spent on something else. No one
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knows. But airline passengers will pay
it.
[ 1415

A one-stop flight from Eugene to San
Francisco used to be $2.50. The tax will
now be $5.60. That is a pretty steep in-
crease, and that is what really drove
me to support this legislation.

I am happy to talk about increased
taxes and have an upfront debate about
it, where it is needed and where it
needs to be reformed, but these invis-
ible things like this, where some back-
room deal between a senior House Re-
publican and a Democrat in the Senate,
where they just stick it on to airline
passengers, that shouldn’t happen.

It can happen, in part, because no-
body knows. They weren’t watching
the debate, it was buried in the bill,
and they don’t see it in the required
full-fare advertising. There is just one
big number.

Well, where does all that money go?
Well, guess what, a lot of it goes to the
government, and as of this week, on a
one-way flight to San Francisco, an-
other $3.10 will go to the government.
So I think if we had good disclosure of
the tax part, then it wouldn’t be as
easy for some of my colleagues to
sneak that stuff through.

Now, secondly, we are Kind of look-
ing at the nanny state here. Do you
know what the current rule is? Well,
the airlines can advertise the taxes
after the full fare, the aggregate fare,
but it has to be in smaller print. It has
to be in smaller print. Talk about the
nanny state. Give me a break.

What do you think, Americans are id-
iots? Besides that, I have trouble with
small print, and a lot of other people
do too. So they are probably going to
be really squinting, trying to read the
small print part, where the big num-
bers stand out.

Third, why airlines? Why did they go
after the aviation industry? Whoa—
were there a lot of complaints? No,
there weren’t. In May 2011, there were
four complaints about fare advertising
out of 1,062 complaints. If they really
wanted the FAA to focus on things,
they would look at customer service,
baggage, 143, 120, boarding problems,
116, refunds, et cetera, et cetera, et
cetera.

So the FAA somehow went out in
search of a problem that didn’t exist;
but guess what? Did they fix the prob-
lem that didn’t exist? Did we go from
four complaints to zero? Oops—no. Ac-
tually, May 2014, with the new full-fare
advertising rule with the tiny print for
government and big print for the total
cost, they had 12 complaints. Com-
plaints are up 300 percent.

Now, I wonder what that is about, so
I would say that this was a nanny state
rule in search of a problem that didn’t
exist that may have created a problem
that does exist. There is a whole host
of issues that go to price sensitivity,
many studies about that, and other
things.

So it is detrimental to the industry;
it is, I think, confusing; and I think it
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is deceptive. In March, I was going to
hike the Grand Canyon. I was going to
rent a car that was going to sit for 7
days. I didn’t want to pay a lot for a
rental car to sit for 7 days. So I went
on Priceline, and I bid. I got a car for
$19 a day—pretty good, but I know that
the next page is going to tell me what
I am really going to pay.

Now, any informed consumer knows
that. It is prominent because you have
to get finally to click and agree to the
end, so you are going to see the whole
thing. It is the same thing with airline
tickets under this bill. You will see
first what the airline is charging you.
Next, you will see what the govern-
ment is charging you, and then, fi-
nally, you will see what you will pay.

That is just like I paid for this rental
car, just like a hotel room, just like for
cruises and everything else.

Now, I don’t want to give anybody
down at DOT any ideas—or whatever
other agencies have jurisdiction in
those areas—because I don’t want them
to start thinking, well, wait a minute,
maybe we need a nanny state rule too
because we don’t have one for rental
cars and we don’t have one for cruises.
No, that is not my point.

My point is consumers are pretty
smart. We are not concealing anything
here. Give us full and meaningful infor-
mation, and help me prevent people
sticking fees on to airline passengers
that have nothing to do with aviation
in secret budget deals in the future.

With that, I reserve the balance of
my time.

Mr. SHUSTER. Mr. Speaker, I thank
the gentleman from Oregon for enlight-
ening us to some of those facts that I
was not aware of. Complaints going up
300 percent in the new law is quite
shocking, but I do agree with the gen-
tleman completely on his argument
that there needs to be transparency.

It is not fair and it is not right that
the government can hide those fees
when there are other industries and
other modes of transportation that
have to put them out there in full,
plain view of the traveling public.

The gentleman is correct that the
traveling public and the consumers un-
derstand. They can look, they can read,
and they can add and subtract. So,
again, I think this is a fair and prudent
piece of legislation that is going to
make sure it is transparent for the
traveling public.

Once again, I want to thank the gen-
tleman from Oregon for being a big
supporter on this, as well as the rank-
ing member of the Subcommittee on
Aviation, Mr. LARSEN; as well as the
full committee ranking member, Mr.
RAHALL; and, of course, Mr. LOBIONDO,
the chairman of the subcommittee.

Again, a special thanks to ToM
GRAVES, who has been so effective in
working this issue and working with us
to put forth this bill that is bipartisan
today.

Does the gentleman have any other
speakers?

Mr. DEFAZIO. No, I have no requests
for time. Apparently, we have done
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something unusual around here, cre-
ated something that doesn’t seem to be
controversial, except among a few
talking heads out there somewhere.

Mr. Speaker, having no requests for
time, I am happy to yield back the bal-
ance of my time.

Mr. SHUSTER. Mr. Speaker, I thank
the gentleman for working with me,
and I yield back the balance of my
time.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from Pennsylvania (Mr.
SHUSTER) that the House suspend the
rules and pass the bill, H.R. 4156.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the bill was
passed.

A motion to reconsider was laid on
the table.

WILLIAM H. GRAY III 30TH STREET
STATION

Mr. SHUSTER. Mr. Speaker, I move
to suspend the rules and pass the bill
(H.R. 4838) to redesignate the railroad
station located at 2955 Market Street
in Philadelphia, Pennsylvania, com-
monly known as ‘‘30th Street Station”,
as the “William H. Gray III 30th Street
Station”.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 4838

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. REDESIGNATION.

The railroad station located at 2955 Market
Street in Philadelphia, Pennsylvania, com-
monly known as ‘‘30th Street Station’’, shall
be known and designated as the ‘“William H.
Gray III 30th Street Station’.

SEC. 2. REFERENCES.

Any reference in a law, map, regulation,
document, paper, or other record of the
United States to the railroad station re-
ferred to in section 1 shall be deemed to be
a reference to the ‘“William H. Gray III 30th
Street Station”.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
Pennsylvania (Mr. SHUSTER) and the
gentlewoman from Florida (Ms. BROWN)
each will control 20 minutes.

The Chair recognizes the gentleman
from Pennsylvania.

GENERAL LEAVE

Mr. SHUSTER. Mr. Speaker, I ask
unanimous consent that all Members
have 5 legislative days in which to re-
vise and extend their remarks and in-
clude extraneous materials on H.R.
4838.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Pennsylvania?

There was no objection.

Mr. SHUSTER. Mr. Speaker, I yield
myself such time as I may consume.

Mr. Speaker, I rise in support of H.R.
4838, and I am honored to rise in sup-
port of H.R. 4838, which renames Am-
trak’s 30th Street Station for William
H. Gray III.
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I am proud to be a Pennsylvanian
and proud to have known Mr. Gray. Mr.
Gray led a life of service in his church
and to the Second District of Pennsyl-
vania, to the education community,
and to America.

Representative Gray served the Sec-
ond District for six terms and was the
first African American House Budget
Committee chairman and first African
American House majority whip.

He also helped provide Federal re-
sources for the renovation of Amtrak’s
30th Street Station, so it is only appro-
priate today that we have a bill on the
floor that would rename the 30th
Street Station for him. As I understand
it, this will have no cost to the tax-
payers, but, again, I probably have
used the 30th Street Station more than
any other station, whether traveling
from Union Station to Philadelphia or
traveling from the Harrisburg terminal
to Philadelphia.

Again, it is a beautiful building, and,
again, with the renaming of it, I think
it is very appropriate that we name it
for William Gray.

With that, I urge the support of H.R.
4838, and I reserve the balance of my
time.

Ms. BROWN of Florida. Mr. Speaker,
I yield myself such time as I may con-
sume.

Mr. Speaker, I rise today in strong
support of H.R. 4838, which designates
Amtrak’s 30th Street Station in Phila-
delphia, Pennsylvania, as the William
H. Gray III 30th Street Station.

For those who did not know him, Bill
Gray was a tireless advocate for both
the people of the Second District of
Philadelphia and Amtrak. He was first
elected to the U.S. House of Represent-
atives in 1978 and served with distinc-
tion until 1991, when he went on to
serve as president of the United Negro
College Fund, before founding Gray
Global Advisors.

During his tenure in the House, Bill
Gray served as the first African Amer-
ican to chair the Budget Committee
and the first to serve as the majority
whip from 1989 to 1991. His role on the
Budget Committee and, later, the Ap-
propriations Committee enabled him to
help boost Federal spending on public
housing and revitalize Amtrak’s 30th
Street Station, one of the busiest
intercity passenger rail service in the
United States.

I want to thank Congressman CHAKA
FATTAH for introducing this important
legislation recognizing the chairman’s
great accomplishments.

In 2011, Amtrak renamed its Wil-
mington station stop the JOSEPH R.
BIDEN, Jr., Railroad Station. Amtrak
was able to accomplish this without
any disruption to operations, including
its ticketing and reservation systems,
training, schedule, and other references
to the station, and we expect Amtrak
will carry this renaming in the same
manner.

Mr. Speaker, again, I want to con-
gratulate and thank Congressman
FATTAH for honoring the great legend
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of Bill Gray’s strong leadership and
steadfast support of Amtrak. I urge my
colleagues to join me in supporting
this bill, and I reserve the balance of
my time.

Mr. SHUSTER. Mr. Speaker, our side
has no more speakers, so I continue to
reserve the balance of my time.

Ms. BROWN of Florida. Mr. Speaker,
I yield as much time as he may con-
sume to the gentleman from Pennsyl-
vania, Congressman CHAKA FATTAH.

Mr. FATTAH. Well, I thank the gen-
tlewoman, and I thank the chairman of
the Transportation and Infrastructure
Committee. As an appropriator, we
were going to proceed in an appropria-
tions bill with this naming, but after
consulting with the chairman, he felt
that it was important that we proceed
under regular order and that this was
important enough that we have an ac-
tual piece of legislation, and he guided
me through this process.

I want to thank the chairman for his
advice on the matter, and also, we were
able to round up every single member
of the Federal delegation from our
State who were enthusiastic in their
support for this, and our cosponsors—
and our two United States Senators
have introduced a companion bill in
the Senate, Senator TOOMEY, and our
senior Senator, Senator CASEY. We
thank Senators TOOMEY and CASEY for
their support.

Mr. Speaker, Bill Gray served for 12
years as Budget Committee chair and
as majority whip. He was an accom-
plished lawmaker and leader in a bipar-
tisan way. He helped to lead the budget
negotiations with President Reagan’s
administration, which at first sought
to eliminate Amtrak, but in the con-
clusion, it was Secretary Stockman
who said that it was Bill Gray’s leader-
ship that allowed for necessary cuts to
be made in other areas of the budget,
but for Amtrak to continue to receive
the necessary support, so that it could
be a vital part of our transportation in-
frastructure.

He also, as the chairman has indi-
cated, directly impacted the station in
Philadelphia by arranging for some
urban development action grants to be
the focus of revitalization of the sta-
tion at 30th Street.

Now, I live in a city in which we have
the Betsy Ross Bridge, the Walt Whit-
man Bridge, and the Ben Franklin
Parkway, but to add to this now the
Bill Gray Station at 30th Street I think
appropriately recognizes the historical
contribution of a young man who was
elected at 38, who served in this Con-
gress, and provided extraordinary serv-
ice.

When he left here, he went on to lead
the Nation’s most aggressive effort
ever in terms of scholarships for stu-
dents to pursue colleges who were com-
ing from underrepresented categories.

He served as a special envoy for
President Clinton, in terms of inter-
acting around challenges in Haiti, and
on a day where we had the Young Afri-
can Leaders summit here in Wash-
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ington, some 500 young leaders, Gray is
most remembered in Africa because he
championed and passed successfully
the divestiture of South Africa, the
legislation that would effect the dives-
titure of stock to end apartheid, and as
a freshman, he passed a bill that cre-
ated the African Development Bank.
Freshmen at that point, and even
today, find it difficult to pass major
legislation in our House.

So I think it is great that we have
come to this moment, and even though
I passed other very important pieces of
legislation, I am extraordinarily and
personally honored to be able to carry
this bill. I thank the gentlewoman
from Florida, the ranking member, and
the chairman for all of the courtesies
that have been extended.
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Ms. BROWN of Florida. Mr. Speaker,
I have one quick question.

Mr. FATTAH, were you aware that the
gentleman was raised on the campus of
Florida A&M University where his fa-
ther was the president?

Mr. FATTAH. Will the gentlewoman
yield?

Ms. BROWN of Florida. I yield to the
gentleman from Pennsylvania.

Mr. FATTAH. I am aware that he was
raised by educators and that his father
was the president of a great college in
Florida. I think it is appropriate that
you would come in from Florida to help
us move this bill forward. But Bill
Gray loved you, and he loved the State
of Florida. He made that his home once
he retired from the Congress rep-
resenting Pennsylvania.

Ms. BROWN of Florida. Were you
also aware that he was one of the most
outstanding preachers that this coun-
try has ever known?

Mr. FATTAH. I am convinced, in
terms of someone mounting a pulpit,
there are very few people who could
claim the mantle that he claimed as
pastor of Bright Hope Baptist Church.
He was just an extraordinary figure.
There are so many stories on a bipar-
tisan basis that could be told. I think
it is great that years—decades—after
his service and before a year has passed
since his passing that the House is tak-
ing this step today to honor his serv-
ice. It honors us that he served here.

Ms. BROWN of Florida. I thank you,
and I thank his wife, his children, and
his family.

I yield back the balance of my time.

Mr. SHUSTER. I appreciate the gen-
tlelady yielding back the balance of
her time so I get the final word. Some-
times I don’t always get the final word
with the gentlelady from Florida. I
didn’t know if you knew he was a grad-
uate of Franklin & Marshall College in
Lancaster, Pennsylvania. So he was
educated at a great school in central
Pennsylvania, so we would like to take
some credit.

Mr. FATTAH. Will the gentleman
yield?

Mr. SHUSTER. I yield to the gen-
tleman.
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Mr. FATTAH. I was aware of that,
and he constantly reminded those of us
from Philadelphia that it wasn’t Penn
or some of these other institutions in
which he got fortified for his national
service role.

Mr. SHUSTER. I appreciate the gen-
tleman pointing that out. I am a grad-
uate of Dickinson College, which used
to be in the MAC, Middle Atlantic Con-
ference, which F&M was in, so I share
that heritage of the MAC conference
with Mr. Gray.

The other thing I wanted to point
out, his family moved to Philadelphia
in 1949. His father took over the church
of his grandfather, and then Bill Gray
led that church, and so he was a third-
generation pastor at the Bright Hope
Baptist Church in Philadelphia. After
pointing that out, some folks around
here know my heritage.

I spoke to my father this weekend
and asked him what he remembered
about Bill Gray. My father said he was
smart, he was hardworking and tough,
and he was a true gentleman. So he
sent his best down here for this debate
also.

Finally, I just want to thank Amtrak
for working with us to be able to move
this forward. The president of Amtrak,
Joe Boardman, and his staff worked
very hard to ensure this became a re-
ality. Being able to name the station
for a Pennsylvanian, someone with a
tremendous background and experi-
ence, it has been an honor for me to
take part in this.

With that, I yield back the balance of
my time.

Ms. SCHWARTZ. Mr. Speaker, Bill Gray
was a friend and mentor.

With his unwavering dedication to public
service, Bill made an indelible mark on the
history of Philadelphia and the U.S. House of
Representatives.

Bill was a trailblazer and was truly one of
the most remarkable public figures in Philadel-
phia.

He was a proud leader and representative
of the people of Philadelphia and a staunch
advocate for the working families and those
less fortunate in Pennsylvania and across the
nation.

In the House, Bill was the first African Amer-
ican to serve as Chairman of the Budget Com-
mittee and the first to rise to the rank of Major-
ity Whip.

| am proud to support this measure to name
Philadelphia’s 30th Street Station in his honor.

Ms. JACKSON LEE. Mr. Speaker, | rise is
strong support of H.R. 4838, which designates
the railway station located at 2955 Market St.
in  Philadelphia, Pennsylvania, commonly
known as the “30th Street Station,” as the
“William H. Gray Il 30th Street Station.”

This is a fitting tribute to the late Congress-
man William H. “Bill” Gray Ill, who was a leg-
islator, a politician, a pastor, a teacher, a pub-
lic servant, and a larger-than-life patriot.

Congressman Bill Gray was born on August
20, 1943 in Baton Rouge, Louisiana, but he
spent most of his childhood in Florida, where
his father was president of Florida Normal and
Industrial College, which later became Florida
A & M University.
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Congressman Gray, like his father, was a
strong supporter of education and leading ad-
vocate for strengthening America’s educational
systems.

He earned several degrees: a bachelor's
degree in 1963 from Franklin and Marshall
College, a Master's of Divinity in 1966 from
Drew Theological Seminary, and another Mas-
ter's in Church History from Princeton Theo-
logical Seminary in 1970.

Additionally, he was awarded more than 65
honorary degrees from America’s leading col-
leges and universities.

At an early age, he accepted his calling to
become a preacher, and from that day, he
proclaimed the Gospel of Jesus in the church,
in the community, and even in the halls of
Congress. His faith was unshakable. It was
evident that he lived his life based upon what
he preached.

Congressman Gray was the pastor of Bright
Hope Baptist Church in Philadelphia for more
than 25 years, a church pastored by his father
and grandfather.

Elected to the United States House of Rep-
resentatives in 1978, Congressman Gray was
a persistent voice for equal rights, educational
access, and opportunity for all persons, in the
United States and abroad.

In 1985, Congressman Gray became the
first African American in history to chair the
House Budget Committee, where he intro-
duced H. R. 1460, the “Anti-Apartheid Action
Act of 1985,” which prohibited loans and new
investment in South Africa and imposed sanc-
tions on imports and exports with South Africa.

In 1989, Congressman Gray was elected by
his colleagues Chairman of the Democratic
Caucus and later that year was elected Major-
ity Whip.

As the first African American to hold these
two senior leadership positions, Bill Gray’s
success inspired a generation of African
American elected officials.

In 1991, Congressman Gray resigned from
Congress to become the president and chief
executive officer of the United Negro College
Fund (UNCF).

Approximately one-half of the more than
$1.6 billion raised in UNCF’s history was col-
lected during Congressman Gray’s tenure.

During the Clinton Administration, Congress-
man Gray served as President Clinton’s spe-
cial adviser on Haiti.

As a result of his commitment to Haiti, Con-
gressman Gray and President Clinton received
the Medal of Honor from Haitian President
Jean-Bertrand Aristide.

Mr. Speaker, there is only one word to con-
vey the sweep and scope of Congressman
Gray’s life of service: giant. He was a giant of
Philadelphia, of the Congress, and in the his-
tory of our country.

By designating “30th Street Station” to “Wil-
liam H. Gray 30th Street Station,” the Amer-
ican people, not just the residents of Philadel-
phia, will be reminded of Congressman Gray’s
illustrious legacy of public service to his city,
his state, his country, and the world.

| urge all of my colleagues to join me in
supporting passage of H.R. 2430.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from Pennsylvania (Mr.
SHUSTER) that the House suspend the
rules and pass the bill, H.R. 4838.

The question was taken; and (two-
thirds being in the affirmative) the

CONGRESSIONAL RECORD —HOUSE

rules were suspended and the bill was
passed.

A motion to reconsider was laid on
the table.

REDUCING REGULATORY BURDENS
ACT OF 2013

Mr. GIBBS. Mr. Speaker, I move to
suspend the rules and pass the bill
(H.R. 935) to amend the Federal Insecti-
cide, Fungicide, and Rodenticide Act
and the Federal Water Pollution Con-
trol Act to clarify Congressional intent
regarding the regulation of the use of
pesticides in or near navigable waters,
and for other purposes.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 935

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Reducing
Regulatory Burdens Act of 2013”’.

SEC. 2. USE OF AUTHORIZED PESTICIDES.

Section 3(f) of the Federal Insecticide,
Fungicide, and Rodenticide Act (7 U.S.C.
136a(f)) is amended by adding at the end the
following:

“(5) USE OF AUTHORIZED PESTICIDES.—EX-
cept as provided in section 402(s) of the Fed-
eral Water Pollution Control Act, the Ad-
ministrator or a State may not require a
permit under such Act for a discharge from
a point source into navigable waters of a pes-
ticide authorized for sale, distribution, or
use under this Act, or the residue of such a
pesticide, resulting from the application of
such pesticide.”.

SEC. 3. DISCHARGES OF PESTICIDES.

Section 402 of the Federal Water Pollution
Control Act (33 U.S.C. 1342) is amended by
adding at the end the following:

“‘(3) DISCHARGES OF PESTICIDES.—

‘(1) NO PERMIT REQUIREMENT.—Except as
provided in paragraph (2), a permit shall not
be required by the Administrator or a State
under this Act for a discharge from a point
source into navigable waters of a pesticide
authorized for sale, distribution, or use
under the Federal Insecticide, Fungicide,
and Rodenticide Act, or the residue of such a
pesticide, resulting from the application of
such pesticide.

‘“(2) EXCEPTIONS.—Paragraph (1) shall not
apply to the following discharges of a pes-
ticide or pesticide residue:

‘“(A) A discharge resulting from the appli-
cation of a pesticide in violation of a provi-
sion of the Federal Insecticide, Fungicide,
and Rodenticide Act that is relevant to pro-
tecting water quality, if—

‘(1) the discharge would not have occurred
but for the violation; or

‘(i) the amount of pesticide or pesticide
residue in the discharge is greater than
would have occurred without the violation.

‘(B) Stormwater discharges subject to reg-
ulation under subsection (p).

‘“(C) The following discharges subject to
regulation under this section:

‘(1) Manufacturing or industrial effluent.

‘“(ii) Treatment works effluent.

‘“(iii) Discharges incidental to the normal
operation of a vessel, including a discharge
resulting from ballasting operations or ves-
sel biofouling prevention.”.

The SPEAKER pro tempore (Mr.
WOMACK). Pursuant to the rule, the
gentleman from Ohio (Mr. GIBBS) and
the gentleman from Oregon (Mr. DEFA-
710) each will control 20 minutes.
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The Chair recognizes the gentleman
from Ohio.

GENERAL LEAVE

Mr. GIBBS. Mr. Speaker, I ask unani-
mous consent that all Members may
have 5 legislative days in which to re-
vise and extend their remarks and in-
clude extraneous materials on H.R. 935.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Ohio?

There was no objection.

Mr. GIBBS. Mr. Speaker, I yield my-
self such time as I may consume.

Mr. Speaker, I rise in strong support
of H.R. 935, the Reducing Regulatory
Burdens Act of 2013. I introduced H.R.
935 to clarify the congressional intent
regarding how the use of pesticides in
or near navigable waters should be reg-
ulated.

It is the Federal Insecticide, Fun-
gicide, and Rodenticide Act, also
known as FIFRA, and not the Clean
Water Act, which has long been the
Federal regulatory statute that gov-
erns the safety and use of pesticides in
the United States. In fact, FIFRA has
regulated pesticides long before the en-
actment of the Clean Water Act. How-
ever, more recently, as the result of a
number of lawsuits, the Clean Water
Act has been added as a new and redun-
dant layer of Federal regulation over
the use of pesticides.

H.R. 935 is aimed at reversing a deci-
sion in the Sixth Circuit Court of Ap-
peals in National Cotton Council v.
EPA, which imposed Clean Water Act
permitting on pesticide use. That case
vacated a 2006 Environmental Protec-
tion Agency rule that codified EPA’s
longstanding interpretation that the
application of a pesticide for its in-
tended purpose and in compliance with
the requirements of FIFRA is not a dis-
charge of a pollutant under the Clean
Water Act, and, therefore, an NPDES
permit is not required.

In vacating the rule, the Sixth Cir-
cuit substituted judge-made policy
choices for reasonable Agency interpre-
tations of the law. In the process, the
court undermined the traditional un-
derstanding of how the Clean Water
Act interacts with other environ-
mental statutes and judicially ex-
panded the scope of Clean Water Act
regulation further into areas and ac-
tivities not originally envisioned or in-
tended by Congress. As a result of that
court decision, EPA has been required
to develop and impose a new and ex-
panded NPDES permitting process
under the Clean Water Act to cover
pesticide use.

EPA has estimated that approxi-
mately 365,000 pesticide users, includ-
ing State agencies, cities, counties,
mosquito control districts, water dis-
tricts, pesticide applicators, farmers,
ranchers, forest managers, scientists,
and even everyday citizens that per-
form some 5.6 million pesticide applica-
tions annually would be affected by the
court’s ruling. This substantially in-
creases the number of entities subject
to NPDES permitting.
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With this ill-advised court decision,
Federal and State agencies are expend-
ing vital funds to initiate and maintain
Clean Water Act permitting programs
governing pesticide applications, and a
wide range of public and private pes-
ticide users are now facing increased fi-
nancial and administrative burdens in
order to comply with the new permit-
ting process.

Despite what the fearmongers sug-
gest, all of this expense comes with no
additional environmental protection.
NPDES compliance costs and fears of
potentially ruinous litigation associ-
ated with complying with the new
NPDES requirements for the use of
pesticides are forcing mosquito control
other pest control programs to reduce
operations and redirect resources to
comply with the regulatory require-
ments.

In many States, routine preventive
programs have been reduced due to the
NPDES requirements. This most likely
impacted and increased the record-
breaking outbreaks of West Nile virus
around the Nation in 2012. In response
to West Nile outbreaks, many States
and communities had to declare public
health emergencies, resulting in pes-
ticide use to control mosquitoes with
the delay caused by the NPDES per-
mitting process. It remains to be seen
how the control of mosquitoes will be
affected this year, although recent
press reports are noting an increase
this summer in West Nile virus and the
spread of a newly introduced tropical
disease spread by mosquitoes.

H.R. 935 will enable communities to
resume conducting routine preventive
mosquito control programs in the fu-
ture. H.R. 935 exempts from the NPDES
permitting process a discharge to
waters involving the application of a
pesticide authorized for sale, distribu-
tion, or use under FIFRA, where the
pesticide is used for its intended pur-
pose and the use is in compliance with
pesticide label requirements.

Exempting pesticides from the
NPDES permitting is appropriate be-
cause EPA already protects human
health and the environment under
FIFRA. When it reviews the safety of
pesticides, it determines whether to ap-
prove or not approve a pesticide for use
and sets the rules for each pesticide’s
uses under the product label.

H.R. 935 was drafted very narrowly to
address the Sixth Circuit Court’s hold-
ing in National Cotton Council and re-
turn the state of pesticide regulation
to the status quo before the court got
involved.

EPA provided technical assistance in
drafting this bill so that it would
achieve these objectives. Well over 150
organizations representing a wide vari-
ety of public and private entities and
thousands of stakeholders support a
legislative resolution of this issue. Just
to name a few, these organizations in-
clude the American Mosquito Control
Association, the National Association
of State Departments of Agriculture,
the National Water Resources Associa-
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tion, the American Farm Bureau Fed-
eration, Family Farm Alliance, Na-
tional Rural Electric Cooperative Asso-
ciation, CropLife America, and Respon-
sible Industry for a Sound Environ-
ment.

I want to thank Chairman SHUSTER
and Ranking Member RAHALL for their
leadership at the Transportation and
Infrastructure Committee, as well as
Chairman LUCAS and Ranking Member
PETERSON of the Agriculture Com-
mittee for their leadership. I urge all
Members to support H.R. 935.

I reserve the balance of my time.

Mr. DEFAZIO. Mr. Speaker, I yield
myself such time as I may consume.

Well, it is Groundhog Day again here
on the floor of the House of Represent-
atives. Much of the speech we just
heard actually was read 3 years ago on
the floor. Three years ago, we were in
a different place. There was a new
pending rule. There was tremendous
uncertainty whether this would be an
undue burden on individuals—no, in
the end, it isn’t at all—on individual
farmers—no, except for the largest
farms over 6,000 acres—or on forestry.
And no, it has not been a problem, and
I have a heavily forested State. So
there was tremendous uncertainty, and
the House Republicans moved this leg-
islation. Of course, it went nowhere in
the Senate.

Here we are 3 years later. We have
been living under the permit and gen-
eral permit process, and I am going to
look forward to hearing some very spe-
cific problems, denials, or litigation
from the other side—not maybe, there
should have, could have, would have,
might be stuff, because I am not aware
of any. And we have asked.

Now, sure, my Farm Bureau supports
this. Hey, whatever. That is great. Oth-
ers say sure, but it is not anything that
we really have on our priority list.

But, you know, here we are.

Fires are burning in the West. We
don’t have time for a hearing or a bill
to get money to the Forest Service and
the Interior Department, but we do
have time to do pretend legislation
that isn’t going anywhere in the Sen-
ate again to deal with a problem that
doesn’t exist.

Why doesn’t it exist? Well, first of
all, all individuals and applications by
farmers are exempt under a permit.
You follow the label, you are fine. No
one can sue you.

Then you have, if you are a bigger
applicator, if you are like someone who
is paid to apply pesticides and herbi-
cides, you have to give notice under a
general permit. That is all you have to
do. You file it online. Not too burden-
some. Most applicators, I think, have
access to a computer.

Is there an approval process? No. Is
there a waiting period? No. You just
file it, and then you are exempt from
litigation if you follow the label.

So why would we have this? Well,
there have been a few instances of
problems, and we want to be able to
track where those problems originated.
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So if you have a general permit out
there for an industrial application or a
commercial application of a certain
herbicide and it starts showing up
downstream with dead fish, you know
probably where it came from and you
can trace it back and you will probably
find out that they violated the label.

Now, why did this come about? Well,
for a real reason: 92,000 steelhead were
killed in southern Oregon because an
irrigation district chose to use a pow-
erful herbicide in its irrigation canals
and they didn’t follow the label in
terms of the waiting period for it to de-
grade. They ran the water through and
killed 92,000 fish. That is where this all
started.

So we are not saying they can’t use
it, they can’t apply it—you know, they
can—but we want to know where it is
coming from. In that case, it was pret-
ty easy to track back. The trail of dead
fish led right back to the irrigation
canal.

In other cases of impaired waters—
and I have a long list in my State, and
I am sure there are other States—we
are not quite sure how they got im-
paired or where they are being im-
paired, and we would have a better in-
dication if we merely have this notice
requirement.

Now, there will be a lot of fear-
mongering here today: ‘“You won’t be
able to use stuff on your lawn.” ‘“You
will be liable.” “It won’t be available.”

No, not true.

“Farmers won’t be able to apply
their own herbicides and pesticides.”

No, not true.

‘“Very large farms, commercial appli-
cators will not be able to use it.”

No, not true, but they will need to
put a notice online they are using it,
and they are supposed to follow the
label.

I really find it unfortunate that we
are spending time on this instead of
getting some additional allocation of
funds to fight fires in the West. My
State is burning up. Washington State
is burning up. California is burning up.
Other intermountain States are burn-
ing up. The Forest Service and BLM
are going to run out of money this
week or next.
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They have got all their other budgets
to pay for fighting fires because they
can’t stop fighting the fires. They can’t
stop.

But Congress has a bipartisan, bi-
cameral bill agreed to by the Presi-
dent. There is nothing else like that in
Washington, D.C., with the partisan ac-
tivity around here, the conflict always
between the House and the Senate.

Here is a bill agreed to by Democrats
and Republicans—52 Rs, 52 Ds on the
bill. Here is a bill that is pending in the
House and the Senate, bicameral—it is
also bipartisan on that side—and it is
supported by the President.

But we can’t find time to take action
on that and get the Forest Service and
BLM money this week because we are
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doing stuff like this about pretend
problems that don’t exist and scaring
people who use these products legiti-
mately. It is a very sad waste of our
time.

With that, I reserve the balance of
my time.

Mr. GIBBS. Mr. Speaker, I yield 3
minutes to the gentleman from OKkla-
homa (Mr. LUCAS), the chairman of Ag-
riculture.

(Mr. LUCAS asked and was given per-
mission to revise and extend his re-
marks.)

Mr. LUCAS. Mr. Speaker, I rise in
support of this legislation.

This piece of legislation before us
today is very familiar to many of us.
As many of you will remember, we
stood here 3 years ago voting on this
same bill text. That bill, H.R. 872, was
passed by this body with an over-
whelming demonstration of bipartisan
support. The legislation was the prod-
uct of collaborative work done between
two House committees, along with the
technical assistance of the Obama ad-
ministration’s Environmental Protec-
tion Agency. This is the way legisla-
tion should be handled, and I was proud
of our efforts in the House.

To refresh your memory, this prob-
lem stems from an uninformed court
decision in the Sixth Circuit Court of
Appeals. This decision invalidated a
2006 EPA regulation exempting pes-
ticide applications that are in compli-
ance with the Federal Insecticide, Fun-
gicide, and Rodenticide Act from hav-
ing to also comply with a costly and
duplicative permitting process under
the Clean Water Act.

The effect to have these same prod-
ucts doubly regulated through the
Clean Water Act permitting process is
unnecessary, costly, and ultimately
undermines public health. It amounts
to a duplication of regulatory compli-
ance costs for a variety of public agen-
cies and doubles their legal jeopardy.

Additionally, more than 40 States
have endured increased financial and
administrative burdens in order to
comply with the new permitting re-
quirement process during a time when
many States are already being forced
to make difficult budget decisions.
Should vector control agencies cease
operations due to these costs, it will
expose a vast new unprotected popu-
lation cohort to mosquitoes potentially
carrying a number of dangerous exotic
diseases such as West Nile.

Some will argue the costs associated
with this permit requirement have
been small. As it stands, some people
may believe millions of dollars to be a
small amount, but I think most of our
constituents would disagree. What no-
body can document—and let’s think
about this again—what no one can doc-
ument is a single benefit this burden
has offered. In a time when our econ-
omy is struggling, regulatory burdens
that add cost while providing no quan-
titative benefit need to be eliminated.
This is an unnecessary, costly, duplica-
tive permitting requirement. It is a
poster child for regulatory reform.
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Now, my friends, if you can only look
at one thought, simply bear this in
mind: by this misguided court ruling
requiring the double permitting proc-
ess, you are causing States to waste
money. They don’t have the money to
waste.

I encourage my colleagues to support
the legislation.

Mr. DEFAZIO. Mr. Speaker, I yield as
much time as she may consume to the
gentlewoman from Connecticut (Ms.
EsTY).

(Ms. ESTY asked and was given per-
mission to revise and extend her re-
marks.)

Ms. ESTY. Mr. Speaker, I rise today
in opposition to H.R. 935.

When the House considered this bill
in the 112th Congress, before I was
elected to serve here, proponents like
my good friend, Mr. GIBBS, argued that
unless Congress acted, the process for
getting a pesticide general permit
under the Clean Water Act would cause
agriculture, forestry, and public
health-related activities to grind to a
halt.

However, after almost 3 years of im-
plementation, I am confused about the
need for this bill. The sky has not fall-
en, farmers and forestry operators have
had several successful growing seasons,
and public health officials have suc-
cessfully addressed multiple threats of
mosquito-borne illness while at the
same time complying with the sensible
requirements of both the Clean Water
Act and the Federal Insecticide, Fun-
gicide, and Rodenticide Act, known as
FIFRA.

I say sensible because, as we should
clearly understand, the intended focus
of the Clean Water Act and FIFRA are
very different.

FIFRA is intended to address the
safety and effectiveness of pesticides
on a national scale, preventing unrea-
sonable adverse effects on human
health and the environment through
uniform 1labels indicating approved
uses and restrictions.

However, the Clean Water Act is fo-
cused on restoring and maintaining the
integrity of the Nation’s waters, with a
primary focus on the protection of
local water quality.

It is simply incorrect to say that ap-
plying a FIFRA-approved pesticide in
accordance with its labeling require-
ment is a surrogate for protecting local
water quality. As any farmer knows,
complying with FIFRA is as simple as
applying a pesticide in accordance with
its label. Farmers do not need to look
at the localized impact of that pes-
ticide on local water quality.

If, as my colleagues suggest, FIFRA
is an adequate substitute for the Clean
Water Act permitting requirements,
then why is it that pesticides keep
showing up in water quality samples
from both ground and surface waters?

If applying a FIFRA-approved pes-
ticide according to its label is protec-
tive of human health and the environ-
ment, then why is it that so many
States continue to report significant
numbers of pesticide-impaired waters?
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I urge my colleagues to note that, ac-
cording to a 2006 study by the U.S. Geo-
logical Survey, at least one pesticide
was detected in waters from all
streams tested throughout the Nation.
Let me repeat that. Pesticides were de-
tected in every single stream tested by
the USGS.

State water pollution control agen-
cies have similarly identified a number
of surface waters that are currently
contaminated by pesticides. States
have identified over 16,800 miles of riv-
ers and streams, 1,700 square miles of
bays and estuaries, and 372,000 acres of
lakes that are currently impaired or
threatened by pesticides, meaning that
that particular water body cannot or
should not be used as a source of drink-
ing water and be appropriate for fish or
shellfish propagation or recreation.

It is also telling that States continue
to identify waters that remain im-
paired by pesticides, pesticides which
have been banned by this country for
decades.

Some have questioned the environ-
mental and public health benefits of
the Clean Water Act for the application
of pesticides. However, many of the
benefits are so obvious that perhaps we
have simply overlooked them.

First, let us look, the Clean Water
Act, and not FIFRA, requires pesticide
applicators to minimize pesticide dis-
charge through the use of pesticide
management measures.

Second, it is the Clean Water Act,
and not FIFRA, that requires pesticide
applicators to monitor for and report
any adverse incidents that result from
spraying. I would think that moni-
toring for large fish Kkills or wildlife
kills, as my colleague from Oregon has
noted, would be a mutually-agreed
upon benefit.

Also, it is the Clean Water Act, and
not FIFRA, that requires pesticide ap-
plicators to keep records on where and
how many pesticides are being applied
throughout the Nation.

Again, if data is showing that a local
water body is contaminated by pes-
ticides, I would think that the public,
our constituents, would want to quick-
ly identify the likely source of the pes-
ticide that is causing the impairment.

Finally, and perhaps most important,
I am unaware of any specific example
where the current Clean Water Act re-
quirements have prevented a pesticide
applicator from performing his or her
services.

Despite claims to the contrary, the
Clean Water Act is not being used to
ban the use of pesticides.

So, again, let’s summarize a few
points.

First, the Clean Water Act provides a
valuable service by ensuring that an
appropriate amount of pesticides are
being applied at appropriate times, and
that pesticides are not having an ad-
verse impact on human health or the
environment.

Second, to the best of my knowledge,
the pesticide general permit has not
impeded pesticide applicators from
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servicing both agricultural and public
health communities. In fact, most pes-
ticide applications are automatically
covered under the pesticide general
permit, either by no action or by the
filing of the simple electronic notice of
intent.

Third, Federal and State data make
it very clear that the application of
pesticides in compliance with FIFRA
alone, as was the case for many years,
was insufficient to protect bodies of
water throughout the United States
from being contaminated by pesticides.

If we care about water quality, we
need to do more.

So, Mr. Speaker, I have to question
what this legislation is really trying to
accomplish. Is it really about the so-
called regulatory burden of applying
for a Clean Water Act permit? As we
noted earlier, in the majority of cases,
a small-scale user of pesticides is auto-
matically covered by the Clean Water
Act under the general permit, provided
they apply pesticides in a common-
sense manner.

Again, is it about the so-called threat
of lawsuits? Again, if the pesticide ap-
plicator is applying the pesticide in
compliance with the permit, they are
statutorily immune from lawsuits
under the Clean Water Act.

Is it about compliance costs? Yet,
again, there is no evidence at the hear-
ing, in the record, to demonstrate that
the Clean Water Act is significantly in-
creasing the costs of compliance to the
average pesticide applicator.

The reality is there is no substantive
reason why this legislation is nec-
essary, except to limit the scope of the
Clean Water Act protections from pes-
ticide pollution that is impairing water
quality across the Nation.

I urge a ‘‘no’” vote on H.R. 935.

Mr. GIBBS. Mr. Speaker, may I in-
quire as to how much time we have re-
maining?

The SPEAKER pro tempore. The gen-
tleman from Ohio has 12 minutes re-
maining. The gentleman from Oregon
has 7% minutes remaining.

Mr. GIBBS. Mr. Speaker, I yield my-
self such time as I may consume to re-
spond a little bit to some of the ques-
tions that were raised by my good
friend from Connecticut.

Back in 2012, the American Mosquito
Control Association polled their mem-
bers, and the feeling from the poll was
that a lot of the public entities in the
control districts for mosquitoes were
kind of holding off on the preventive
mosquito control programs. Of course,
we had a record number of West Nile
outbreaks in 2012. I think the season we
probably didn’t have quite the mos-
quito pressure was in 2013. We will see
what happens in 2014.

My point is that because of the addi-
tional permitting and the costs and the
time, a lot of districts did not do their
preventive control, and they caused an
outbreak of mosquitoes more severe
than what it would have been—and
that was from the American Mosquito
Control Association.
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With regard to pesticide application
in the agriculture sector, if not in all
States, in most States, these applica-
tions have to be done by certified ap-
plicators that have a lot of training.
They know they have to abide by the
label, because if they don’t they could
risk losing their applicator’s license.

I would also raise the question that if
you are a certified applicator, you
might not follow the permit require-
ments under the Clean Water Act ei-
ther. It all comes down to additional
costs and delays, and we all know that
you don’t get a NPDES permit just
overnight, so the cost factor is a major
issue.

Another issue I think that needs to
be talked a little bit about is, why do
we find in some water bodies pesticide
residue? The main reason we do is be-
cause we have something we call ‘‘leg-
acy’” from pesticides used long ago,
years ago, that in a lot of cases aren’t
even on the market anymore, or if they
are they are not being used by the in-
dustry because the industry, the agri-
culture industry and the industry, has
done such a wonderful job of research
and development in developing new
pesticides that are actually more bio-
degradable and safer and less quan-
tities used. We have come a long way
in that technology.

As a farmer, I know that because I
experienced that every growing season,
the new technologies, the new applica-
tions and pesticides that we have avail-
able to us. So we really need to address
that legacy issue and separate that
out, what is really happening in these
water bodies.

Then lots of times, too, in some of
the data, the data is old from the
United States Geological Service and
things have changed. Also, some of the
testing that has been done, some of the
levels are well below what the human
health benchmark standards are. So I
think there is a scare tactic out there.

But we have got to make sure that
we are applying these pesticides under
label, which I think the industry is
working well at. Because as a farmer,
we drink the water first. It comes
through our aquifers, our wells, and
then also the streams through our
property where we live around it, so we
want to make sure that that water is
clean.
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So we need to assess this data—and
use sophisticated methods to do that—
but not have more government red tape
and bureaucracy. All this does is just
add time and costs and more headaches
for our mosquito control districts,
farmers, and others.

I just want to make the point clear
that we have got to have these pes-
ticides, and we can do it in a safe way.
The technology is improving pesticide
use. So that is why I think this bill is
necessary to overturn a very ill-advised
court decision.

I reserve the balance of my time.

Mr. DEFAZIO. Mr. Speaker, I yield
myself such time as I may consume.
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In conclusion, I think we have heard
arguments on both sides. I am con-
vinced more by the arguments I have
heard on our side. I don’t believe it is
an undue burden on States. I live in a
mosquito control district, and 3 years
ago, they had tremendous concerns.

Last year, they went ahead with
their regular program, and this year,
they are going ahead with their regular
permit, under a general permit which
they filed online. They said it wasn’t a
big deal.

So I don’t know where the millions of
dollars comes in, unless we have States
or applicators or other who don’t own
computers or whatever. I can’t figure
out where that number comes from.

So I don’t believe we have created an
egregious problem. Given some of the
past problems and the number of im-
paired waterways in my State, we just
want to know where the stuff is being
applied. We certainly want to be cer-
tain it is applied according to the
label, but if it is not, then we have
some capability of tracing it back and
finding the responsible party and pre-
venting future problems and poten-
tially penalizing those people.

With that, I yield back the balance of
my time.

Mr. GIBBS. Mr. Speaker, I yield my-
self such time as I may consume.

Mr. Speaker, that raises a question.
If it has been going so good for the last
3 years and there is no need to pass this
bill, why in the world would organiza-
tions like the American Mosquito Con-
trol Association think this bill is need-
ed?

The American Farm Bureau, the Na-
tional Water Resources Association,
Farmers Union, and especially
CropLife America are all experts out
there that want to make sure that the
pesticide use is under label and we are
protecting the environment and not en-
dangering it.

So I guess I would take issue with
the comment that this legislation isn’t
needed because it has gone so great in
the last 3 years. Well, we are finding
out maybe it isn’t going so great. I
think that is the rhetoric from the
other side.

We know that, in 2012, by a poll from
the American Mosquito Control Asso-
ciation, a lot of our mosquito control
districts did not initiate their prevent-
ative programs in the early spring. I
know some of them had to declare an
emergency.

The irony of this is when you declare
an emergency, you do aerial spraying
and everything else and not have to get
a permit at all, so the environment is
even more at risk. If they had done the
preventative treatment, they might
not have had to do aerial spraying.

I know at least one instance of a
major metropolitan area in the South-
ern part of the country that had to do
that. These organizations think this is
important. Things aren’t going so well.
We are having a duplication with more
permitting, more red tape, more head-
aches, and adding to cost.
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So I strongly support this bill. Last
Congress, I think this bill had 294
“‘yea’ votes. It went over to the Sen-
ate. Unfortunately, the majority leader
would not take it up. It was put in the
farm bill, and there was pressure from
one or two Senators to take it out. I
think it would have passed strongly in
the Senate, if we would have been able
to have a vote on this very bipartisan
initiative.

Mr. Speaker, I urge a ‘‘yes’ vote on
H.R. 935, and I yield back the balance
of my time.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from Ohio (Mr. GIBBS)
that the House suspend the rules and
pass the bill, H.R. 935.

The question was taken.

The SPEAKER pro tempore. In the
opinion of the Chair, two-thirds being
in the affirmative, the ayes have it.

Mr. DEFAZIO. Mr. Speaker, on that I
demand the yeas and nays.

The yeas and nays were ordered.

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned.

—————

CONFERRING HONORARY CITIZEN-
SHIP ON BERNARDO DE GALVEZ
Y MADRID

Mr. FRANKS of Arizona. Mr. Speak-
er, I move to suspend the rules and
pass the joint resolution (H.J. Res. 105)
conferring honorary citizenship of the
United States on Bernardo de Galvez y
Madrid, Viscount of Galveston and
Count of Galvez.

The Clerk read the title of the joint
resolution.

The text of the joint resolution is as
follows:

H.J. RES. 105

Whereas the United States has conferred
honorary citizenship on 7 other occasions
during its history, and honorary citizenship
is and should remain an extraordinary honor
not lightly conferred nor frequently granted;

Whereas Bernardo de Galvez y Madrid, Vis-
count of Galveston and Count of Galvez, was
a hero of the Revolutionary War who risked
his life for the freedom of the United States
people and provided supplies, intelligence,
and strong military support to the war ef-
fort;

Whereas Bernardo de Galvez recruited an
army of 7,500 men made up of Spanish,
French, African-American, Mexican, Cuban,
and Anglo-American forces and led the effort
of Spain to aid the United States’ colonists
against Great Britain;

Whereas during the Revolutionary War,
Bernardo de Galvez and his troops seized the
Port of New Orleans and successfully de-
feated the British at battles in Baton Rouge,
Louisiana, Natchez, Mississippi, and Mobile,
Alabama;

Whereas Bernardo de Galvez led the suc-
cessful 2-month Siege of Pensacola, Florida,
where his troops captured the capital of Brit-
ish West Florida and left the British with no
naval bases in the Gulf of Mexico;

Whereas Bernardo de Galvez was wounded
during the Siege of Pensacola, dem-
onstrating bravery that forever endeared
him to the United States soldiers;

Whereas Bernardo de Galvez’s victories
against the British were recognized by
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George Washington as a deciding factor in
the outcome of the Revolutionary War;

Whereas Bernardo de Galvez helped draft
the terms of treaty that ended the Revolu-
tionary War;

Whereas the United States Continental
Congress declared, on October 31, 1778, their
gratitude and favorable sentiments to
Bernardo de Galvez for his conduct towards
the United States;

Whereas after the war, Bernardo de Galvez
served as viceroy of New Spain and led the
effort to chart the Gulf of Mexico, including
Galveston Bay, the largest bay on the Texas
coast;

Whereas several geographic locations, in-
cluding Galveston Bay, Galveston, Texas,
Galveston County, Texas, Galvez, Louisiana,
and St. Bernard Parish, Louisiana, are
named after Bernardo de Galvez;

Whereas the State of Florida has honored
Bernardo de Galvez with the designation of
Great Floridian; and

Whereas Bernardo de Galvez played an in-
tegral role in the Revolutionary War and
helped secure the independence of the United
States: Now, therefore, be it

Resolved the Senate and HouseV
RepresentativesV the United States of Americain
Congress assembled, That Bernardo de Galvez
v Madrid, Viscount of Galveston and Count
of Galvez, is proclaimed posthumously to be
an honorary citizen of the United States.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from Ar-
izona (Mr. FRANKS) and the gentleman
from Virginia (Mr. ScoTT) each will
control 20 minutes.

The Chair recognizes the gentleman
from Arizona.

GENERAL LEAVE

Mr. FRANKS of Arizona. Mr. Speak-
er, I ask unanimous consent that all
Members may have 5 legislative days
within which to revise and extend their
remarks and include extraneous mate-
rials on H.J. Res. 105, currently under
consideration.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Arizona?

There was no objection.

Mr. FRANKS of Arizona. Mr. Speak-
er, I yield such time as he may con-
sume to the gentleman from Florida
(Mr. MILLER).

Mr. MILLER of Florida. Mr. Speaker,
I thank my friend, Mr. FRANKS, for

yielding.
H.J. Res. 105 would bestow honorary
American citizenship on General

Bernardo de Galvez. Though not born
in the United States, General Galvez
was a true friend to our country who
played an integral role in securing the
independence of this Nation.

As governor of Spanish Louisiana,
General Galvez provided American
forces with funds, arms, and ammuni-
tion, and he provided military intel-
ligence to the American commanders.

After Spain’s entry into the war,
General Galvez recruited an army of
American, Spanish, and French troops
and set about a multiyear campaign
that decimated British forces all along
the gulf coast.

General Galvez led successful cam-
paigns in Louisiana, Mississippi, and
Alabama before embarking on his sem-
inal victory at the Siege of Pensacola,
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where he captured the capital of Brit-
ish West Florida after a bloody 2-
month long battle, during which he in
fact was wounded by gunfire.

General Galvez’s victory left the
British with no naval forces or bases
along the gulf coast and prevented
British troops and supplies from reach-
ing the battles along the eastern sea-
board.

His efforts to assist the formation of
our country were recognized by Presi-
dent George Washington, President
John Adams, and by the United States
Continental Congress. In fact, Presi-
dent Washington cited General
Galvez’s efforts as a deciding factor in
the outcome of the war.

Honorary citizenship is a rare and ex-
traordinary recognition granted to for-
eigners who have rendered great serv-
ice to the United States of America.
Only seven individuals have been
granted honorary citizenship, including
two Revolutionary War heroes, the
Marquis de Lafayette, and General
Casimir Pulaski.

When our Founding Fathers declared
our independence, they knew that they
were going up against probably the
world’s most preeminent power. They
chose to take up that battle because of
their unwavering commitment to lib-
erty and freedom, but they also knew
that in order to be successful, they
needed the support of allies and great
men like the Marquis de Lafayette,
Casimir Pulaski, and General Bernardo
de Galvez.

I want to thank Chairman GOOD-
LATTE, Chairman GowDY, Chairman
FRANKS, and the staff of the Judiciary
Committee for their assistance in mov-
ing this bill through committee. I also
want to thank our majority leader for
bringing this bill to the floor.

I would encourage all my colleagues
to support this measure to recognize
General Galvez’s immense contribution
to the history of our country by grant-
ing him honorary American citizen-
ship.

Mr. SCOTT of Virginia. Mr. Speaker,
I yield myself such time as I may con-
sume.

Mr. Speaker, I rise in support of H.J.
Res. 105, which proclaims Bernardo de
Galvez to be an honorary citizen of the
United States posthumously and recog-
nizes his contribution in aiding the
American colonists in the fight for
independence against the British.

Although he was born in Spain, Gen-
eral Galvez led masterful military
campaigns against the British and
played a crucial role in securing land
and seaports on behalf of the American
colonists. He additionally helped nego-
tiate the terms of the treaty that
ended the American Revolution and se-
cured America’s independence from
British rule.

This is only the eighth time that
Congress has bestowed posthumous
citizenship, most recently in 2009, when
we honored Casimir Pulaski, a Polish
military officer who, like General
Galvez, fought alongside American
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colonists
War.

This honor is reserved for only the
most highly-deserving individuals, but
it should be noted that it is purely
symbolic and does not have any sub-
stantive effect on the immigration sta-
tus of surviving family members.

In closing, General Galvez played an
important role in the American Revo-
lution, and he was recognized for his ef-
forts by George Washington. The time
has come for Congress to now recognize
him by granting him posthumous citi-
zenship.

I urge my colleagues to support the
resolution, and I yield back the balance
of my time.

Mr. FRANKS of Arizona. Mr. Speak-
er, I yield myself such time as I may
consume, and I thank the gentleman
for his support.

Mr. Speaker, H.J. Res. 105 confers
honorary United States citizenship
upon Bernardo de Galvez y Madrid in
recognition of his many contributions
to and sacrifices for the cause of Amer-
ican independence. I want to commend
again our colleague, JEFF MILLER, for
introducing this legislation, and I cer-
tainly urge my colleagues to support
it.

American citizenship, Mr. Speaker, is
the highest honor that our country can
confer upon a person who is a citizen of
another land. The granting of honorary
citizenship is a symbolic gesture that
welcomes the recipient into our na-
tional family.

Honorary citizenship is and should
always be an extraordinary honor not
lightly conferred. Congress has granted
honorary citizens on only six occasions
in the past to seven individuals. The
seven recipients have been Casimir Pu-
laski, the Marquis de Lafayette, Moth-
er Teresa, William and Hannah Penn,
Raoul Wallenberg, and Winston
Churchill. The last two recipients,
Casimir Pulaski and the Marquis de
Lafayette, both played crucial roles in
the United States’ victory in the Revo-
lutionary War.

General Galvez’s contributions to the
war effort compare very favorably with
those of Casimir Pulaski and the Mar-
quis de Lafayette. H.J. Res. 105 states
that Galvez ‘‘provided supplies, intel-
ligence, and strong military support to
the war effort.”

Indeed, the historical record indi-
cates that, due to the British blockade
of seaports on the eastern seaboard,
Galvez’s secretly-coordinated smug-
gling operation and efforts to clear the
Mississippi River of British influence
helped to ensure that George Washing-
ton’s Continental Army received nec-
essary weapons and other provisions.

H.J. Res. 105 states that:

Galvez recruited an army of 7,500 men . . .
and led the effort of Spain to aid the United
States’ colonists . . . he and his troops seized
the Port of New Orleans and successfully de-
feated the British at battles in Baton Rouge,
Louisiana; Natchez, Mississippi; and Mobile,
Alabama.

Commentators and historians have
uniformly lauded General Galvez’s

during the Revolutionary
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bravery, tenacity, and tactical mili-
tary skill in rapidly assembling and
leading a diverse, multiethnic regi-
ment. Galvez’s forces were victorious
in every battle into which he led them.

H.J. Res. 105 states that Galvez ‘‘led
the successful 2-month siege of Pensa-
cola, Florida, where his troops cap-
tured the capital of British West Flor-
ida and left the British with no naval
bases in the Gulf of Mexico.”

The historical narrative surrounding
Galvez’s actions leading up to and
throughout the 2-month-long Battle of
Pensacola underscores his heroism and
leadership in pursuit of the objective of
pinning down the British forces and
driving them from the Gulf of Mexico.

There is no question that keeping the
British occupied on a second front dur-
ing the war was crucial and critical to
the success of General Washington’s
campaign.
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Mr. Speaker, some historians have
noted that the length and timing of the
Battle of Pensacola, in particular, im-
pacted the number of forces and ships
the British could commit to the Battle
of Yorktown, which was the final cam-
paign of the Revolutionary War.

Finally, H.J. Res. 105 states that
Galvez’ victories against the British
were recognized by George Washington
as a deciding factor in the outcome of
the Revolutionary War.

I believe that Bernardo de Galvez y
Madrid deeply deserves honorary citi-
zenship, and I urge my colleagues to
support this bill.

I yield back the balance of my time.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from Arizona (Mr.
FRANKS) that the House suspend the
rules and pass the joint resolution, H.J.
Res. 105.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the joint res-
olution was passed.

A motion to reconsider was laid on
the table.

———

VICTIMS OF CHILD ABUSE ACT
REAUTHORIZATION ACT OF 2013

Mr. FRANKS of Arizona. Mr. Speak-
er, I move to suspend the rules and
pass the bill (S. 1799) to reauthorize
subtitle A of the Victims of Child
Abuse Act of 1990.

The Clerk read the title of the bill.

The text of the bill is as follows:

S. 1799

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘“Victims of
Child Abuse Act Reauthorization Act of
2013,

SEC. 2. IMPROVING INVESTIGATION AND PROS-
ECUTION OF CHILD ABUSE CASES.

(a) REAUTHORIZATION.—Section 214B of the
Victims of Child Abuse Act of 1990 (42 U.S.C.
13004) is amended—

(1) in subsection (a), by striking ‘fiscal
years 2004 and 2005 and inserting ‘‘fiscal
years 2014, 2015, 2016, 2017, and 2018°’; and
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(2) in subsection (b), by striking ‘‘fiscal
years 2004 and 2005 and inserting ‘‘fiscal
years 2014, 2015, 2016, 2017, and 2018,

(b) ACCOUNTABILITY.—Subtitle A of the
Victims of Child Abuse Act of 1990 (42 U.S.C.
13001 et seq.) is amended by adding at the end
the following:

“SEC. 214C. ACCOUNTABILITY.

“All grants awarded by the Administrator
under this subtitle shall be subject to the
following accountability provisions:

‘(1) AUDIT REQUIREMENT.—

‘““(A) DEFINITION.—In this paragraph, the
term ‘unresolved audit finding’ means a find-
ing in the final audit report of the Inspector
General of the Department of Justice that
the audited grantee has utilized grant funds
for an unauthorized expenditure or otherwise
unallowable cost that is not closed or re-
solved within 12 months from the date when
the final audit report is issued and any ap-
peal has been completed.

‘‘(B) AubniT.—The Inspector General of the
Department of Justice shall conduct audits
of recipients of grants under this subtitle to
prevent waste, fraud, and abuse of funds by
grantees. The Inspector General shall deter-
mine the appropriate number of grantees to
be audited each year.

‘“(C) MANDATORY EXCLUSION.—A recipient
of grant funds under this subtitle that is
found to have an unresolved audit finding
shall not be eligible to receive grant funds
under this subtitle during the following 2 fis-
cal years.

‘(D) PRIORITY.—In awarding grants under
this subtitle, the Administrator shall give
priority to eligible entities that did not have
an unresolved audit finding during the 3 fis-
cal years prior to submitting an application
for a grant under this subtitle.

‘“(E) REIMBURSEMENT.—If an entity is
awarded grant funds under this subtitle dur-
ing the 2-fiscal-year period in which the enti-
ty is barred from receiving grants under
paragraph (2), the Administrator shall—

‘(i) deposit an amount equal to the grant
funds that were improperly awarded to the
grantee into the General Fund of the Treas-
ury; and

‘“(ii) seek to recoup the costs of the repay-
ment to the fund from the grant recipient
that was erroneously awarded grant funds.

‘“(2) NONPROFIT ORGANIZATION REQUIRE-
MENTS.—

‘““(A) DEFINITION.—For purposes of this
paragraph, the term ‘nonprofit organization’
means an organization that is described in
section 501(c)(3) of the Internal Revenue Code
of 1986 and is exempt from taxation under
section 501(a) of such Code.

‘“(B) PROHIBITION.—The Administrator may
not award a grant under any grant program
described in this subtitle to a nonprofit orga-
nization that holds money in offshore ac-
counts for the purpose of avoiding paying the
tax described in section 511(a) of the Internal
Revenue Code of 1986.

‘(C) DISCLOSURE.—Each nonprofit organi-
zation that is awarded a grant under this
subtitle and uses the procedures prescribed
in regulations to create a rebuttable pre-
sumption of reasonableness for the com-
pensation of its officers, directors, trustees
and key employees, shall disclose to the Ad-
ministrator, in the application for the grant,
the process for determining such compensa-
tion, including the independent persons in-
volved in reviewing and approving such com-
pensation, the comparability data used, and
contemporaneous substantiation of the de-
liberation and decision. Upon request, the
Administrator shall make the information
disclosed under this subparagraph available
for public inspection.

‘‘(3) CONFERENCE EXPENDITURES.—
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“‘(A) LIMITATION.—No amounts authorized
to be appropriated to the Department of Jus-
tice under this subtitle may be used by the
Administrator, or by any individual or orga-
nization awarded discretionary funds
through a cooperative agreement under this
Act, to host or support any expenditure for
conferences that uses more than $20,000 in
Department funds, unless the Deputy Attor-
ney General or such Assistant Attorney Gen-
erals, Directors, or principal deputies as the
Deputy Attorney General may designate, in-
cluding the Administrator, provides prior
written authorization through an award
process or subsequent application that the
funds may be expended to host a conference.

‘“(B) WRITTEN APPROVAL.—Written ap-
proval under subparagraph (A) shall include
a written estimate of all costs associated
with the conference, including the cost of all
food and beverages, audiovisual equipment,
honoraria for speakers, and any entertain-
ment.

‘“(C) REPORT.—The Deputy Attorney Gen-
eral shall submit an annual report to the
Committee on the Judiciary of the Senate
and the Committee on the Judiciary of the
House of Representatives on all approved
conference expenditures referenced in this
paragraph.”.

SEC. 3. CRIME VICTIMS FUND.

Section 1402(d)(3) of the Victims of Crime
Act of 1984 (42 U.S.C. 10601(d)(3)) is amend-
ed—

(1) by inserting
sums’’; and

(2) by striking ‘‘available for the United
States Attorneys Offices” and all that fol-
lows and inserting the following: ‘‘available
only for—

‘(i) the United States Attorneys Offices
and the Federal Bureau of Investigation to
provide and improve services for the benefit
of crime victims in the Federal criminal jus-
tice system (as described in 3771 of title 18,
United States Code, and section 503 of the
Victims’ Rights and Restitution Act of 1990
(42 U.S.C. 10607)) through victim coordina-
tors, victims’ specialists, and advocates, in-
cluding for the administrative support of vic-
tim coordinators and advocates providing
such services; and

‘‘(ii) a Victim Notification System.

‘(B) Amounts made available under sub-
paragraph (A) may not be used for any pur-
pose that is not specified in clause (i) or (ii)
of subparagraph (A).”.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from Ar-
izona (Mr. FRANKS) and the gentleman
from Virginia (Mr. ScoTT) each will
control 20 minutes.

The Chair recognizes the gentleman
from Arizona.

GENERAL LEAVE

Mr. FRANKS of Arizona. Mr. Speak-
er, I ask unanimous consent that all
Members may have 5 legislative days
within which to revise and extend their
remarks and to include extraneous ma-
terials on S. 1799, currently under con-
sideration.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Arizona?

There was no objection.

Mr. FRANKS of Arizona. Mr. Speak-
er, I yield myself such time as I may
consume.

I rise today to speak in favor of S.
1799, the Victims of Child Abuse Act
Reauthorization Act of 2013.

This bill, introduced by Senators
CooNS and BLUNT, reauthorizes the

“(A)” before “Of the
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funding streams for child advocacy
centers, which are often the first line
of service providers for the young vic-
tims of child abuse, sexual assault, and
other crimes.

There are over 750 child advocacy
centers located in all 50 States and in
the District of Columbia and four re-
gional centers that provide training
and technical assistance to the local
centers. The child advocacy centers are
designed to limit additional trauma to
victimized children by bringing all of
the necessary law enforcement agen-
cies and service providers to a single
safe place. Depending on the case, they
can include forensic interview teams,
child protection and social services,
medical care, and mental health serv-
ices. In addition to limiting the trauma
for the children, this is an efficient and

effective approach to investigating
child abuse cases.
In 2013 alone, Mr. Speaker, over

294,000 children were served at child ad-
vocacy centers, and over 200,000 of
those children were victims of sexual
abuse. More than one-third of the vic-
tims seen by the centers are under the
age of 6 years old, and two-thirds are
under the age of 13. Despite being un-
authorized since 2005, the child advo-
cacy center programs have received ap-
propriations every year. S. 1799 reau-
thorizes the funding at its current au-
thorization level and provides addi-
tional accountability measures to en-
sure that Federal funds are spent ap-
propriately. A House companion to this
legislation, H.R. 3706, was introduced
by Representative TED POE and was in-
cluded in the Justice for Victims of
Trafficking Act, which passed the Judi-
ciary Committee and the House floor
unanimously earlier this year.

In addition to reauthorizing the child
advocacy centers, S. 1799 clarifies that
funds available to the FBI for victims’
services under the Justice Depart-
ment’s Crime Victims Fund may only
be used to directly benefit victims and
not for administrative purposes. This
provision was contained in a House
bill, the Justice for Crime Victims Act
of 2014, which I introduced in March of
this year.

Mr. Speaker, the purpose of section 3
of this bipartisan legislation is simple:
to reassert Congress’ control over the
use of the Crime Victims Fund, which
is so critical for crime victims. Victim
specialists, also referred to as victim
advocates, along with their super-
visors, victim witness coordinators,
should be improving services for the
benefit of crime victims and not be di-
verted to other purposes.

To quote Joan Ganz Cooney: ‘‘Cher-
ishing children is the mark of a civ-
ilized society.”

S. 1799 will reauthorize an important
tool in our ongoing fight against child
abuse.

I commend all of my colleagues who
dedicated their efforts to this legisla-
tion. I urge its passage and quick sig-
nature into law.

I reserve the balance of my time.
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Mr. SCOTT of Virginia. Mr. Speaker,
I yield myself such time as I may con-
sume.

I rise in support of the passage of S.
1799, the Victims of Child Abuse Act
Reauthorization Act of 2013.

This bill passed the Senate last
month and provides important services
and funding to protect and heal the
most vulnerable of all crime victims:
our children.

During their participation in the
Federal criminal justice system, it will
provide and improve the resources
available to assist children who are
victims of crime. Child victims will be
supported through this often lengthy
and difficult process by designated vic-
tims’ coordinators, specialists, and ad-
vocates. Surplus funds in the Crime
Victims Fund will be used for a Victim
Notification System, which preserves
and protects the rights of those victims
to be involved at important steps dur-
ing the criminal justice process. In ad-
dition to these services and programs,
the bill also authorizes appropriations
for the children’s advocacy program,
the development and implementation
of multidisciplinary child abuse inves-
tigation and prosecution programs, and
grants to provide training and tech-
nical assistance to attorneys and oth-
ers who are instrumental during the
criminal prosecution of child abuse
cases in State and Federal courts.

In these fiscally lean times, it is im-
portant to note that the bill authorizes
the inspector general of the Depart-
ment of Justice to audit grant recipi-
ents to prevent waste, fraud, and
abuse. This will also ensure that all of
the funds are used to protect our most
vulnerable people in the process: crime
victims.

In closing, as we have repeatedly rec-
ognized, children are the most vulner-
able in our society and warrant unique
treatment. As a country and as a peo-
ple, we have a constitutional, statu-
tory, and moral obligation to provide
them with the protection, resources,
and support they need even under the
best circumstances. Our responsibil-
ities and moral imperative to act are
at the apex when these children are
victimized and are at our mercy. I,
therefore, urge my colleagues to sup-
port the bill.

I reserve the balance of my time.

Mr. FRANKS of Arizona. Mr. Speak-
er, I continue to reserve the balance of
my time.

Mr. SCOTT of Virginia. Mr. Speaker,
I yield such time as he may consume to
the gentleman from California (Mr.
COoSTA).

Mr. COSTA. Mr. Speaker, I rise today
in support of S. 1799, the Victims of
Child Abuse Act Reauthorization Act
of 2013.

This bill, as has been noted by the
previous speakers, is the Senate com-
panion to H.R. 3706, which I sponsored,
along with Congressman TED POE of
Texas and Congressman FITZPATRICK of
Pennsylvania. Congressman TED POE
and I cochair the Victims’ Rights Cau-
cus that we organized some 9 years
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ago. He wanted to be here today to ex-
press his deep support for this legisla-
tion.

As has been noted, the children in
our society are the most dear and pre-
cious to all of us, and they are also the
most vulnerable. As a society, there-
fore, we must do all we can to ensure
the protection of these children. Trag-
ically, the physical or sexual abuse of a
child is a horrific crime that touches,
sadly, every community in America. In
response to these unconscionable acts,
Congress passed the Victims of Child
Abuse Act in 1990 to provide funding
for a network of Children’s Advocacy
Centers across the country, which do
great work—over 700 of them.

These centers are essential tools to
allow communities to care for our chil-
dren when they are harmed and to de-
liver justice for the child abusers. Chil-
dren’s Advocacy Centers are a unique
model and focus on teamwork. They
bring together law enforcement offi-
cials, prosecutors, and child service
professionals under one roof to do what
is best for the child. The Community
Action Partnership of Madera County,
in my district, is an accredited child
advocacy center in the heart of the San
Joaquin Valley. I have visited with
them. I have met with those who work
there together to help our children. I
know of the good work they do.

The Madera Community Action Part-
nership—or ‘“‘Madera CAP” as they like
to refer to themselves—depends on
funding from the Victims of Child
Abuse Act to care for victims and bring
justice to the perpetrators of these hei-
nous crimes. However, this important
law expired in 2005, and the President
has eliminated or reduced the funding
for these centers in the last three budg-
ets. Yet Congress, on a bipartisan
basis, has chosen to continue to pro-
vide funding. That is why Senator
CooNs of Delaware, Senator BLUNT of
Missouri, Congressman POE, Congress-
man FITZPATRICK, and I have intro-
duced the legislation to reauthorize the
Victims of Child Abuse Act and to,
therefore, protect these Children’s Ad-
vocacy Centers across the country. The
bill includes strong accountability lan-
guage to improve the oversight of the
program, and it ensures that the
money from the Crime Victims Fund is
spent only for victim assistance pur-
poses.

The bill before us today, once again,
is a product of a bipartisan and bi-
cameral negotiation, and I thank my
colleagues again—Senators COONS and
BLUNT and Congressmen POE and
FI1TZPATRICK—for their hard work and
for that of their staffs on this bill.

Mr. Speaker, finally, I want to urge
all of our colleagues to strongly sup-
port S. 1799. Let’s do the right thing by
our Nation’s children and swiftly send
this bill to the President’s desk.

I thank Congressman ScoTT, and I
thank Congressman FRANKS for their
time and their effort today.

Mr. SCOTT of Virginia. Mr. Speaker,
I yield back the balance of my time.
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Mr. FRANKS of Arizona. Mr. Speak-
er, I would just join with the gen-
tleman in urging its passage.

I yield back the balance of my time.

Ms. JACKSON LEE. Mr. Speaker, as a sen-
ior member of the Judiciary and Homeland
Security Committees and as founder and co-
chair of the Congressional Children’s Caucus
| rise in strong support of S. 1799, the Victims
of Child Abuse Reauthorization Act 2014.

This bill authorizes the Children’s Advocacy
Program for FY 2014-18 and modifies the
program to improve the fiscal accountability of
those receiving grants under the program—in-
cluding required audits, requirements for non-
profit organizations and limitations on con-
ference expenditures. It also permits surplus
amounts in the Crime Victims Fund to be used
only for specific purposes: a victim notification
system and the improvement of services for
crime victims in the federal criminal justice
system.

Throughout my tenure in Congress and as
founder and Co-Chair of the Congressional
Children’s Caucus, | have advocated on behalf
of victims of abuse, especially children, who
are the most vulnerable and innocent victims.
There is no greater crime that an individual
can commit than the crime of child molestation
and child abuse. The perpetrators of this crime
rob children of their innocence.

Moreover, victims of child molestation are
profoundly affected for the rest of their lives.
As parents, elected officials and concerned
citizens, we have an obligation to condemn
this violence, work for stronger enforcement of
the law and provide adequate funding for pro-
grams to assist children who may have experi-
enced such abuse.

Although child sexual abuse is reported al-
most 90,000 times a year, the numbers of un-
reported abuse is far greater because the chil-
dren are afraid to tell anyone what has hap-
pened, and the legal procedure for validating
an episode is difficult. It is estimated that 1 in
4 girls and 1 in 6 boys will have experienced
an episode of sexual abuse while younger
than 18 years.

Protection from child sexual abuse in the
United States is principally the responsibility of
state and local governments. Each of the 50
states has enacted laws defining child sexual
abuse and mistreatment, determining when
outside intervention is required, and estab-
lishing administrative and judicial structures to
deal with mistreatment when it is identified.

In my home city of Houston, child safety
continues to be a top priority. Houston has the
largest child population in Texas with more
than 1 million children which presents unique
challenges. In 2012, 52,000 children in Hous-
ton, Texas were victims of abuse and neglect.

This bill will provide the funding necessary
for Child Advocacy Centers to continue serv-
ing child victims of violent crimes to the high-
est possible standard. An increase in funding
will enable Child Advocacy centers to be bet-
ter equipped in helping law enforcement hold
perpetrators of these child abuse crimes ac-
countable.

Children’s Advocacy Centers (CACs) are
community based public-private partnerships
dedicated to a team of professionals pursuing
the truth in child abuse investigations.

A recently conducted cost-benefit analysis
found that the use of a Children’s Advocacy
Center in a child abuse case saved, on aver-
age, more than $1,000 per case compared
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with non CAC communities due to the effi-
ciencies gained through this tested evidence-
supported model.

Mr. Speaker, this bill will make a difference
and deserves the overwhelming support of this
body.

TKe primary mission of a Children’s Advo-
cacy Center is to prevent further victimization
by ensuring that investigations are com-
prehensive and meet the age appropriate
needs of the child. Communities with Chil-
dren’s Advocacy Centers demonstrate in-
creased successful prosecution of perpetra-
tors, reduction in re-abuse rates for child vic-
tims, as well as better access to medical and
mental health care for the victims.

The sheer volume of child abuse victims
being served by these Centers warrants con-
tinued funding at a level which will maintain
these programs and allow for future develop-
ment in underserved areas.

| urge all of my colleagues to join me in pro-
tecting our children and those suffering from
abuse by supporting S. 1799.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from Arizona (Mr.
FRANKS) that the House suspend the
rules and pass the bill, S. 1799.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the bill was
passed.

A motion to reconsider was laid on
the table.

———

NORTH KOREA SANCTIONS
ENFORCEMENT ACT OF 2014

Mr. ROYCE. Mr. Speaker, I move to
suspend the rules and pass the bill
(H.R. 1771) to improve the enforcement
of sanctions against the Government of
North Korea, and for other purposes, as
amended.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 1771

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.
(a) SHORT TITLE.—This Act may be cited as

the ‘“North Korea Sanctions Enforcement

Act of 2014”.

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.

Sec. 2. Findings.

Sec. 3. Definitions.

TITLE I—INVESTIGATIONS, PROHIBITED

CONDUCT, AND PENALTIES

Sec. 101. Statement of policy.

Sec. 102. Investigations.

Sec. 103. Briefing to Congress.

Sec. 104. Prohibited conduct and mandatory
and discretionary designation
and sanctions authorities.

Sec. 105. Forfeiture of property.

TITLE II—SANCTIONS AGAINST NORTH
KOREAN PROLIFERATION, HUMAN
RIGHTS ABUSES, AND ILLICIT ACTIVI-
TIES

Sec. 201. Determinations with respect to
North Korea as a jurisdiction of
primary money laundering con-
cern.

Sec. 202. Ensuring the consistent enforce-
ment of United Nations Secu-
rity Council resolutions and fi-
nancial restrictions on North
Korea.
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203.
204.
205.
206.
207.

Sec.
Sec.
Sec.
Sec.
Sec.

Proliferation prevention sanctions.

Procurement sanctions.

Enhanced inspections authorities.

Travel sanctions.

Exemptions, waivers, and removals
of designation.

Sense of Congress on enforcement
of sanctions on North Korea.

TITLE III—PROMOTION OF HUMAN
RIGHTS

Sec. 301. Information technology.

Sec. 302. Report on North Korean prison
camps.

Sec. 303. Report on persons who are respon-
sible for serious human rights
abuses or censorship in North
Korea.

TITLE IV—GENERAL AUTHORITIES

Sec. 401. Suspension of sanctions and other
measures.

Sec. 402. Termination of sanctions and other
measures.

Sec. 403. Regulations.

Sec. 404. Effective date.

SEC. 2. FINDINGS.

Congress finds the following:

(1) The Government of North Korea has re-
peatedly violated its commitments to the
complete, verifiable, irreversible dismantle-
ment of its nuclear weapons programs, and
has willfully violated multiple United Na-
tions Security Council resolutions calling
for it to cease its development, testing, and
production of weapons of mass destruction.

(2) North Korea poses a grave risk for the
proliferation of nuclear weapons and other
weapons of mass destruction.

(3) The Government of North Korea has
been implicated repeatedly in money laun-
dering and illicit activities, including pro-
hibited arms sales, narcotics trafficking, the
counterfeiting of United States currency,
and the counterfeiting of intellectual prop-
erty of United States persons.

(4) The Government of North Korea has,
both historically and recently, repeatedly
sponsored acts of international terrorism, in-
cluding attempts to assassinate defectors
and human rights activists, repeated threats
of violence against foreign persons, leaders,
newspapers, and cities, and the shipment of
weapons to terrorists.

(5) North Korea has unilaterally withdrawn
from the 1953 Armistice Agreement that
ended the Korean War, and committed provo-
cations against South Korea in 2010 by sink-
ing the warship Cheonan and Kkilling 46 of her
crew, and by shelling Yeonpyeong Island,
killing four South Koreans.

(6) North Korea maintains a system of bru-
tal political prison camps that contain as
many as 120,000 men, women, and children,
who live in atrocious living conditions with
insufficient food, clothing, and medical care,
and under constant fear of torture or arbi-
trary execution.

(7) The Congress reaffirms the purposes of
the North Korean Human Rights Act of 2004
contained in section 4 of such Act (22 U.S.C.
7802).

(8) North Korea has prioritized weapons
programs and the procurement of luxury
goods, in defiance of United Nations Security
Council resolutions, and in gross disregard of
the needs of its people.

(9) Persons, including financial institu-
tions, who engage in transactions with, or
provide financial services to, the Govern-
ment of North Korea and its financial insti-
tutions without establishing sufficient finan-
cial safeguards against North Korea’s use of
these transactions to promote proliferation,
weapons trafficking, human rights viola-
tions, illicit activity, and the purchase of
luxury goods, aid and abet North Korea’s
misuse of the international financial system,

Sec. 208.
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and also violate the intent of relevant
United Nations Security Council resolutions.

(10) The Government of North Korea’s con-
duct poses an imminent threat to the secu-
rity of the United States and its allies, to
the global economy, to the safety of mem-
bers of the United States armed forces, to
the integrity of the global financial system,
to the integrity of global nonproliferation
programs, and to the people of North Korea.

(11) The Congress seeks, through this legis-
lation, to use nonmilitary means to address
this crisis, to provide diplomatic leverage to
negotiate necessary changes in North Ko-
rea’s conduct, and to ease the suffering of
the people of North Korea.

SEC. 3. DEFINITIONS.

In this Act:

(1) APPLICABLE EXECUTIVE ORDER.—The
term ‘‘applicable Executive order’’ means—

(A) Executive Order 13382 (2005), 13466
(2008), 13551 (2010), or 13570 (2011), to the ex-
tent that such Executive order authorizes
the imposition of sanctions on persons for
conduct, or prohibits transactions or activi-
ties, involving the Government of North
Korea; or

(B) any Executive order adopted on or after
the date of the enactment of this Act, to the
extent that such Executive order authorizes
the imposition of sanctions on persons for
conduct, or prohibits transactions or activi-
ties, involving the Government of North
Korea.

(2) APPLICABLE UNITED NATIONS SECURITY
COUNCIL RESOLUTION.—The term ‘‘applicable
United Nations Security Council resolution’
means—

(A) United Nations Security Council Reso-
lution 1695 (2006), 1718 (2006), 1874 (2009), 2087
(2013), or 2094 (2013); or

(B) any United Nations Security Council
resolution adopted on or after the date of the
enactment of this Act, to the extent that
such resolution authorizes the imposition of
sanctions on persons for conduct, or pro-
hibits transactions or activities, involving
the Government of North Korea.

(3) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional
committees’” means—

(A) the Committee on Foreign Affairs, the
Committee on Ways and Means, and the
Committee on Financial Services of the
House of Representatives; and

(B) the Committee on Foreign Relations
and the Committee on Banking, Housing,
and Urban Affairs of the Senate.

(4) DESIGNATED PERSON.—The term ‘‘des-
ignated person’ means a person designated
under subsection (a) or (b) of section 104 for
purposes of applying one or more of the sanc-
tions described in title I or II of this Act
with respect to the person.

(6) GOVERNMENT OF NORTH KOREA.—The
term ‘“‘Government of North Korea’ means—

(A) the Government of the Democratic
People’s Republic of Korea or any political
subdivision, agency, or instrumentality
thereof; and

(B) any person owned or controlled by, or
acting for or on behalf of, the Government of
the Democratic People’s Republic of Korea.

(6) INTERNATIONAL TERRORISM.—The term
‘“‘international terrorism’ has the meaning
given such term in section 140(d) of the For-
eign Relations Authorization Act, Fiscal
Years 1988 and 1989 (22 U.S.C. 2656f(d)).

(7) LUXURY GOODS.—The term ‘‘luxury
goods’ has the meaning given such term in
subpart 746.4 of title 15, Code of Federal Reg-
ulations, and includes the items listed in
Supplement No. 1 to such regulation, and
any similar items.

(8) MONETARY INSTRUMENT.—The term
“monetary instrument’’ has the meaning
given such term under section 5312 of title 31,
United States Code.
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(9) NORTH KOREAN FINANCIAL INSTITUTION.—
The term ‘“‘North Korean financial institu-
tion’” means—

(A) a financial institution organized under
the laws of North Korea or any jurisdiction
within North Korea (including a foreign
branch of such institution);

(B) any financial institution located in
North Korea, except as may be excluded from
such definition by the President in accord-
ance with section 207(d);

(C) any financial institution, wherever lo-
cated, owned or controlled by the Govern-
ment of North Korea; and

(D) any financial institution, wherever lo-
cated, owned or controlled by a financial in-
stitution described in subparagraph (A), (B),
or (C).

(10) OTHER STORES OF VALUE.—The term
‘‘other stores of value’’ means—

(A) prepaid access devices, tangible or in-
tangible prepaid access devices, or other in-
struments or devices for the storage or
transmission of value, as defined in part 1010
of title 31, Code of Federal Regulations; and

(B) any covered goods, as defined in section
1027.100 of title 31, Code of Federal Regula-
tions, and any instrument or tangible or in-
tangible access device used for the storage
and transmission of a representation of cov-
ered goods, or other device, as defined in sec-
tion 1027.100 of title 31, Code of Federal Regu-
lations.

(11) PERSON.—The term ‘‘person’’ means—

(A) a natural person;

(B) a corporation, business association,
partnership, society, trust, financial institu-
tion, insurer, underwriter, guarantor, and
any other business organization, any other
nongovernmental entity, organization, or
group, and any governmental entity oper-
ating as a business enterprise; and

(C) any successor to any entity described
in subparagraph (B).

TITLE I—INVESTIGATIONS, PROHIBITED

CONDUCT, AND PENALTIES
SEC. 101. STATEMENT OF POLICY.

In order to achieve the peaceful disar-
mament of North Korea, Congress finds that
it is necessary—

(1) to encourage all states to fully and
promptly implement United Nations Secu-
rity Council Resolution 2094 (2013);

(2) to sanction the persons, including fi-
nancial institutions, that facilitate pro-
liferation, illicit activities, arms trafficking,
imports of luxury goods, serious human
rights abuses, cash smuggling, and censor-
ship by the Government of North Korea;

(3) to authorize the President to sanction
persons who fail to exercise due diligence to
ensure that such financial institutions and
jurisdictions do not facilitate proliferation,
arms trafficking, Kkleptocracy, and imports
of luxury goods by the Government of North
Korea;

(4) to deny the Government of North Korea
access to the funds it uses to obtain nuclear
weapons, ballistic missiles, and luxury goods
instead of providing for the needs of its peo-
ple; and

(5) to enforce sanctions in a manner that
avoids any adverse humanitarian impact on
the people of North Korea.

SEC. 102. INVESTIGATIONS.

The President shall initiate an investiga-
tion into the possible designation of a person
under section 104(a) upon receipt by the
President of credible information indicating
that such person has engaged in conduct de-
scribed in section 104(a).

SEC. 103. BRIEFING TO CONGRESS.

Not later than 180 days after the date of
the enactment of this Act, and periodically
thereafter, the President shall provide to the
appropriate congressional committees a
briefing on efforts to implement this Act, to
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include the following, to the extent the in-
formation is available:

(1) The principal foreign assets and sources
of foreign income of the Government of
North Korea.

(2) A list of the persons designated under
subsections (a) and (b) of section 104.

(3) A list of the persons with respect to
which sanctions were waived or removed
under section 207.

(4) A summary of any diplomatic efforts
made in accordance with section 202(b) and
of the progress realized from such efforts, in-
cluding efforts to encourage the European
Union and other states and jurisdictions to
sanction and block the assets of the Foreign
Trade Bank of North Korea and Daedong
Credit Bank.

SEC. 104. PROHIBITED CONDUCT AND MANDA-
TORY AND DISCRETIONARY DES-
IGNATION AND SANCTIONS AU-
THORITIES.

(a) PROHIBITED CONDUCT AND MANDATORY
DESIGNATION AND SANCTIONS AUTHORITY.—

(1) CONDUCT DESCRIBED.—Except as pro-
vided in section 207, the President shall des-
ignate under this subsection any person the
President determines to—

(A) have knowingly engaged in significant
activities or transactions with the Govern-
ment of North Korea that have materially
contributed to the proliferation of weapons
of mass destruction or their means of deliv-
ery (including missiles capable of delivering
such weapons), including any efforts to man-
ufacture, acquire, possess, develop, trans-
port, transfer, or use such items;

(B) have knowingly imported, exported, or
reexported to, into, or from North Korea any
arms or related materiel, whether directly or
indirectly;

(C) have knowingly provided significant
training, advice, or other services or assist-
ance, or engaged in transactions, related to
the manufacture, maintenance, or use of any
arms or related materiel to be imported, ex-
ported, or reexported to, into, or from North
Korea, or following their importation, expor-
tation, or reexportation to, into, or from
North Korea, whether directly or indirectly;

(D) have knowingly, directly or indirectly,
imported, exported, or reexported significant
luxury goods to or into North Korea;

(E) have knowingly engaged in or been re-
sponsible for censorship by the Government
of North Korea, including prohibiting, lim-
iting, or penalizing the exercise of freedom
of expression or assembly, limiting access to
print or broadcast media, or the facilitation
or support of intentional frequency manipu-
lation that would jam or restrict an inter-
national signal;

(F) have knowingly engaged in or been re-
sponsible for serious human rights abuses by
the Government of North Korea, including
torture or cruel, inhuman, or degrading
treatment or punishment, prolonged deten-
tion without charges and trial, causing the
disappearance of persons by the abduction
and clandestine detention of those persons,
and other denial of the right to life, liberty,
or the security of a person;

(G) have knowingly, directly or indirectly,
engaged in significant acts of money laun-
dering, the counterfeiting of goods or cur-
rency, bulk cash smuggling, narcotics traf-
ficking, or other illicit activity that involves
or supports the Government of North Korea
or any senior official thereof, whether di-
rectly or indirectly; or

(H) have knowingly attempted to engage in
any of the conduct described in subpara-
graphs (A) through (G) of this paragraph.

(2) EFFECT OF DESIGNATION.—With respect
to any person designated under this sub-
section, the President—

(A) shall exercise the authorities of the
International Emergency Economic Powers

CONGRESSIONAL RECORD —HOUSE

Act (50 U.S.C. 1705 et seq.) without regard to
section 202 of such Act to block all property
and interests in property of any person des-
ignated under this subsection that are in the
United States, that hereafter come within
the United States, or that are or hereafter
come within the possession or control of any
United States person, including any overseas
branch; and

(B) may apply any of the sanctions de-
scribed in section 204, 205(c), and 206.

(3) PENALTIES.—The penalties provided for
in section 206 of the International Emer-
gency Economic Powers Act (60 U.S.C. 1705)
shall apply to a person who violates, at-
tempts to violate, conspires to violate, or
causes a violation of any prohibition of this
subsection, or of an order or regulation pre-
scribed under this Act, to the same extent
that such penalties apply to a person that
commits an unlawful act described in section
206(a) of that Act (50 U.S.C. 1705(a)).

(b) DISCRETIONARY DESIGNATION AND SANC-
TIONS AUTHORITY.—

(1) CONDUCT DESCRIBED.—Except as pro-
vided in section 207, the President may des-
ignate under this subsection any person the
President determines to—

(A) have knowingly engaged in, contrib-
uted to, assisted, sponsored, or provided fi-
nancial, material or technological support
for, or goods and services in support of, any
violation of, or evasion of, an applicable
United Nations Security Council resolution;

(B) have knowingly facilitated the transfer
of any funds, financial assets, or economic
resources of, or property or interests in prop-
erty of a person designated under an applica-
ble Executive order, or by the United Na-
tions Security Council pursuant to an appli-
cable United Nations Security Council reso-
lution;

(C) have knowingly facilitated the transfer
of any funds, financial assets, or economic
resources, or any property or interests in
property derived from, involved in, or that
has materially contributed to conduct pro-
hibited by subsection (a) or an applicable
United Nations Security Council resolution;

(D) have knowingly facilitated any trans-
action that contributes materially to a vio-
lation of an applicable United Nations Secu-
rity Council resolution;

(E) have knowingly facilitated any trans-
actions in cash or monetary instruments or
other stores of value, including through cash
couriers transiting to or from North Korea,
used to facilitate any conduct prohibited by
an applicable United Nations Security Coun-
cil resolution;

(F) have knowingly contributed to the
bribery of an official of the Government of
North Korea, the misappropriation, theft, or
embezzlement of public funds by, or for the
benefit of, an official of the Government of
North Korea, or the use of any proceeds of
any such conduct; or

(G) have knowingly and materially as-
sisted, sponsored, or provided financial, ma-
terial, or technological support for, or goods
or services to or in support of, the conduct
described in subparagraphs (A) through (F)
of this paragraph or the conduct described in
subparagraphs (A) through (G) of subsection
(a)(@).

(2) EFFECT OF DESIGNATION.—With respect
to any person designated under this sub-
section, the President—

(A) may apply the sanctions described in
section 204;

(B) may apply any of the special measures
described in section 5318A of title 31, United
States Code;

(C) may prohibit any transactions in for-
eign exchange that are subject to the juris-
diction of the United States and in which
such person has any interest;
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(D) may prohibit any transfers of credit or
payments between financial institutions or
by, through, or to any financial institution,
to the extent that such transfers or pay-
ments are subject to the jurisdiction of the
United States and involve any interest of the
person; and

(E) may exercise the authorities of the
International Emergency Economic Powers
Act (60 U.S.C. 1705 et seq.) without regard to
section 202 of such Act to block any property
and interests in property of the person that
are in the United States, that hereafter come
within the United States, or that are or here-
after come within the possession or control
of any United States person, including any
overseas branch.

(¢) BLOCKING OF ALL PROPERTY AND INTER-
ESTS IN PROPERTY OF THE GOVERNMENT OF
NORTH KOREA.—The President shall exercise
the authorities of the International Emer-
gency Economic Powers Act (50 U.S.C. 1705
et seq.) without regard to section 202 of such
Act to block all property and interests in
property of the Government of North Korea
that are in the United States, that hereafter
come within the United States, or that are
or hereafter come within the possession or
control of any United States person, includ-
ing any overseas branch.

(d) APPLICATION.—The designation of a per-
son and the blocking of property and inter-
ests in property under subsection (a), (b), or
(c) shall also apply with respect to a person
who is determined to be owned or controlled
by, or to have acted or purported to act for
or on behalf of, directly or indirectly, any
person whose property and interests in prop-
erty are blocked pursuant to this section.

(e) TRANSACTION LICENSING.—The President
shall deny or revoke any license for any
transaction that, in the determination of the
President, lacks sufficient financial controls
to ensure that such transaction will not fa-
cilitate any of the conduct described in sub-
section (a) or subsection (b).

SEC. 105. FORFEITURE OF PROPERTY.

(a) AMENDMENT TO PROPERTY SUBJECT TO
FORFEITURE.—Section 981(a)(1) of title 18,
United States Code, is amended by adding at
the end the following new subparagraph:

‘(I) Any property, real or personal, that is
involved in a violation or attempted viola-
tion, or which constitutes or is derived from
proceeds traceable to a violation, of section
104(a) of the North Korea Sanctions Enforce-
ment Act of 2014.”.

(b) AMENDMENT TO DEFINITION OF CIVIL
FORFEITURE STATUTE.—Section 983(1)(2)(D) of
title 18, United States Code, is amended—

(1) by striking ‘‘or the International Emer-
gency Economic Powers Act” and inserting
‘. the International Emergency Economic
Powers Act”’; and

(2) by adding at the end before the semi-
colon the following: ‘‘, or the North Korea
Sanctions Enforcement Act of 2014,

(c) AMENDMENT TO DEFINITION OF SPECIFIED
UNLAWFUL ACTIVITY.—Section 1956(c)(7)(D) of
title 18, United States Code, is amended—

(1) by striking ‘‘or section 92 of the Atomic
Energy Act of 1954’ and inserting ‘‘section 92
of the Atomic Energy Act of 1954°’; and

(2) by adding at the end the following: *‘, or
section 104(a) of the North Korea Sanctions
Enforcement Act of 2014”°.

TITLE II—SANCTIONS AGAINST NORTH
KOREAN PROLIFERATION, HUMAN
RIGHTS ABUSES, AND ILLICIT ACTIVI-
TIES

SEC. 201. DETERMINATIONS WITH RESPECT TO

NORTH KOREA AS A JURISDICTION
OF PRIMARY MONEY LAUNDERING
CONCERN.

(a) FINDINGS.—Congress makes the fol-
lowing findings:

(1) The Undersecretary of the Treasury for
Terrorism and Financial Intelligence, who is
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responsible for safeguarding the financial
system against illicit use, money laundering,
terrorist financing, and the proliferation of
weapons of mass destruction, has repeatedly
expressed concern about North Korea’s mis-
use of the international financial system as
follows:

(A) In 2006, the Undersecretary stated that,
given North Korea’s ‘‘counterfeiting of U.S.
currency, narcotics trafficking and use of ac-
counts worldwide to conduct proliferation-
related transactions, the line between illicit
and licit North Korean money is nearly in-
visible”” and urged financial institutions
worldwide to ‘‘think carefully about the
risks of doing any North Korea-related busi-
ness.”.

(B) In 2011, the Undersecretary stated that
“North Korea remains intent on engaging in
proliferation, selling arms as well as bring-
ing in material,” and was ‘‘aggressively pur-
suing the effort to establish front compa-
nies.”.

(C) In 2013, the Undersecretary stated, in
reference to North Korea’s distribution of
high-quality counterfeit United States cur-
rency, that ‘“‘North Korea is continuing to
try to pass a supernote into the inter-
national financial system,”” and that the De-
partment of the Treasury would soon intro-
duce new currency with improved security
features to protect against counterfeiting by
the Government of North Korea.

(2) The Financial Action Task Force, an
intergovernmental body whose purpose is to
develop and promote national and inter-
national policies to combat money laun-
dering and terrorist financing, has repeat-
edly—

(A) expressed concern at deficiencies in
North Korea’s regimes to combat money
laundering and terrorist financing;

(B) urged North Korea to adopt a plan of
action to address significant deficiencies in
these regimes and the serious threat they
pose to the integrity of the international fi-
nancial system;

(C) urged all jurisdictions to apply coun-
termeasures to protect the international fi-
nancial system from ongoing and substantial
money laundering and terrorist financing
risks emanating from North Korea;

(D) urged all jurisdictions to advise their
financial institutions to give special atten-
tion to business relationships and trans-
actions with North Korea, including North
Korean companies and financial institutions;
and

(E) called on all jurisdictions to protect
against correspondent relationships being
used to bypass or evade countermeasures and
risk mitigation practices, and take into ac-
count money laundering and terrorist fi-
nancing risks when considering requests by
North Korean financial institutions to open
branches and subsidiaries in their jurisdic-
tion.

(3) On March 7, 2013, the United Nations Se-
curity Council unanimously adopted Resolu-
tion 2094, which—

(A) welcomed the Financial Action Task
Force’s recommendation on financial sanc-
tions related to proliferation, and its guid-
ance on the implementation of sanctions;

(B) decided that Member States should
apply enhanced monitoring and other legal
measures to prevent the provision of finan-
cial services or the transfer of property that
could contribute to activities prohibited by
applicable United Nations Security Council
resolutions; and

(C) called on Member States to prohibit
North Korean banks from establishing or
maintaining correspondent relationships
with banks in their jurisdictions, to prevent
the provision of financial services, if they
have information that provides reasonable
grounds to believe that these activities could
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contribute to activities prohibited by an ap-
plicable United Nations Security Council
resolution, or to the evasion of such prohibi-
tions.

(b) SENSE OF CONGRESS REGARDING THE
DESIGNATION OF NORTH KOREA AS A JURISDIC-
TION OF PRIMARY MONEY LAUNDERING CON-
CERN.—Congress—

(1) acknowledges the efforts of the United
Nations Security Council to impose limita-
tions on, and require enhanced monitoring
of, transactions involving North Korean fi-
nancial institutions that could contribute to
sanctioned activities;

(2) urges the President, in the strongest
terms, to consider immediately designating
North Korea as a jurisdiction of primary
money laundering concern, and to adopt
stringent special measures to safeguard the
financial system against the risks posed by
North Korea’s willful evasion of sanctions
and its illicit activities; and

(3) urges the President to seek the prompt
implementation by other states of enhanced
monitoring and due diligence to prevent
North Korea’s misuse of the international fi-
nancial system, including by sharing infor-
mation about activities, transactions, and
property that could contribute to activities
sanctioned by applicable United Nations Se-
curity Council resolutions, or to the evasion
of sanctions.

(c) DETERMINATIONS REGARDING NORTH
KOREA.—

(1) IN GENERAL.—The Secretary of the
Treasury shall, not later than 180 days after
the date of the enactment of this Act, deter-
mine, in consultation with the Secretary of
State and Attorney General, and in accord-
ance with section 5318A of title 31, United
States Code, whether reasonable grounds
exist for concluding that North Korea is a ju-
risdiction of primary money laundering con-
cern.

(2) ENHANCED DUE DILIGENCE AND REPORTING
REQUIREMENTS.—Except as provided in sec-
tion 207, if the Secretary of the Treasury de-
termines under this subsection that reason-
able grounds exist for finding that North
Korea is a jurisdiction of primary money
laundering concern, the Secretary of the
Treasury, in consultation with the Federal
functional regulators, shall impose one or
more of the special measures described in
paragraphs (1) through (5) of section 5318A(b)
of title 31, United States Code, with respect
to the jurisdiction of North Korea.

(3) REPORT REQUIRED.—

(A) IN GENERAL.—If the Secretary of the
Treasury determines that North Korea is a
jurisdiction of primary money laundering
concern, the Secretary of the Treasury shall,
not later than 90 days after the date on
which the Secretary makes such determina-
tion, submit to the appropriate congres-
sional committees a report on the deter-
mination made under paragraph (1) together
with the reasons for that determination.

(B) FORM.—A report or copy of any report
submitted under this paragraph shall be sub-
mitted in unclassified form but may contain
a classified annex.

SEC. 202. ENSURING THE CONSISTENT ENFORCE-
MENT OF UNITED NATIONS SECU-
RITY COUNCIL RESOLUTIONS AND
FINANCIAL RESTRICTIONS ON
NORTH KOREA.

(a) FINDINGS.—Congress finds that—

(1) all states and jurisdictions are obli-
gated to implement and enforce applicable
United Nations Security Council resolutions
fully and promptly, including by—

(A) blocking the property of, and ensuring
that any property is prevented from being
made available to, persons designated by the
Security Council under applicable United
Nations Security Council resolutions;
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(B) blocking any property associated with
an activity prohibited by applicable United
Nations Security Council resolutions; and

(C) preventing any transfer of property and
any provision of financial services that could
contribute to an activity prohibited by appli-
cable United Nations Security Council reso-
lutions, or to the evasion of sanctions under
such resolutions;

(2) all states and jurisdictions share a com-
mon interest in protecting the international
financial system from the risks of money
laundering and illicit transactions ema-
nating from North Korea;

(3) the United States Dollar and the Euro
are the world’s principal reserve currencies,
and the United States and the European
Union are primarily responsible for the pro-
tection of the international financial system
from these risks;

(4) the cooperation of the People’s Repub-
lic of China, as North Korea’s principal trad-
ing partner, is essential to the enforcement
of applicable United Nations Security Coun-
cil resolutions and to the protection of the
international financial system;

(5) the report of the Panel of Experts estab-
lished pursuant to United Nations Security
Council Resolution 1874, dated June 11, 2013,
expressed concern about the ability of banks
in states with less effective regulators and
those unable to afford effective compliance
to detect and prevent illicit transfers involv-
ing North Korea;

(6) North Korea has historically exploited
inconsistencies between jurisdictions in the
interpretation and enforcement of financial
regulations and applicable United Nations
Security Council resolutions to circumvent
sanctions and launder the proceeds of illicit
activities;

(7) Amroggang Development Bank, Bank of
East Land, and Tanchon Commercial Bank
have been designated by the Secretary of the
Treasury, the United Nations Security Coun-
cil, and the European Union;

(8) Korea Daesong Bank and Korea
Kwangson Banking Corporation have been
designated by the Secretary of the Treasury
and the European Union;

(9) the Foreign Trade Bank of North Korea
has been designated by the Secretary of the
Treasury for facilitating transactions on be-
half of persons linked to its proliferation
network, and for serving as ‘‘a key financial
node’’; and

(10) Daedong Credit Bank has been des-
ignated by the Secretary of the Treasury for
activities prohibited by applicable United
Nations Security Council resolutions, in-
cluding the use of deceptive financial prac-
tices to facilitate transactions on behalf of
persons linked to North Korea’s proliferation
network.

(b) SENSE OF CONGRESS.—It is the sense of
Congress that the President should intensify
diplomatic efforts, both in appropriate inter-
national fora such as the United Nations and
bilaterally, to develop and implement a co-
ordinated, consistent, multilateral strategy
for protecting the global financial system
against risks emanating from North Korea,
including—

(1) the cessation of any financial services
whose continuation is inconsistent with ap-
plicable United Nations Security Council
resolutions;

(2) the cessation of any financial services
to persons, including financial institutions,
that present unacceptable risks of facili-
tating money laundering and illicit activity
by the Government of North Korea;

(3) the blocking by all states and jurisdic-
tions, in accordance with the legal process of
the state or jurisdiction in which the prop-
erty is held, of any property required to be
blocked under applicable United Nations Se-
curity Council resolutions; and
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(4) the blocking of any property derived
from illicit activity, or from the misappro-
priation, theft, or embezzlement of public
funds by, or for the benefit of, officials of the
Government of North Korea.

SEC. 203. PROLIFERATION PREVENTION SANC-
TIONS.

(a) EXPORT OF CERTAIN GOODS OR TECH-
NOLOGY.—

(1) IN GENERAL.—Subject to section
207(a)(2)(C) of this Act, a license shall be re-
quired for the export to North Korea of any
goods or technology subject to the Export
Administration Regulations (part 730 of title
15, Code of Federal Regulations) without re-
gard to whether the Secretary of State has
designated North Korea as a country the
government of which has provided support
for acts of international terrorism, as deter-
mined by the Secretary of State under sec-
tion 6(j) of the Export Administration Act of
1979 (50 U.S.C. App. 2045), as continued in ef-
fect under the International Emergency Eco-
nomic Powers Act.

(2) PRESUMPTION OF DENIAL.—A license for
the export to North Korea of any goods or
technology as described in paragraph (1)
shall be subject to a presumption of denial.

(b) TRANSACTIONS WITH COUNTRIES SUP-
PORTING ACTS OF INTERNATIONAL TER-
RORISM.—The prohibitions and restrictions
described in section 40 of the Arms Export
Control Act (22 U.S.C. 2780), and other provi-
sions in that Act, shall also apply to export-
ing or otherwise providing (by sale, lease or
loan, grant, or other means), directly or indi-
rectly, any munitions item to the Govern-
ment of North Korea without regard to
whether or not North Korea is a country
with respect to which subsection (d) of such
section (relating to designation of state
sponsors of terrorism) applies.

(c) TRANSACTIONS IN LETHAL MILITARY
EQUIPMENT.—

(1) IN GENERAL.—The President shall with-
hold assistance under the Foreign Assistance
Act of 1961 (22 U.S.C. 2151 et seq.) to any
country that provides lethal military equip-
ment to, or receives lethal military equip-
ment from, the Government of North Korea.

(2) APPLICABILITY.—The prohibition under
this subsection with respect to a country
shall terminate on the date that is 1 year
after the date on which such country ceases
to provide lethal military equipment to the
Government of North Korea.

(3) WAIVER.—The President may waive the
prohibition under this subsection with re-
spect to a country if the President deter-
mines that it is in the national interest of
the United States to do so.

SEC. 204. PROCUREMENT SANCTIONS.

(a) IN GENERAL.—Except as provided in this
section, the United States Government may
not procure, or enter into any contract for
the procurement of, any goods or services
from any designated person.

(b) FAR.—The Federal Acquisition Regula-
tion issued pursuant to section 1303 of title
41, United States Code, shall be revised to re-
quire a certification from each person that is
a prospective contractor that such person
does not engage in any of the conduct de-
scribed in section 104(a). Such revision shall
apply with respect to contracts in an amount
greater than the simplified acquisition
threshold (as defined in section 134 of title
41, United States Code) for which solicita-
tions are issued on or after the date that is
90 days after the date of the enactment of
this Act.

(c) TERMINATION OF CONTRACTS AND INITI-
ATION OF SUSPENSION AND DEBARMENT PRO-
CEEDING.—

(1) TERMINATION OF CONTRACTS.—Except as
provided in paragraph (2), the head of an ex-
ecutive agency shall terminate a contract
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with a person who has provided a false cer-
tification under subsection (b).

(2) WAIVER.—The head of an executive
agency may waive the requirement under
paragraph (1) with respect to a person based
upon a written finding of urgent and compel-
ling circumstances significantly affecting
the interests of the United States. If the
head of an executive agency waives the re-
quirement under paragraph (1) for a person,
the head of the agency shall submit to the
appropriate congressional committees, with-
in 30 days after the waiver is made, a report
containing the rationale for the waiver and
relevant information supporting the waiver
decision.

(3) INITIATION OF SUSPENSION AND DEBAR-
MENT PROCEEDING.—The head of an executive
agency shall initiate a suspension and debar-
ment proceeding against a person who has
provided a false certification under sub-
section (b). Upon determination of suspen-
sion, debarment, or proposed debarment, the
agency shall ensure that such person is en-
tered into the Government-wide database
containing the list of all excluded parties in-
eligible for Federal programs pursuant to
Executive Order 12549 (31 U.S.C. 6101 note; re-
lating to debarment and suspension) and Ex-
ecutive Order 12689 (31 U.S.C. 6101 note; relat-
ing to debarment and suspension).

(d) CLARIFICATION REGARDING CERTAIN
ProDUCTS.—The remedies specified in sub-
sections (a) through (c) shall not apply with
respect to the procurement of eligible prod-
ucts, as defined in section 308(4) of the Trade
Agreements Act of 1979 (19 U.S.C. 2518(4)), of
any foreign country or instrumentality des-
ignated under section 301(b) of such Act (19
U.S.C. 2511(b)).

(¢e) RULE OF CONSTRUCTION.—Nothing in
this subsection may be construed to limit
the use of other remedies available to the
head of an executive agency or any other of-
ficial of the Federal Government on the basis
of a determination of a false certification
under subsection (b).

(f) EXECUTIVE AGENCY DEFINED.—In this
section, the term ‘‘executive agency’ has the
meaning given such term in section 133 of
title 41, United States Code.

SEC. 205. ENHANCED INSPECTIONS AUTHORI-
TIES.

(a) REPORT REQUIRED.—Not later than 180
days after the date of the enactment of this
Act, and every 180 days thereafter, the Presi-
dent, acting through the Secretary of Home-
land Security, shall submit to the appro-
priate congressional committees, the Com-
mittee on Homeland Security of the House of
Representatives, and the Committee on
Homeland Security and Governmental Af-
fairs of the Senate, a report identifying for-
eign sea ports and airports whose inspections
of ships, aircraft, and conveyances origi-
nating in North Korea, carrying North Ko-
rean property, or operated by the Govern-
ment of North Korea are deficient to effec-
tively prevent the facilitation of any of the
activities described in section 104(a).

(b) ENHANCED SECURITY TARGETING RE-
QUIREMENTS.—Not later than 180 days after
the identification of any sea port or airport
pursuant to subsection (a), the Secretary of
Homeland Security shall, utilizing the Auto-
mated Targeting System operated by the Na-
tional Targeting Center in U.S. Customs and
Border Protection, require enhanced screen-
ing procedures to determine if physical in-
spections are warranted of any cargo bound
for or landed in the United States that has
been transported through such sea port or
airport if there are reasonable grounds to be-
lieve that such cargo contains goods prohib-
ited under this Act.

(c) SEIZURE AND FORFEITURE.—A vessel,
aircraft, or conveyance used to facilitate any
of the activities described in section 104(a)
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that comes within the jurisdiction of the
United States may be seized and forfeited
under chapter 46 of title 18, United States
Code, or under the Tariff Act of 1930.

SEC. 206. TRAVEL SANCTIONS.

(a) ALIENS INELIGIBLE FOR VISAS, ADMIS-
SION, OR PAROLE.—

(1) VISAS, ADMISSION, OR PAROLE.—An alien
(or an alien who is a corporate officer of a
person (as defined in subparagraph (B) or (C)
of section 3(11)) who the Secretary of State
or the Secretary of Homeland Security (or a
designee of one of such Secretaries) knows,
or has reasonable grounds to believe, is de-
scribed in subsection (a)(1) or (b)(1) of sec-
tion 104 is—

(A) inadmissible to the United States;

(B) ineligible to receive a visa or other doc-
umentation to enter the United States; and

(C) otherwise ineligible to be admitted or
paroled into the United States or to receive
any other benefit under the Immigration and
Nationality Act (8 U.S.C. 1101 et seq.).

(2) CURRENT VISAS REVOKED.—

(A) IN GENERAL.—The issuing consular offi-
cer, the Secretary of State, or the Secretary
of Homeland Security (or a designee of one of
such Secretaries) shall revoke any visa or
other entry documentation issued to an alien
who is described in subsection (a)(1) or (b)(1)
of section 104 regardless of when issued.

(B) EFFECT OF REVOCATION.—A revocation
under subparagraph (A)—

(i) shall take effect immediately; and

(ii) shall automatically cancel any other
valid visa or entry documentation that is in
the alien’s possession.

(b) EXCEPTION TO COMPLY WITH UNITED NA-
TIONS HEADQUARTERS AGREEMENT.—Sanc-
tions under subsection (a)(1)(B) shall not
apply to an alien if admitting the alien into
the United States is necessary to permit the
United States to comply with the Agreement
regarding the Headquarters of the United
Nations, signed at Lake Success June 26,
1947, and entered into force November 21,
1947, between the United Nations and the
United States, or other applicable inter-
national obligations.

SEC. 207. EXEMPTIONS, WAIVERS, AND REMOV-
ALS OF DESIGNATION.

(a) EXEMPTIONS.—

(1) MANDATORY EXEMPTIONS.—The fol-
lowing activities shall be exempt from sanc-
tions under section 104:

(A) Activities subject to the reporting re-
quirements of title V of the National Secu-
rity Act of 1947 (50 U.S.C. 413 et seq.), or to
any authorized intelligence activities of the
United States.

(B) Any transaction necessary to comply
with United States obligations under the
Agreement between the United Nations and
the United States of America regarding the
Headquarters of the United Nations, signed
June 26, 1947, and entered into force on No-
vember 21, 1947, or under the Vienna Conven-
tion on Consular Relations, signed April 24,
1963, and entered into force on March 19, 1967,
or under other international agreements.

(2) DISCRETIONARY EXEMPTIONS.—The fol-
lowing activities may be exempt from sanc-
tions under section 104 as determined by the
President:

(A) Any financial transaction the exclusive
purpose for which is to provide humanitarian
assistance to the people of North Korea.

(B) Any financial transaction the exclusive
purpose for which is to import food products
into North Korea, if such food items are not
defined as luxury goods.

(C) Any transaction the exclusive purpose
for which is to import agricultural products,
medicine, or medical devices into North
Korea, provided that such supplies or equip-
ment are classified as designated “EAR 99
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under the Export Administration Regula-
tions (part 730 of title 15, Code of Federal
Regulations) and not controlled under—

(i) the Export Administration Act of 1979
(60 U.S.C. App. 2401 et seq.), as continued in
effect under the International Emergency
Economic Powers Act (50 U.S.C. 1701 et seq.);

(ii) the Arms Export Control Act (22 U.S.C.
2751 et seq.);

(iii) part B of title VIII of the Nuclear Pro-
liferation Prevention Act of 1994 (22 U.S.C.
6301 et seq.); or

(iv) the Chemical and Biological Weapons
Control and Warfare Elimination Act of 1991
(22 U.S.C. 5601 et seq.).

(b) WAIVER.—The President may waive, on
a case-by-case basis, the imposition of sanc-
tions for a period of not more than one year,
and may renew that waiver for additional pe-
riods of not more than one year, any sanc-
tion or other measure under section 104, 204,
205, 206, or 303 if the President submits to the
appropriate congressional committees a
written determination that the waiver meets
one or more of the following requirements:

(1) The waiver is important to the eco-
nomic or national security interests of the
United States.

(2) The waiver will further the enforcement
of this Act or is for an important law en-
forcement purpose.

(3) The waiver is for an important humani-
tarian purpose, including any of the purposes
described in section 4 of the North Korean
Human Rights Act of 2004 (22 U.S.C. 7802).

(c) REMOVALS OF SANCTIONS.—The Presi-
dent may prescribe rules and regulations for
the removal of sanctions on a person that is
designated under subsection (a) or (b) of sec-
tion 104 and the removal of designations of a
person with respect to such sanctions if the
President determines that the designated
person has verifiably ceased its participation
in any of the conduct described in subsection
(a) or (b) of section 104, as the case may be,
and has given assurances that it will abide
by the requirements of this Act.

(d) FINANCIAL SERVICES FOR CERTAIN AcC-
TIVITIES.—The President may promulgate
regulations, rules, and policies as may be
necessary to facilitate the provision of finan-
cial services by a foreign financial institu-
tion that is not controlled by the Govern-
ment of North Korea in support of the activi-
ties subject to exemption under this section.

SEC. 208. SENSE OF CONGRESS ON ENFORCE-
MENT OF SANCTIONS ON NORTH
KOREA.

(a) FINDINGS.—Congress
lowing:

(1) On March 6, 2014, pursuant to United
Nations Security Council Resolution 1874, a
Panel of Experts issued a report assessing
the enforcement of existing sanctions on
North Korea. The Panel reported that North
Korea continues to ‘‘trade in arms and re-
lated materiel in violation of the resolu-
tions’ and that ‘“‘there is no question that it
is one of the country’s most profitable rev-
enue sources’’.

(2) The Panel of Experts found that North
Korea ‘‘presents a stiff challenge to Member
States’” through ‘‘multiple and tiered cir-
cumvention techniques’ and ‘‘is experienced
in actions it takes to evade sanctions’.

(b) SENSE OF CONGRESS.—It is the sense of
Congress that the United States should work
to increase the capacity of responsible na-
tions to implement United Nations Security
Council Resolutions 1695, 1718, 1874, 2087, and
2094, including to strengthen the capacity of
responsible nations to monitor and interdict
shipments to and from North Korea that
contribute to prohibited activities under
such Resolutions.

finds the fol-
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TITLE III—PROMOTION OF HUMAN
RIGHTS
SEC. 301. INFORMATION TECHNOLOGY.

Section 104 of the North Korean Human
Rights Act of 2004 (22 U.S.C. 7814) is amended
by inserting after subsection (c¢c) the fol-
lowing new subsection:

¢“(d) INFORMATION TECHNOLOGY STUDY.—Not
later than 180 days after the date of the en-
actment of this subsection, the President
shall submit to the appropriate congres-
sional committees a classified report setting
forth a detailed plan for making unre-
stricted, unmonitored, and inexpensive elec-
tronic mass communications available to the
people of North Korea.’.

SEC. 302. REPORT ON NORTH KOREAN PRISON
CAMPS.

(a) IN GENERAL.—The Secretary of State
shall submit to the appropriate congres-
sional committees a report describing, with
respect to each political prison camp in
North Korea to the extent information is
available—

(1) the camp’s estimated prisoner popu-
lation;

(2) the camp’s geographical coordinates;

(3) the reasons for confinement of the pris-
oners;

(4) the camp’s primary industries and prod-
ucts, and the end users of any goods pro-
duced in such camp;

(5) the natural persons and agencies re-
sponsible for conditions in the camp;

(6) the conditions under which prisoners
are confined, with respect to the adequacy of
food, shelter, medical care, working condi-
tions, and reports of ill-treatment of pris-
oners; and

(7) imagery, to include satellite imagery of
each such camp, in a format that, if pub-
lished, would not compromise the sources
and methods used by the intelligence agen-
cies of the TUnited States to capture
geospatial imagery.

(b) FORM.—The report required under sub-
section (a) may be included in the first re-
port required to be submitted to Congress
after the date of the enactment of this Act
under sections 116(d) and 502B(b) of the For-
eign Assistance Act of 1961 (22 U.S.C. 2151n(d)
and 2304(b)) (relating to the annual human
rights report).

SEC. 303. REPORT ON PERSONS WHO ARE RE-
SPONSIBLE FOR SERIOUS HUMAN
RIGHTS ABUSES OR CENSORSHIP IN
NORTH KOREA.

(a) IN GENERAL.—The Secretary of State
shall submit to the appropriate congres-
sional committees a report that contains an
identification of each person the Secretary
determines to be responsible for serious
human rights abuses or censorship in North
Korea and a description of such abuses or
censorship engaged in by such person.

(b) CONSIDERATION.—In preparing the re-
port required under subsection (a), the Sec-
retary of State shall give due consideration
to the findings of the United Nations Com-
mission of Inquiry on Human Rights in
North Korea, and shall make specific find-
ings with respect to the responsibility of
Kim Jong Un, and of each natural person
who is a member of the National Defense
Commission of North Korea, or the Organiza-
tion and Guidance Department of the Work-
ers’ Party of Korea, for serious human rights
abuses and censorship.

(c) DESIGNATION OF PERSONS.—The Presi-
dent shall designate under section 104(a) any
person listed in the report required under
subsection (a) as responsible for serious
human rights abuses or censorship in North
Korea.

(d) SUBMISSION AND FORM.—

(1) SUBMISSION.—The report required under
subsection (a) shall be submitted not later
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than 90 days after the date of the enactment
of this Act, and every 180 days thereafter for
a period not to exceed 3 years, shall be in-
cluded in each report required under sections
116(d) and 502B(b) of the Foreign Assistance
Act of 1961 (22 U.S.C. 2151n(d) and 2304(b)) (re-
lating to the annual human rights report).

(2) FORM.—The report required under sub-
section (a) shall be submitted in unclassified
form, but may include a classified annex.
The Secretary of State shall also publish the
unclassified part of the report on the Depart-
ment of State’s website.

TITLE IV—GENERAL AUTHORITIES
SEC. 401. SUSPENSION OF SANCTIONS AND
OTHER MEASURES.

(a) IN GENERAL.—Any sanction or other
measure required by title I, II, or III of this
Act (or any amendment made by title I, II,
or IIT of this Act) may be suspended for up to
365 days upon certification by the President
to the appropriate congressional committees
that the Government of North Korea has—

(1) verifiably ceased its counterfeiting of
United States currency, including the sur-
render or destruction of specialized mate-
rials and equipment used for or particularly
suitable for counterfeiting;

(2) taken significant steps toward financial
transparency to comply with generally ac-
cepted protocols to cease and prevent the
laundering of monetary instruments;

(3) taken significant steps toward
verification of its compliance with United
Nations Security Council Resolutions 1695,
1718, 1874, 2087, and 2094;

(4) taken significant steps toward account-
ing for and repatriating the citizens of other
countries abducted or unlawfully held cap-
tive by the Government of North Korea or
detained in violation of the 1953 Armistice
Agreement;

(5) accepted and begun to abide by inter-
nationally recognized standards for the dis-
tribution and monitoring of humanitarian
aid;

(6) provided credible assurances that it will
not support further acts of international ter-
rorism;

(7) taken significant and verified steps to
improve living conditions in its political
prison camps; and

(8) made significant progress in planning
for unrestricted family reunification meet-
ings, including for those individuals among
the two million strong Korean-American
community who maintain family ties with
relatives in North Korea.

(b) RENEWAL OF SUSPENSION.—The suspen-
sion described in subsection (a) may be re-
newed for additional consecutive periods of
180 days upon certification by the President
to the appropriate congressional committees
that the Government of North Korea has
continued to comply with the conditions de-
scribed in subsection (a) during the previous
year.

SEC. 402. TERMINATION OF SANCTIONS AND
OTHER MEASURES.

Any sanction or other measure required by
title I, II, or III of this Act (or any amend-
ment made by title I, II, or III of this Act)
shall terminate on the date on which the
President determines and certifies to the ap-
propriate congressional committees that the
Government of North Korea has met the re-
quirements of section 401, and has also—

(1) completely, verifiably, and irreversibly
dismantled all of its nuclear, chemical, bio-
logical, and radiological weapons programs,
including all programs for the development
of systems designed in whole or in part for
the delivery of such weapons;

(2) released all political prisoners, includ-
ing the citizens of North Korea detained in
North Korea’s political prison camps;

(3) ceased its censorship of peaceful polit-
ical activity;
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(4) taken significant steps toward the es-
tablishment of an open, transparent, and
representative society;

(5) fully accounted for and repatriated all
citizens of all nations abducted or unlawfully
held captive by the Government of North
Korea or detained in violation of the 1953 Ar-
mistice Agreement; and

(6) agreed with the Financial Action Task
Force on a plan of action to address defi-
ciencies in its anti-money laundering regime
and begun to implement this plan of action.
SEC. 403. REGULATIONS.

(a) IN GENERAL.—The President is author-
ized to promulgate such rules and regula-
tions as may be necessary to carry out the
provisions of this Act (which may include
regulatory exceptions), including under sec-
tion 205 of the International Emergency Eco-
nomic Powers Act (60 U.S.C. 1704).

(b) RULE OF CONSTRUCTION.—Nothing in
this Act or any amendment made by this Act
shall be construed to limit the authority of
the President pursuant to an applicable Ex-
ecutive order or otherwise pursuant to the
International Emergency Economic Powers
Act (50 U.S.C. 1701 et seq.).

SEC. 404. EFFECTIVE DATE.

Except as otherwise provided in this Act,
this Act and the amendments made by this
Act shall take effect on the date of the en-
actment of this Act.

SEC. 405. OFFSET.

Section 102(a) of the Enhanced Partnership
with Pakistan Act of 2009 (Public Law 111-73;
22 U.S.C. 8412(a)) is amended by striking
‘$1,500,000,000 and inserting ‘‘$1,490,000,000"’.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
California (Mr. ROYCE) and the gen-
tleman from Virginia (Mr. CONNOLLY)
each will control 20 minutes.

The Chair recognizes the gentleman
from California.

GENERAL LEAVE

Mr. ROYCE. Mr. Speaker, I ask unan-
imous consent that all Members may
have 5 legislative days to revise and ex-
tend their remarks and to include any
extraneous materials in the RECORD.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from California?

There was no objection.

Mr. ROYCE. Mr. Speaker, I yield my-
self such time as I may consume.

Mr. Speaker, North Korea, which is
one of the nuclear proliferators on this
planet in having proliferated missiles
to Iran and in having proliferated to
Syria the construction some years ago
of a site in order to create nuclear
weapons, this particular regime re-
mains today one of the most signifi-
cant national security threats that we
face. It is an enduring threat to us and
our allies in northeast Asia. It is an en-
during threat not just because of that
proliferation but also because of the at-
titude of the regime there. Frankly,
America’s policy over the last 25 years,
whether we are talking about a Repub-
lican administration or a Democrat ad-
ministration, has been a bipartisan
failure for that whole period of time.

This year marks the 20th anniversary
of the Clinton administration’s agreed
framework, the first in a long line of
failed agreements in which North
Korea holds out the promise of co-
operation, only to game the negotia-
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tions for more time and more incen-
tives and uses that opportunity to con-
tinue to expand its nuclear program.
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Today, we are no closer to the goal of
disarming those nukes than we were in
1994. The only difference is there is a
whole lot more of them.

Meanwhile, North Korea continues to
make progress on its nuclear weapons
program, conducting three tests in re-
cent years. It has actively worked on
intercontinental ballistic missile tech-
nology to deliver a three-stage ICBM.

To underscore the threats that we
face, let us not forget that, in 2007, a
North Korean-built nuclear reactor was
destroyed in Syria along the banks of
the Euphrates River.

Mr. Speaker, we need a new ap-
proach, frankly, to North Korea, and it
is time for Congress to lead. Recent
events around the world underscore the
foolishness of inaction. We need a clear
framework for sanctions to deprive
Kim Jong Un of his ability to build nu-
clear weapons and to repress and abuse
the North Korean people. The way a re-
gime treats its own people will tell you
a lot in life about how they may end up
treating their neighbors.

The North Korea Sanctions Enforce-
ment Act seeks to apply the same type
of pressure that the Treasury Depart-
ment used back in 2005 when it caught
the regime counterfeiting hundred-dol-
lar bills. Treasury, at that time, tar-
geted the bank in Macao that was
complicit in counterfeiting with North
Korea. This action sent a ripple
throughout the international financial
system, and it seriously hindered
North Korea’s finances. This was one of
the most effective steps in 20 years
that we took against North Korea.

I can tell you some of the results be-
cause we have talked with defectors
afterwards about what they had seen in
terms of the fact that productions had
closed. The regime could not pay their
own generals, and that is not a good
position for dictators to be in. Unfortu-
nately, though, the sanctions were lift-
ed by the State Department in the
naive hope that the North Koreans
would negotiate away their nuclear
program.

It is time to open our eyes. This leg-
islation enables our government to go
after Kim Jong Un’s illicit activities,
just like we went after organized crime
in our own country, by interdicting
shipments and disrupting the flow of
money, stopping the hard currency, the
very hard currency he utilizes for his
weapons program.

These sanctions target North Korea’s
money laundering, their counter-
feiting, their narcotics trafficking op-
eration. The only way we can stop
North Korea is cutting off its access to
this hard currency, to stop Kim Jong
Un from being able to pay his generals
or conduct research on nuclear weap-
ons.

Critically, the North Korea Sanc-
tions Enforcement Act also includes
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the basis imposing sanctions based on
North Korea’s deplorable human rights
abuses. By directly targeting individ-
uals in positions of power, we will fi-
nally hold North Korea responsible for
the torture, the gulags, the
extrajudicial Kkillings that were re-
cently exposed by that high-level UN
inquiry, one of the first of its kind.

For far too long, the world has
turned a blind eye to human rights
abuses in North Korea. By supporting
this bill, we will take a critical step to-
ward stopping this type of abuse.

This bipartisan piece of legislation,
by the way, has over 140 cosponsors. It
has garnered the support of humani-
tarian groups around the world. And I
note that humanitarian aid is in no
way affected by this legislation.

Again, humanitarian societies world-
wide support this, and I urge my col-
leagues to support the bill.

Mr. Speaker, I reserve the balance of
my time.

HOUSE OF REPRESENTATIVES,
COMMITTEE ON THE JUDICIARY,
Washington, DC, July 23, 2014.

Hon. ED ROYCE,

Chairman, Committee on Foreign Affairs,

Rayburn House Office Building, Washington,
DC.

DEAR CHAIRMAN ROYCE, I am writing with
respect to H.R. 1771, the ‘“‘North Korea Sanc-
tions Enforcement Act,” which the Com-
mittee on Foreign Affairs ordered reported
favorably on May 29, 2014. As a result of your
having consulted with us on provisions in
H.R. 1771 that fall within the Rule X jurisdic-
tion of the Committee on the Judiciary, I
agree to discharge our Committee from fur-
ther consideration of this bill so that it may
proceed expeditiously to the House floor for
consideration.

The Judiciary Committee takes this action
with our mutual understanding that by fore-
going consideration of H.R. 1771 at this time,
we do not waive any jurisdiction over subject
matter contained in this or similar legisla-
tion, and that our Committee will be appro-
priately consulted and involved as this bill
or similar legislation moves forward so that
we may address any remaining issues in our
jurisdiction. Our Committee also reserves
the right to seek appointment of an appro-
priate number of conferees to any House-
Senate conference involving this or similar
legislation, and asks that you support any
such request.

I would appreciate a response to this letter
confirming this understanding with respect
to H.R. 1771, and would ask that a copy of
our exchange of letters on this matter be in-
cluded in the Congressional Record during
Floor consideration of H.R. 1771.

Sincerely,
BOB GOODLATTE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON FOREIGN AFFAIRS,
Washington, DC, July 25, 2014.

Hon. BOB GOODLATTE,

Chairman, Committee on the Judiciary, Ray-
burn House Office Building, Washington,
DC.

DEAR CHAIRMAN GOODLATTE: Thank you for
consulting with the Committee on Foreign
Affairs on H.R. 1771, the North Korea Sanc-
tions Enforcement Act, and for agreeing to
be discharged from further consideration of
that bill so that it may proceed expedi-
tiously to the House Floor. The suspension
text contains edits to portions of the bill
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within the Rule X jurisdiction of your com-

mittee that were worked out in consultation

with your staff.

I agree that your forgoing further action
on this measure does not in any way dimin-
ish or alter the jurisdiction of the Com-
mittee on the Judiciary, or prejudice its ju-
risdictional prerogatives on this bill or simi-
lar legislation in the future. I would support
your effort to seek appointment of an appro-
priate number of conferees to any House-
Senate conference involving this legislation.

I will seek to place our letters on H.R. 1771
into the Congressional Record during floor
consideration of the bill. I appreciate your
cooperation regarding this legislation and
look forward to continuing to work with
your Committee as this measure moves
through the legislative process.

Sincerely,

EDWARD R. ROYCE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON WAYS AND MEANS,
Washington, DC, July 24, 2014.

Hon. EDWARD R. ROYCE,

Chairman, Committee on Foreign Affairs, Ray-
burn House Office Building, Washington,
DC.

DEAR CHAIRMAN ROYCE: I am writing con-
cerning H.R. 1771, the ‘“North Korea Sanc-
tions Enforcement Act of 2014, which was
favorably reported out of your Committee on
May 29, 2014.

Given that certain provisions in the bill
are within the jurisdiction of the Committee
on Ways and Means, I appreciate that you
have addressed these provisions in response
to the Committee’s concerns. As a result, in
order to expedite floor consideration of the
bill, the Committee on Ways and Means will
forgo action on H.R. 1771. Further, the Com-
mittee will not oppose the bill’s consider-
ation on the suspension calendar, based on
our understanding that you will work with
us as the legislative process moves forward
to ensure that our concerns continue to be
addressed. This is also being done with the
understanding that it does not in any way
prejudice the Committee with respect to the
appointment of conferees or its jurisdic-
tional prerogatives on this or similar legisla-
tion.

I would appreciate your response to this
letter, confirming this understanding with
respect to H.R. 1771, and would ask that a
copy of our exchange of letters on this mat-
ter be included in the Congressional Record
during Floor consideration.

Sincerely,
DAVE CAMP,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON FOREIGN AFFAIRS,
Washington, DC, July 25, 2014.

Hon. DAVE CAMP,

Chairman, Committee on Ways and Means,
Longworth House Office Building, Wash-
ington, DC.

DEAR CHAIRMAN CAMP: Thank you for con-
sulting with the Committee on Foreign Af-
fairs on H.R. 1771, the North Korea Sanctions
Enforcement Act, and for agreeing to be dis-
charged from further consideration of that
bill so that it may proceed expeditiously to
the House Floor. The suspension text con-
tains edits to portions of the bill within the
rule X jurisdiction of your committee that
were worked out in consultation with your
staff.

I agree that your forgoing further action
on this measure does not in any way dimin-
ish or alter the jurisdiction of the Com-
mittee on Ways and Means, or prejudice its
jurisdictional prerogatives on this bill or
similar legislation in the future. I would sup-
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port your effort to seek appointment of an

appropriate number of conferees to any

House-Senate conference involving this leg-

islation.

I will seek to place our letters on H.R. 1771
into the Congressional Record during floor
consideration of the bill. I appreciate your
cooperation regarding this legislation and
look forward to continuing to work with
your Committee as this measure moves
through the legislative process.

Sincerely,
EDWARD R. ROYCE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON FOREIGN AFFAIRS,
Washington, DC, July 25, 2014.

Hon. JEB HENSARLING,

Chairman, Committee on Financial Services,
Rayburn House Office Building, Wash-
ington, DC.

DEAR CHAIRMAN HENSARLING: Thank you
for consulting with the Committee on For-
eign Affairs on H.R. 1771, the North Korea
Sanctions Enforcement Act, and for agreeing
to be discharged from further consideration
of that bill so that it may proceed expedi-
tiously to the House Floor. The suspension
text contains edits to portions of the bill
within the Rule X jurisdiction of your com-
mittee that were worked out in consultation
with your staff.

I agree that your forgoing further action
on this measure does not in any way dimin-
ish or alter the jurisdiction of the Com-
mittee on Financial Services, or prejudice
its jurisdictional prerogatives on this bill or
similar legislation in the future. I would sup-
port your effort to seek appointment of an
appropriate number of conferees to any
House-Senate conference involving this leg-
islation.

I will seek to place our letters on H.R. 1771
into the Congressional Record during floor
consideration of the bill. I appreciate your
cooperation regarding this legislation and
look forward to continuing to work with
your Committee as this measure moves
through the legislative process.

Sincerely,
EDWARD R. ROYCE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON FINANCIAL SERVICES,
Washington, DC, July 28, 2014.

Hon. EDWARD R. ROYCE,

Chairman, House Committee on Foreign Affairs,
Rayburn House Office Building, Wash-
ington, DC.

DEAR CHAIRMAN ROYCE: On May 29, 2014,
the Committee on Foreign Affairs ordered
H.R. 1771, the North Korea Sanctions En-
forcement Act of 2013, to be reported favor-
ably to the House with an amendment. As a
result of your having consulted with the
Committee on Financial Services concerning
provisions of the bill that fall within our
Rule X jurisdiction, I agree to discharge our
committee from further consideration of the
bill so that it may proceed expeditiously to
the House Floor.

The Committee on Financial Services
takes this action with our mutual under-
standing that by foregoing consideration of
H.R. 1771, as amended, at this time, we do
not waive any jurisdiction over the subject
matter contained in this or similar legisla-
tion, and that our committee will be appro-
priately consulted and involved as the bill or
similar legislation moves forward so that we
may address any remaining issues that fall
within our Rule X jurisdiction. Our com-
mittee also reserves the right to seek ap-
pointment of an appropriate number of con-
ferees to any House-Senate conference in-
volving this or similar legislation, and re-
quests your support for any such request.
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Finally, I appreciate your July 25 letter
anticipating this letter memorializing this
understanding with respect to H.R. 1771, as
amended. I would further appreciate your in-
clusion of a copy of our exchange of letters
on this matter be included in your commit-
tee’s report to accompany the legislation
and in the Congressional Record during floor
consideration thereof.

Sincerely,
JEB HENSARLING,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON FOREIGN AFFAIRS,
Washington, DC, July 25, 2014.

Hon. DARRELL ISSA,

Chairman, Committee on Oversight and Govern-
ment Reform, Rayburn House Office Build-
ing, Washington, DC.

DEAR CHAIRMAN IssA: Thank you for con-
sulting with the Committee on Foreign Af-
fairs on H.R. 1771, the North Korea Sanctions
Enforcement Act, and for agreeing to be dis-
charged from further consideration of that
bill so that it may proceed expeditiously to
the House Floor. The suspension text con-
tains edits to portions of the bill within the
Rule X jurisdiction of your committee that
were worked out in consultation with your
staff.

I agree that your forgoing further action
on this measure does not in any way dimin-
ish or alter the jurisdiction of the Com-
mittee on Oversight and Government Re-
form, or prejudice its jurisdictional preroga-
tives on this bill or similar legislation in the
future. I would support your effort to seek
appointment of an appropriate number of
conferees to any House-Senate conference in-
volving this legislation.

I will seek to place our letters on H.R. 1771
into the Congressional Record during floor
consideration of the bill. I appreciate your
cooperation regarding this legislation and
look forward to continuing to work with
your Committee as this measure moves
through the legislative process.

Sincerely,
EDWARD R. ROYCE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON OVERSIGHT AND
GOVERNMENT REFORM,
Washington, DC, July 28, 2014.

Hon. EDWARD R. ROYCE,

Chairman, Committee on Foreign Affairs, House
of Representatives, Washington, DC.

DEAR MR. CHAIRMAN: I am writing con-
cerning H.R. 1771, the ‘“North Korea Sanc-
tions Enforcement Act of 2013.”

H.R. 1771 contains provisions within the
Committee on Oversight and Government
Reform’s rule X jurisdiction. As a result of
your having consulted with the Committee
and in order to expedite this bill for floor
consideration, the Committee on Oversight
and Government Reform will forego action
on the bill. This is being done on the basis of
our mutual understanding that doing so will
in no way diminish or alter the jurisdiction
of the Committee on Oversight and Govern-
ment Reform with respect to the appoint-
ment of conferees, or to any future jurisdic-
tional claim over the subject matters con-
tained in the bill or similar legislation.

I would appreciate your response to this
letter confirming this understanding, and
would request that you include a copy of this
letter and your response in the Congres-
sional Record during the floor consideration
of this bill. Thank you in advance for your
cooperation.

Sincerely,
DARRELL ISsA,
Chairman.
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HOUSE OF REPRESENTATIVES,
COMMITTEE ON FOREIGN AFFAIRS,
FORD HOUSE OFFICE BUILDING,
Washington, DC, July 25, 2014.

Hon. MICHAEL MCCAUL,

Chairman, Committee on Homeland Security,
Washington, DC.

DEAR CHAIRMAN MCCAUL: Thank you for
consulting with the Committee on Foreign
Affairs on H.R. 1771, the North Korea Sanc-
tions Enforcement Act, and for agreeing to
forgo a sequential referral request so that
the bill may proceed expeditiously to the
Floor.

I agree that your forgoing further action
on this measure does not in any way dimin-
ish or alter the jurisdiction of the Com-
mittee on Homeland Security, or prejudice
its jurisdictional prerogatives on this bill or
similar legislation in the future.

I will seek to place our letters on H.R. 1771
into our Committee Report and into the Con-
gressional Record during floor consideration
of the bill. I appreciate your cooperation re-
garding this legislation and look forward to
continuing to work with your Committee as
this measure moves through the legislative
process.

Sincerely,
EDWARD R. ROYCE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC, July 28, 2014.

Hon. ED ROYCE,

Chairman, Committee on Foreign Affairs, Ray-
burn House Office Building, Washington,
DC.

DEAR CHAIRMAN ROYCE: I am writing con-
cerning H.R. 1771, the ‘‘North Korea Sanc-
tions Enforcement Act,” which your Com-
mittee ordered reported on May 29, 2014.

As a result of your having consulted with
the Committee on Homeland Security on
provisions in our jurisdiction and in an effort
to expedite the House’s consideration of H.R.
1771, the Committee on Homeland Security
will not assert a jurisdictional claim over
this bill by seeking a sequential referral.
However, this is conditional upon our mu-
tual understanding and agreement that
doing so will in no way diminish or alter the
jurisdiction of the Committee on Homeland
Security with respect to the appointment of
conferees or to any future jurisdictional
claim over the subject matter contained in
this bill or similar legislation.

I request that you include a copy of this
letter and your response in the Congres-
sional Record during floor consideration of
this bill. Thank you for your attention to
this matter.

Sincerely,
MICHAEL T. MCCAUL,
Chairman.

Mr. CONNOLLY. Mr. Speaker, I rise
today in the strongest support of H.R.
1771, the North Korea Sanctions En-
forcement Act of 2014.

I yield myself such time as I may
consume.

I also want to thank the distin-
guished chairman. He and I had a con-
versation several months ago where 1
encouraged that we put this on the
schedule, the agenda, for a markup on
the House Foreign Affairs Committee,
and he did so with alacrity, and I really
appreciate his consideration and lead-
ership.

This legislation, which I am pleased
to have cosponsored, provides us with
the opportunity to communicate that
the House of Representatives is re-
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solved to hold the Orwellian North Ko-
rean regime accountable for unspeak-
able brutality against its own people
and the erratic and dangerous manner
in which it conducts itself on the world
stage.

The bill imposes the first comprehen-
sive sanctions on the North Korea re-
gime, and those in other countries, who
abet its arms smuggling, weapons of
mass destruction and ballistic missile
development, human rights abuses, and
terrorism support.

It imposes asset freezes and seizures
and visa denials on persons who mate-
rially contribute to North Korea’s
WMD missile development and pro-
liferation, as well as its human rights
abuses and support for terrorism.

H.R. 1771 requires the Treasury De-
partment to determine if North Korea
is engaged in money laundering, and, if
s0, it blocks any entity from access to
the entire United States financial sys-
tem if it conducts direct or indirect
transactions with North Korea’s banks.

It also requires a public report iden-
tifying North Korean human rights
violators and political prison camps. It
calls for a feasibility study of pro-
viding North Korean nationals with
Internet communication devices that
can overcome the incredible censorship
in that country.

Mr. Speaker, these sanctions are war-
ranted. North Korea is a reckless inter-
national actor that has amassed a lit-
any of violations and abuses of inter-
national law that one would think be-
long in a fictional novel. It continues
to develop nuclear weapons programs
in defiance of the Security Council and
worldwide condemnation.

North Korea supports the develop-
ment of Iranian missile technology and
nuclear capabilities. Hamas and
Hezbollah, both designated foreign ter-
rorist organizations by the TUnited
States Government, receive missile
technology and training from the
North Korea regime that they have
used to attack Israel, an ally of the
United States.

The Security Council at the United
Nations’ resolutions deterring missile
tests and launches are routinely flout-
ed. It is clear that a pattern of behav-
ior has developed in North Korea that
should be concerning to all in the
international community, not just this
body.

The U.S. will not and cannot allow
an authoritarian regime to operate
with impunity and threaten our na-
tional security and that of our allies.

Of course, the United States and the
international community should not
only address the aggression North
Korea has projected outward. The
atrocities committed within the bor-
ders of North Korea are, of course, of
equal concern and deserve similar con-
demnation.

The status of human rights seems to
have regressed under Kim Jong Un, if
that is at all possible. A recent United
Nations report recounts in horrifying
detail the ‘‘offenses’ which land indi-
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viduals in labor camps, including the
misspelling of Kim Jong Il. Deplorable
conditions persist in the nation’s sys-
tem of gulags that reports say contain
as many as 200,000 prisoners.

People seeking refuge from the op-
pressive regime must disregard public
executions used to intimidate the pop-
ulace and brave a ‘‘shoot to kill” set of
orders levied against citizens who are
simply attempting to make a living
somewhere else. Family reunifications
between South Korean families and
their loved ones on the other side of
the DMZ remain limited to fleeting re-
unions.

I really want to thank Chairman
ROYCE and our committee staff on both
sides for working with us on an amend-
ment that makes the suspension of
sanctions in this legislation condi-
tional on North Korea making signifi-
cant progress in planning for unre-
stricted family reunification meetings,
including for those individuals among
the 2 million strong Korean American
community who still have relatives in
North Korea.

Pyongyang must pay, and the lives of
North Koreans must be improved.

I applaud this legislation for levying
extensive sanctions against bad actors
in the North Korean saga while recog-
nizing the urgency of humanitarian,
medical, and food assistance for North
Korea’s citizens. Rest assured that no
such reprieve is offered by the regime
in Pyongyang.

Again, I commend my colleagues, the
chairman, and the ranking member of
our committee for finding, once again,
common ground on the North Korea
sanctions issue and for taking decisive
action against this despotic regime.

Mr. Speaker, we have no further
speakers on this side.

I urge passage of this legislation. I
think it can send a very important
message to our allies and to our foes
and to, especially, the North Korea re-
gime itself. I think the timing is right.

Mr. Speaker, I yield back the balance
of my time.

Mr. ROYCE. Mr. Speaker, for far too
long the world has ignored the signifi-
cant human rights abuses that occur
almost every single day in North
Korea. Increasingly, as people escape,
we begin to get some sense of what life
is like for the hundreds of thousands
that live in these concentration camps.

By turning a blind eye to what is
going on in North Korea, we, and the
rest of the world, risk missing an op-
portunity to hold the Kim regime re-
sponsible for its terrible crimes against
humanity. This legislation is a chance
to hold them responsible for those
crimes against their own people. We
have an opportunity here to cut off the
hard currency that goes right to the
leadership in this regime. They depend
on that hard currency.

Earlier this year, the U.N. Commis-
sion of Inquiry laid out the most damn-
ing case against North Korea. Inter-
nationally, communities were shocked
by the revelations in this Commission
of Inquiry.
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As chairman of the Foreign Affairs
Committee, I have met with a number
of North Korean defectors and refugees
over the years. I have heard their sto-
ries. We have had some of them testify
here in the House of Representatives. I
have seen North Korea with my own
eyes. I have seen the malnutrition en-
gineered by the regime, while the
money goes into their nuclear arms
program and their military buildup.

Listen. The message from the defec-
tors and the survivors are remarkably
similar. What they tell us is: please
help us. By supporting H.R. 1771, we
send an unmistakable message that the
United States will no longer tolerate a
regime that tortures and kills its own
people. We will not tolerate, either, nu-
clear weapons and unchecked prolifera-
tion being developed with the hard cur-
rency that this regime gets its hands
on by violating international law and
being involved in the type of smuggling
and illegal activities that they are in-
volved in.

North Korea is, undoubtedly, one of
the most significant security threats
that we here face and our allies face,
and I urge my colleagues to support
this legislation.

Mr. Speaker, I yield back the balance
of my time.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from California (Mr.
ROYCE) that the House suspend the
rules and pass the bill, H.R. 1771, as
amended.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the bill, as
amended, was passed.

A motion to reconsider was laid on
the table.

UNITED STATES INTERNATIONAL
COMMUNICATIONS REFORM ACT
OF 2014

Mr. ROYCE. Mr. Speaker, I move to
suspend the rules and pass the bill
(H.R. 4490) to enhance the missions, ob-
jectives, and effectiveness of United
States international communications,
and for other purposes, as amended.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 4490

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This Act may be cited as
the ‘““United States International Commu-
nications Reform Act of 2014”’.

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.
Sec. 2. Findings and declarations.
Sec. 3. Purposes.

Sec. 4. Definitions.

Sec. 5. Broadcasting standards.

Sec. 6. Eligible broadcast areas.
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TITLE I—ESTABLISHMENT, ORGANIZA-
TION, AND MANAGEMENT OF THE
UNITED STATES INTERNATIONAL COM-
MUNICATIONS AGENCY

Subtitle A—Establishment of the United

States International Communications

Agency

Sec. 101. Existence within the Executive
Branch.

Sec. 102. Establishment of the board of the
United States International
Communications Agency.

Authorities and duties of the board
of the United States Inter-
national Communications
Agency.

Establishment of the Chief Execu-
tive Officer of the United
States International Commu-
nications Agency.

Authorities and duties of the Chief
Executive Officer of the United
States International Commu-
nications Agency.

Role of the Secretary of State.

Role of the Inspector General.

Enhanced coordination between
United States International
Communications Agency and
the Freedom News Network;
program content sharing;
grantee independence.

Enhanced coordination among the
United States International
Communications Agency, the
Freedom News Network, and
the Department of State; Free-
dom News Network independ-
ence.

Grants to the Freedom News Net-
work.

Other personnel and compensation
limitations.

Reporting requirements of the
United States International
Communications Agency.

Subtitle B—The Voice of America

121. Sense of Congress.

122. Principles of the Voice of America.

123. Duties and responsibilities of the
Voice of America.

Limitation on voice of America
news, programming, and con-
tent; exception for broadcasting
to Cuba.

125. Director of Voice of America.

Subtitle C—General Provisions

131. Federal agency coordination in
support of United States public
diplomacy.

132. Federal agency assistance and co-
ordination with the United
States International Commu-
nications Agency and the Free-
dom News Network during
international broadcast surges.

133. Freedom News Network right of
first refusal in instances of Fed-
eral disposal of radio or tele-
vision broadcast transmission
facilities or equipment.

134. Repeal of the United States Inter-
national Broadcasting Act of
1994.

135. Effective date.

TITLE II—THE FREEDOM NEWS
NETWORK
Sec. 201. Sense of Congress.
Subtitle A—Consolidation of Existing
Grantee Organizations

Sec. 211. Formation of the Freedom News
Network from existing grant-
ees.

Sec. 212. Mission of the Freedom News Net-
work.

Sec. 103.

Sec. 104.

Sec. 105.

106.
107.
108.

Sec.
Sec.
Sec.

Sec. 109.

Sec. 110.

Sec. 111.

Sec. 112.

Sec.
Sec.
Sec.

Sec. 124.

Sec.

Sec.

Sec.

Sec.

Sec.

Sec.
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Sec. 213. Standards and principles of the
Freedom News Network.
Subtitle B—Organization of the Freedom
News Network

Governance of the Freedom News
Network.

Budget of the Freedom News Net-
work.

Assistance from other government
agencies.

Reports by the Office of the Inspec-
tor General of the Department
of State; audits by GAO.

Amendments to the United States
Information and Educational
Exchange Act of 1948.

TITLE III—MISCELLANEOUS PROVISIONS

Sec. 301. Preservation of United States Na-

tional Security objectives.

Sec. 302. Requirement for authorization of

appropriations.

SEC. 2. FINDINGS AND DECLARATIONS.

Congress finds and declares the following:

(1) United States international broad-
casting exists to advance the United States
interests and values by presenting accurate,
objective, and comprehensive news and infor-
mation, which is the foundation for demo-
cratic governance, to societies that lack a
free media.

(2) Article 19 of the Universal Declaration
of Human Rights states that ‘‘[e]veryone has
the right to freedom of opinion and expres-
sion”’, and that ‘‘this right includes freedom
to hold opinions without interference and to
seek, receive and impart information and
ideas through any media and regardless of
frontiers”.

(38) Secretary of State Hillary Clinton tes-
tified before the Committee on Foreign Af-
fairs of the House of Representatives on Jan-
uary 23, 2013, that the Broadcasting Board of
Governors (BBG) ‘‘is practically a defunct
agency in terms of its capacity to be able to
tell a message around the world. So we”re ab-
dicating the ideological arena and need to
get back into it.”.

(4) The BBG, which was created by Con-
gress to oversee the United States inter-
national broadcasting in the wake of the
Cold War, has, because of structural and
managerial issues, had limited success to
date in both coordinating the various compo-
nents of the international broadcasting
framework and managing the day-to-day op-
erations of the Federal components of the
international broadcasting framework.

(5) The lack of regular attendance by board
members and a periodic inability to form a
quorum have plagued the BBG and, as a re-
sult, it has been functionally incapable of
running the agency.

(6) The board of governors has only
achieved the full slate of all nine governors
for seven of its 17 years of existence, which
highlights the difficulties of confirming and
retaining governors under the current struc-
ture.

(7) Both the Department of State’s Office
of Inspector General and the Government
Accountability Office have issued reports
which outline a severely dysfunctional orga-
nizational structure of the Broadcasting
Board of Governors.

(8) The Inspector General of the Depart-
ment of State concluded in its January 2013
report that dysfunction of the BBG stems
from ‘‘a flawed legislative structure and
acute internal dissension’.

(9) The Inspector General of the Depart-
ment of State also found that the BBG’s
structure of nine part-time members ‘‘can-
not effectively supervise all United States
Government-supported, civilian inter-
national broadcasting’’, and its involvement
in day-to-day operations has impeded normal
management functions.

Sec. 221.

Sec. 222.

Sec. 223.

Sec. 224.

Sec. 225.
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(10) The Government Accountability Office
report determined that there was significant
overlap among the BBG’s languages services,
and that the BBG did not systematically
consider the financial cost of overlap.

(11) According to the Office of the Inspec-
tor General, the BBG’s Office of Contracts is
not in compliance with the Federal Acquisi-
tion Regulation, lacks appropriate contract
oversight, and violates the Anti-Deficiency
Act. The Office of the Inspector General also
determined that the Broadcasting Board of
Governors has not adequately performed full
and open competitions or price determina-
tions, has entered into hundreds of personal
service contracts without statutory author-
ity, and contractors regularly work without
valid contracts in place.

(12) The size and make-up of the BBG
workforce should be closely examined, given
the agency’s broader broadcasting and tech-
nical mission, as well as changing media
technologies.

(13) The BBG should be structured to en-
sure that more taxpayer dollars are dedi-
cated to the substantive, broadcasting, and
information-related elements of the agency’s
mission.

(14) The lack of a coherent and well defined
mission of the Voice of America has led to
programming that duplicates the efforts of
the Office of Cuba Broadcasting, Radio Free
Asia, RFE/RL, Incorporated, and the Middle
BEast Broadcasting Networks, Incorporated
that results in inefficient use of tax-payer
funding.

(15) The annual survey conducted by the
“Partnership for Public Service” consist-
ently ranks the Broadcasting Board of Gov-
ernors at or near the bottom of all Federal
agencies in terms of ‘‘overall best places to
work’ and ‘‘the extent to which employees
feel their skills and talents are used effec-
tively’’. The consistency of these low scores
point to structural, cultural, and functional
problems at the Broadcasting Board of Gov-
ernors.

(16) The Federal and non-Federal organiza-
tions that comprise the United States inter-
national broadcasting framework have dif-
ferent, yet complementary, missions that ne-
cessitate coordination at all levels of man-
agement.

(17) The Broadcasting Board of Governors
has an overabundance of senior civil service
positions, defined here as full-time employ-
ees encumbering GS-14 and GS-15 positions
on the General Schedule pay scale.

(18) United States international broad-
casting should seek to leverage public-pri-
vate partnerships, including the licensing of
content and the use of technology owned or
operated by non-governmental sources,
where possible to expand outreach capacity.

(19) Shortwave broadcasting has been an
important method of communication that
should be utilized in regions as a component
of United States international broadcasting
where a critical need for the platform exists.

(20) Congressional action is necessary at
this time to improve international broad-
casting operations, strengthen the United
States public diplomacy efforts, enhance the
grantee surrogate broadcasting effort, re-
store focus to news, programming, and con-
tent, and maximize the value of Federal and
non-Federal resources that are dedicated to
public diplomacy and international broad-
casting.

SEC. 3. PURPOSES.

The purposes of this Act are as follows:

(1) To provide objective, accurate, credible,
and comprehensive news and information to
societies that lack freedom of expression and
information.

(2) To improve the efficiency, effectiveness,
and flexibility of United States international
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broadcasting to allow it to adapt to con-
stantly changing political and media envi-
ronments through clarification of missions,
improved coordination, and organizational
restructuring.

(3) To coordinate the complementary ef-
forts of the Department of State and United
States international broadcasting.

(4) To create a United States international
broadcasting framework that more effec-
tively leverages the broadcasting tools avail-
able and creates specialization of expertise
in mission oriented programming, while
minimizing waste and inefficiency.

(5) To improve United States international
broadcasting workforce effectiveness, secu-
rity, and satisfaction.

SEC. 4. DEFINITIONS.

In this Act:

(1) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional
committees’” means the Committee on For-
eign Affairs of the House of Representatives,
the Committee on Foreign Relations of the
Senate, the Committee on Appropriations of
the House of Representatives, and the Com-
mittee on Appropriations of the Senate.

(2) GRANTEE.—The term ‘‘grantee’” means
the non-Federal organization described in
section 501(c)(3) of the Internal Revenue Code
of 1986 and exempt from tax under section
501(a) of such Code as of day before the date
of the enactment of this Act that receives
Federal funding from the Broadcasting
Board of Governors, and includes Radio Free
Asia, RFE/RL, Incorporated, and the Middle
East Broadcasting Networks, Incorporated.

(3) FREEDOM NEWS NETWORK.—The term
“Freedom News Network’ refers to the non-
Federal organization described in section
501(c)(3) of the Internal Revenue Code of 1986
and exempt from tax under section 501(a) of
such Code that would receive Federal fund-
ing and be responsible for promoting demo-
cratic freedoms and free media operations
for foreign audiences in societies that lack
freedom of expression and information, and
consisting of the consolidation of the grant-
ee in accordance with section 211.

(4) PUBLIC DIPLOMACY.—The term ‘‘public
diplomacy” means the effort to achieve
broad United States foreign policy goals and
objectives, advance national interests, and
enhance national security by informing and
influencing foreign publics and by expanding
and strengthening the relationship between
the people and Government of the United
States and citizens of other countries.

SEC. 5. BROADCASTING STANDARDS.

United States international broadcasting
shall incorporate the following standards
into all of its broadcasting efforts:

(1) Be consistent with the broad foreign
policy objectives of the United States.

(2) Be consistent with the international
telecommunications policies and treaty obli-
gations of the United States.

(3) Not duplicate the activities of private
United States broadcasters.

(4) Be conducted in accordance with the
highest professional standards of broadcast
journalism while remaining consistent with
and supportive of the broad foreign policy
objectives of the United States.

(5) Be based on reliable, research-based in-
formation, both quantitative and quali-
tative, about its potential audience.

(6) Be designed so as to effectively reach a
significant audience.

(7) Promote freedom of expression, reli-
gion, and respect for human rights and
human equality.

SEC. 6. ELIGIBLE BROADCAST AREAS.

(a) IN GENERAL.—The Board of the United
States International Communications Agen-
cy and the Board of the Freedom News Net-
work, in consultation with the Secretary of
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State, shall ensure that United States inter-
national broadcasting is conducted only to
countries and regions that—

(1) lack democratic rule, or the indicia of
democratic rule, such as demonstrable proof
of free and fair elections;

(2) lack the legal and political environ-
ment that allows media organizations and
journalists to operate free from government-
led or permitted harassment, intimidation,
retribution, and from economic impediments
to the development, production, and dissemi-
nation of news and related programming and
content;

(3) lack established, domestic, and widely
accessible media that provide accurate, ob-
jective, and comprehensive news and related
programming and content; and

(4) by virtue of the criteria described in
this subsection, would benefit the national
security and related interests of the United
States, and the safety and security of United
States citizens at home and abroad.

(b) EXCEPTION.—The United States Inter-
national Communications Agency and the
Freedom News Network may broadcast to
countries that fall outside of the criteria de-
scribed in subsection (a) if the Chief Execu-
tive Officer of the Agency and the Freedom
News Network, in consultation with the Sec-
retary of State, determine it is in the na-
tional security interest of the United States,
or in the interests of preserving the safety
and security of United States citizens at
home and abroad, to do so.

TITLE I—ESTABLISHMENT, ORGANIZA-
TION, AND MANAGEMENT OF THE
UNITED STATES INTERNATIONAL COM-
MUNICATIONS AGENCY

Subtitle A—Establishment of the United
States International Communications Agency
SEC. 101. EXISTENCE WITHIN THE EXECUTIVE

BRANCH.

There is hereby established a single Fed-
eral organization consisting of the Voice of
America and the offices that constitute the
International Broadcasting Bureau and re-
ferred to hereafter as the ‘‘United States
International Communications Agency’’,
which shall exist within the executive
branch of Government as an independent es-
tablishment described in section 104 of title
5, United States Code.

SEC. 102. ESTABLISHMENT OF THE BOARD OF

THE UNITED STATES INTER-
NATIONAL COMMUNICATIONS AGEN-
CY.

(a) COMPOSITION OF THE BOARD OF THE
UNITED STATES INTERNATIONAL COMMUNICA-
TIONS AGENCY.—

(1) IN GENERAL.—The Board (in this section
referred to as the ‘‘Board’) of the United
States International Communications Agen-
cy shall consist of nine members, as follows:

(A) Eight voting members who shall be ap-
pointed by the President, by and with the ad-
vice and consent of the Senate.

(B) The Secretary of State, who shall also
be a voting member.

(2) CHAIR.—The President shall appoint one
member (other than the Secretary of State)
as Chair of the Board, by and with the advice
and consent of the Senate.

(3) POLITICAL AFFILIATION.—Exclusive of
the Secretary of State, not more than four
members of the Board shall be of the same
political party.

(4) RETENTION OF EXISTING BBG MEMBERS.—
The presidentially-appointed and Senate-
confirmed members of the Broadcasting
Board of Governors serving as of the date of
the enactment of this Act shall constitute
the Board of the United States International
Communications Agency and hold office the
remainder of their original terms of office
without reappointment to the Board.

(b) TERM OF OFFICE.—The term of office of
each member of the Board shall be three
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years, except that the Secretary of State
shall remain a member of the Board during
the Secretary’s term of service. Of the other
eight voting members, the initial terms of
office of two members shall be one year, and
the initial terms of office of three other
members shall be two years, as determined
by the President. The President shall ap-
point, by and with the advice and consent of
the Senate, Board members to fill vacancies
occurring prior to the expiration of a term,
in which case the members so appointed
shall serve for the remainder of such term.

Members may not serve beyond their terms.

When there is no Secretary of State, the Act-

ing Secretary of State shall serve as a mem-

ber of the Board until a Secretary is ap-
pointed.

(c) SELECTION OF BOARD.—Members of the
Board shall be citizens of the United States
who are not regular full-time employees of
the United States Government. Such mem-
bers shall be selected by the President from
among citizens distinguished in the fields of
public diplomacy, mass communications,
print, broadcast media, or foreign affairs.

(d) COMPENSATION.—Members of the Board,
while attending meetings of the Board or
while engaged in duties relating to such
meetings or in other activities of the Board
pursuant to this section (including travel
time) shall be entitled to receive compensa-
tion equal to the daily equivalent of the
compensation prescribed for level IV of the
Executive Schedule under section 5315 of
title 5, United States Code. While away from
their homes or regular places of business,
members of the Board may be allowed travel
expenses, including per diem in lieu of sub-
sistence, in accordance with section 5703 of
such title for persons in the Government
service employed intermittently. The Sec-
retary of State shall not be entitled to any
compensation under this chapter.

(e) DEcCISIONS.—Decisions of the Board
shall be made by majority vote, a quorum
being present. A quorum shall consist of a
majority of members then serving at the
time a decision of the Board is made.

(f) TRANSPARENCY.—The Board of the
United States International Communica-
tions Agency shall adhere to the provisions
specified in the Government in the Sunshine
Act (Public Law 94-409).

SEC. 103. AUTHORITIES AND DUTIES OF THE
BOARD OF THE UNITED STATES
INTERNATIONAL COMMUNICATIONS
AGENCY.

The Board of the United States Inter-
national Communications Agency shall have
the following authorities:

(1) To review and evaluate the mission and
operation of, and to assess the quality, effec-
tiveness, and professional integrity of, all
programming produced by the United States
International Communications Agency to
ensure alignment with the broad foreign pol-
icy objectives of the United States.

(2) To ensure that broadcasting of the
United States International Communica-
tions Agency is conducted in accordance
with the standards specified in section 5.

(3) To review, evaluate, and recommend to
the Chief Executive of the United States
International Communications Agency, at
least annually, in consultation with the Sec-
retary of State, the necessity of adding or
deleting of language services of the Agency.

(4) To submit to the President and Con-
gress an annual report which summarizes
and evaluates activities of the United States
International Communications Agency de-
scribed in this title.

SEC. 104. ESTABLISHMENT OF THE CHIEF EXECU-
TIVE OFFICER OF THE UNITED
STATES INTERNATIONAL COMMU-
NICATIONS AGENCY.

(a) IN GENERAL.—There shall be a Chief Ex-
ecutive Officer of the United States Inter-
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national Communications Agency, appointed
by the Board of the Agency for a five-year
term, renewable at the Board’s discretion,
and subject to the provisions of title 5,
United States Code, governing appointments,
classification, and compensation.

(b) QUALIFICATIONS.—The Chief Executive
Officer shall be selected from among United
States citizens with two or more of the fol-
lowing qualifications:

(1) A distinguished career in managing a
large organization or Federal agency.

(2) Experience in the field of mass commu-
nications, print, or broadcast media.

(3) Experience in foreign affairs or inter-
national relations.

(4) Experience in directing United States
public diplomacy programs.

(¢c) TERMINATION AND TRANSFER.—Imme-
diately upon appointment of the Chief Exec-
utive Officer under subsection (a), the Direc-
tor of the International Broadcasting Bureau
shall be terminated, and all of the respon-
sibilities and authorities of the Director
shall be transferred to and assumed by the
Chief Executive Officer.

(d) REMOVAL OF CHIEF EXECUTIVE OFFI-
CER.—The Chief Executive Officer under sub-
section (a) may be removed upon a two-
thirds majority vote of the members of the
Board of the United States International
Communications Agency then serving.

(e) COMPENSATION OF THE CHIEF EXECUTIVE
OFFICER.—Any Chief Executive Officer of the
United States International Communica-
tions Agency hired after the date of the en-
actment of this Act, shall be eligible to re-
ceive compensation up to an annual rate of
pay equivalent to level I of the Executive
Schedule under section 5315 of title 5, United
States Code.

SEC. 105. AUTHORITIES AND DUTIES OF THE
CHIEF EXECUTIVE OFFICER OF THE
UNITED STATES INTERNATIONAL
COMMUNICATIONS AGENCY.

(a) DUTIES.—The Chief Executive Officer
under section 104 shall direct operations of
the United States International Communica-
tions Agency and shall have the following
non-delegable authorities, subject to the su-
pervision of the Board of the United States
International Communications Agency:

(1) To supervise all Federal broadcasting
activities conducted pursuant to title V of
the United States Information and Edu-
cational Exchange Act of 1948 (22 U.S.C. 1461
et seq.) and the Voice of America as de-
scribed in subtitle B of title I of this Act.

(2) To make and ensure compliance with
the terms and conditions of the grant agree-
ment in accordance with section 110.

(3) To review engineering activities to en-
sure that all broadcasting elements receive
the highest quality and cost-effective deliv-
ery services.

(4) To undertake such studies as may be
necessary to identify areas in which broad-
casting activities under the authority of the
United States International Communica-
tions Agency could be made more efficient
and economical.

(5) To the extent considered necessary to
carry out the functions of the Board, procure
supplies, services, and other personal prop-
erty, as well as procurement pursuant to sec-
tion 1535 of title 31, United States Code (com-
monly referred to as the ‘“‘Economy Act’’), of
such goods and services from other Federal
agencies for the Board as the Board deter-
mines are appropriate.

(6) To appoint such staff personnel for the
Board as the Board may determine to be nec-
essary, subject to the provisions of title 5,
United States Code, governing appointments
in the competitive service, and to fix their
compensation in accordance with the provi-
sions of chapter 51 and subchapter III of
chapter 53 of such title relating to classifica-
tion and General Schedule pay rates.
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(7) To obligate and expend, for official re-
ception and representation expenses, such
amounts as may be made available through
appropriations Acts.

(8) To make available in the annual reports
required under section 103 information on
funds expended on administrative and mana-
gerial services by the Board of the United
States Communications Agency, and the
steps the Board has taken to reduce unneces-
sary overhead costs for each of the broad-
casting services.

(9) To provide for the use of United States
Government broadcasting capacity to the
Freedom News Network.

(10)(A) To procure temporary and intermit-
tent personal services to the same extent as
is authorized by section 3109 of title 5,
United States Code, at rates not to exceed
the daily equivalent of the rate provided for
positions classified above grade GS-15 of the
General Schedule under section 5108 of such
title.

(B) To allow those individuals providing
such services, while away from their homes
or their regular places of business, travel ex-
penses (including per diem in lieu of subsist-
ence) as authorized by section 5703 of title 5,
United States Code, for persons in the Gov-
ernment service employed intermittently,
while so employed.

(11) To utilize the provisions of titles III,
IV, V, VII, VIII, IX, and X of the United
States Information and Educational Ex-
change Act of 1948 (22 U.S.C. 1431 et seq.), and
section 6 of Reorganization Plan Number 2 of
1977, as in effect on the day before the effec-
tive date of title XIII of the Foreign Affairs
Agencies Consolidation Act of 1998, to the ex-
tent the Board considers necessary to carry
out the provisions and purposes of this Act.

(12) To utilize the authorities of any other
statute, reorganization plan, executive
order, regulation, agreement, determination,
or other official document or proceeding
that had been available to the Director of
the United States Information Agency, the
International Broadcasting Bureau, or the
Board of the Broadcasting Board of Gov-
ernors before the date of the enactment of
this Act.

(13)(A) To provide for the payment of pri-
mary and secondary school expenses for de-
pendents of personnel stationed in the Com-
monwealth of the Northern Mariana Islands
(CNMI) at a cost not to exceed expenses au-
thorized by the Department of Defense for
such schooling for dependents of members of
the Armed Forces stationed in the Common-
wealth, if the Board determines that schools
available in the Commonwealth are unable
to provide adequately for the education of
the dependents of such personnel.

(B) To provide transportation for depend-
ents of such personnel between their places
of residence and those schools for which ex-
penses are provided under subparagraph (A),
if the Board determines that such schools
are not accessible by public means of trans-
portation.

(b) CONSULTATIONS.—The Chief Executive
Officer of the United States International
Communications Agency shall regularly con-
sult with the Chief Executive Officer of the
Freedom News Network and the Secretary of
State as described in sections 108 and 109.
SEC. 106. ROLE OF THE SECRETARY OF STATE.

To assist the Board of the United States
International Communications Agency in
carrying out its functions, the Secretary of
State shall provide to the Board information
in accordance with section 109(b), as well as
guidance on United States foreign policy and
public diplomacy priorities, as the Secretary
determines appropriate.

SEC. 107. ROLE OF THE INSPECTOR GENERAL.

(a) IN GENERAL.—The Inspector General of

the Department of State shall exercise the
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same authorities with respect to the United

States International Communications Agen-

cy and the Freedom News Network as the In-

spector General exercises with respect to the

Department.

(b) JOURNALIST INTEGRITY.—The Inspector
General of the Department of State shall re-
spect the journalistic integrity of all the
broadcasters covered by this Act and may
not evaluate the philosophical or political
perspectives reflected in the content of the
broadcasts of such broadcasters.

SEC. 108. ENHANCED COORDINATION BETWEEN
UNITED STATES INTERNATIONAL
COMMUNICATIONS AGENCY AND
THE FREEDOM NEWS NETWORK;
PROGRAM CONTENT SHARING;
GRANTEE INDEPENDENCE.

(a) MEETINGS.—The chair of the Board and
Chief Executive Officer of the United States
International Communications Agency shall
meet at least on a quarterly basis with the
chair and Chief Executive Officer, as identi-
fied in section 221, of the Freedom News Net-
work to discuss mutual issues of concern, in-
cluding the following:

(1) The strategic direction of their respec-
tive organizations, including target audi-
ences.

(2) Languages of information transmission.

(3) Prioritization of funding allocations.

(4) Areas for greater collaboration.

(5) Elimination of programming overlap.

(6) Efficiencies that can be realized
through best practices and lessons learned.

(7) Sharing of program content.

(b) INFORMATION SHARING.—The Chief Exec-
utive Officer of the United States Inter-
national Broadcasting Agency and the Chief
Executive Officer of the Freedom News Net-
work shall share all strategic planning docu-
ments, including the following:

(1) Results monitoring and evaluation.

(2) Annual planning documents.

(3) Audience surveys conducted.

(4) Budget formulation documents.

(c) PROGRAM CONTENT SHARING.—The
United States International Communica-
tions Agency and the Freedom News Net-
work shall make all original content avail-
able to each other through a shared platform
in accordance with section 112(a)(3).

(d) INDEPENDENCE OF FREEDOM NEWS NET-
WORK.—The United States International
Communications Agency, while conducting
management of the grant described in sec-
tion 110, shall avoid even the appearance of
involvement in daily operations, decisions,
and management of the Freedom News Net-
work, and ensure that the distinctions be-
tween the United States International Com-
munications Agency and Freedom News Net-
work remain in accordance with this Act.
SEC. 109. ENHANCED COORDINATION AMONG

THE UNITED STATES INTER-
NATIONAL COMMUNICATIONS AGEN-
CY, THE FREEDOM NEWS NETWORK,
AND THE DEPARTMENT OF STATE;
FREEDOM NEWS NETWORK INDE-
PENDENCE.

(a) COORDINATION MEETINGS.—The Chief
Executive Officer of the United States Inter-
national Communications Agency and the
Chief Executive Officer of the Freedom News
Network shall meet, at least on a quarterly
basis, with the Secretary of State to—

(1) review and evaluate broadcast activi-
ties;

(2) eliminate overlap of programming; and

(3) determine long-term strategies for
international broadcasting to ensure such
strategies are in accordance with the broad
foreign policy interests of the United States.

(b) STRATEGIC PLANNING DOCUMENTS.—The
Chief Executive Officer of the United States
International Communications Agency, the
Chief Executive Officer of the Freedom News
Network, and the Secretary of State shall
share all relevant unclassified strategic
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planning documents produced by the Agency,
the Freedom News Network, and the Depart-
ment of State.

(c) FREEDOM NEWS NETWORK INDEPEND-
ENCE.—The Department of State, while co-
ordinating with the Freedom News Network
in accordance with subsection (a), shall
avoid even the appearance of involvement in
the daily operations, decisions, and manage-
ment of the Freedom News Network.

SEC. 110. GRANTS TO THE FREEDOM NEWS NET-
WORK.

(a) IN GENERAL.—The Chief Executive Offi-
cer of the United States International Com-
munications Agency shall make grants to
RFE/RL, Incorporated, Radio Free Asia, or
the Middle East Broadcasting Networks, In-
corporated only after the Chief Executive Of-
ficer of the Agency and the Chief Executive
Officer of Freedom News Network certify to
the appropriate congressional committees
that the headquarters of the Freedom News
Network and its senior administrative and
managerial staff are in a location which en-
sures economy, operational effectiveness,
and accountability, and the following condi-
tions have been satisfied:

(1) RFE/RL, Incorporated, Radio Free Asia,
and the Middle East Broadcasting Networks,
Incorporated have submitted to the Chief Ex-
ecutive Officer of the United States Inter-
national Communications Agency a plan for
consolidation and reconstitution as de-
scribed in section 211 under the new cor-
porate name ‘‘Freedom News Network’ with
a single organizational structure and man-
agement framework, as described in section
221.

(2) The necessary steps towards the con-
solidation described in paragraph (1) have
been completed, including the selection of a
Board, Chair, and Chief Executive Officer for
the Freedom News Network, the establish-
ment of bylaws to govern the Freedom News
Network, and the filing of articles of incor-
poration.

(3) A plan for content sharing has been de-
veloped in accordance with section 112(a)(3).

(4) A strategic plan for programming im-
plementation has been developed in accord-
ance with section 222(c).

(b) REPORT.—Not later than 180 days after
the date of the enactment of this Act, the
Board of the United States International
Communications Agency shall submit to
Congress a report on the status of any grants
made to the Freedom News Network.

(c) ALTERNATIVE GRANTEE.—If the Chief
Executive Officer of the United States Inter-
national Communications Agency, after con-
sultation with the Board of the Agency and
the appropriate congressional committees,
determines at any time that the Freedom
News Network is not carrying out the mis-
sion described in section 212 and adhering to
the standards and principles described in sec-
tion 213 in an effective and economical man-
ner for which a grant has been awarded, the
Chief Executive Officer of the Agency, upon
approval of the Board, may award to another
entity the grant at issue to carry out such
functions after soliciting and considering ap-
plications from eligible entities in such man-
ner and accompanied by such information as
the Board may require.

(d) NoT A FEDERAL ENTITY.—Nothing in
this Act may be construed to make the Free-
dom News Network a Federal agency or in-
strumentality.

(e) AUTHORITY.—Grants authorized under
this section for the United States Inter-
national Communications Agency shall be
available to make annual grants to the Free-
dom News Network for the purpose of car-
rying out the mission described in section
212 and adhering to the standards and prin-
ciples described in section 213.

(f) GRANT AGREEMENT.—Grants authorized
under this section to the Freedom News Net-
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work by the Chief Executive Officer of the
United States International Communica-
tions Agency shall only be made in accord-
ance with a grant agreement. Such grant
agreement shall include the following provi-
sions:

(1) A grant shall be used only for activities
in accordance with carrying out the mission
described in section 212 and adhering to the
standards and principles described in section
213.

(2) The Freedom News Network shall com-
ply with the requirements of this section.

(3) Failure to comply with the require-
ments of this section may result in suspen-
sion or termination of a grant without fur-
ther obligation by the United States Inter-
national Communications Agency or the
United States.

(4) Use of broadcasting technology owned
and operated by the United States Inter-
national Communications Agency shall be
made available through an International Co-
operative Administrative Support Service
(ICASS) agreement or memorandum of un-
derstanding.

(5) The Freedom News Network shall, upon
request, provide to the Chief Executive Offi-
cer of the United States International Com-
munications Agency documentation which
details the expenditure of any grant funds.

(6) A grant may not be used to require the
Freedom News Network to comply with any
requirements other than the requirements
specified in this Act.

(7) A grant may not be used to allocate re-
sources within the Freedom News Network
in a manner that is inconsistent with the
Freedom News Network strategic plan de-
scribed in section 222(c).

(g) PROHIBITIONS ON THE USE OF GRANTS.—
Grants authorized under this section may
not be used for the following purposes:

(1)(A) Except as provided in subparagraph
(B) or (C), to pay any salary or other com-
pensation, or enter into any contract pro-
viding for the payment of salary or com-
pensation, in excess of the rates established
for comparable positions under title 5,
United States Code, or the foreign relations
laws of the United States, except that no em-
ployee may be paid a salary or other com-
pensation in excess of the rate of pay pay-
able for level II of the Executive Schedule
under section 5315 of such title.

(B) Salary and other compensation limita-
tions under subparagraph (A) shall not apply
with respect to any employee covered by a
union agreement requiring a salary or other
compensation in excess of such limitations
before the date of the enactment of this Act.

(C) Notwithstanding the limitations speci-
fied in subparagraph (A), grants authorized
under this section may be used by the Free-
dom News Network to pay up to six employ-
ees employed in the Washington, D.C. area,
salary or other compensation not to exceed
the rate of pay payable for level I of the Ex-
ecutive Schedule under section 5314 of title 5,
United States Code, except that such shall
not apply to the Chief Executive Officer of
the Freedom News Network in accordance
with section 221(d).

(2) For any activity intended to influence
the passage or defeat of legislation being
considered by Congress.

(3) To enter into a contract or obligation
to pay severance payments for voluntary
separation for employees hired after Decem-
ber 1, 1990, except as may be required by
United States law or the laws of the country
where such an employee is stationed.

(4) For first class travel for any employee
of the Freedom News Network, or the rel-
ative of any such employee.
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SEC. 111. OTHER PERSONNEL AND COMPENSA-
TION LIMITATIONS.

(a) IN GENERAL.—Subject to the organiza-
tional and personnel restrictions described
in subsection (c), the Chief Executive Officer
of the United States International Commu-
nications Agency shall have the discretion to
determine the distribution of all personnel
within the Agency, subject to the approval of
the Board of the Agency.

(b) LIMITATION ON COMPENSATION.—

(1) IN GENERAL.—No employee of the United
States International Communications Agen-
cy, other than the Chief Executive Officer or
Director of the Voice of America, shall be el-
igible to receive compensation at a rate in
excess of step 10 of GS-15 of the General
Schedule under section 5332 of title 5, United
States Code.

(2) EXCEPTION.—The limitation described in
paragraph (1) does not apply in the case of
members of the Board in accordance with
section 102(d) or affect the rights of employ-
ees covered under the Fair Labor Standards
Act of 1938.

(c) PROHIBITION ON CERTAIN NEW EMPLOY-
MENT.—

(1) IN GENERAL.—Beginning on the date of
the enactment of this Act and ending on the
date that is five years after such date, the
United States International Communica-
tions Agency may not fill any currently un-
filled full-time or part-time position com-
pensated at an annual rate of basic pay for
grade GS-14 or GS-15 of the General Schedule
under section 5332 of title 5, United States
Code, including any currently filled position
in which the incumbent resigns, retires, or
otherwise leaves such position during the
such five year period.

(2) WAIVER.—The Chief Executive Officer of
the United States International Communica-
tions Agency may waive the prohibition
specified in paragraph (1) if the position is
determined essential to the functioning of
the Agency and documented as such in the
report required under section 112(a), or nec-
essary for the acquisition of skills or knowl-
edge not sufficiently represented in the cur-
rent workforce of the Agency. The Chief Ex-
ecutive Officer of the Agency shall consult
with the appropriate congressional commit-
tees before issuing a waiver under this para-
graph.

(d) CONTINUATION OF FEDERAL STATUS.—
Nothing in this Act may be interpreted to
change the Federal status or rights of em-
ployees of the Voice of America or the Inter-
national Broadcasting Bureau by the con-
solidation and establishment of the United
States International Communications Agen-
cy.

SEC. 112. REPORTING REQUIREMENTS OF THE
UNITED STATES INTERNATIONAL
COMMUNICATIONS AGENCY.

(a) REORGANIZATION REPORT.—Not later
than 180 days after the date of the enactment
of this Act, the Chief Executive Officer of the
United States International Communica-
tions Agency shall submit to the appropriate
Congressional committees a report that in-
cludes the following:

(1) A plan to assess and provide rec-
ommendations on the appropriate size and
necessity of all current offices and positions
(also referred to as a ‘‘staffing pattern’)
within the Agency, including full-time em-
ployee positions rated at the Senior Execu-
tive Service (SES) level or at GS-14 or GS-15
on the General Schedule under section 5332
of title 5, United States Code. Such plan
shall include a detailed organizational struc-
ture that delineates lines of authority and
reporting between junior staff, management,
and leadership.

(2) A plan to consolidate the Voice of
America and the International Broadcasting
Bureau into a single Federal entity identi-
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fied as the ‘‘United States International
Communications Agency’’, and how the
structure and alignment of resources support
the fulfillment of the Agency’s mission and
standards and principles as described in sec-
tions 5 and 122.

(3) A plan for developing a platform to
share all programming content between the
United States International Communica-
tions Agency and the Freedom News Net-
work, including making available for dis-
tribution all programming content licensed
or produced by the Agency and the Freedom
News Network, and expanding the
functionality of the platforms already in ex-
istence, such as the web content manage-
ment system ‘‘Pangea’’.

(4) A joint plan written with the Chief Ex-
ecutive Officer of the Freedom News Net-
work to coordinate the transition of lan-
guage services between the United States
International Communications Agency and
the Freedom News Network in accordance
with sections 6, 123, 124, 212, and 214.

(b) CONTRACTING REPORT.—The Chief Exec-
utive Officer of the United States Inter-
national Communications Agency shall an-
nually submit to the appropriate congres-
sional committees a report on the Agency’s
compliance with the Federal Acquisition
Regulation (the “FAR’) and the Anti-Defi-
ciency Act, including a review of contracts
awarded on a non-competitive basis, compli-
ance with the FAR requirement for publi-
cizing contract actions, the use of any per-
sonal service contracts without explicit stat-
utory authority, and processes for contract
oversight in compliance with the FAR.

(¢) LISTENERSHIP REPORT.—The Chief Exec-
utive Officer of the United States Inter-
national Communications Agency shall an-
nually submit to the appropriate congres-
sional committees a report that details the
transmission capacities, market penetration,
and audience listenership of all mediums of
international communication deployed by
the United States International Communica-
tions Agency, including a plan for how tar-
get audiences can be reached if the first me-
dium of delivery is unavailable.

(d) GAO REPORT.—Every five years after
the date of the enactment of this Act, the
Comptroller General of the United States
shall submit to the appropriate congres-
sional committees a report that reviews the
effectiveness of content sharing between the
United States International Communica-
tions Agency and the Freedom News Net-
work and makes recommendations on how
content sharing can be improved.

(e) LANGUAGE REPORT.—Not later than one
year after the date of the enactment of this
Act, the Chief Executive Officer of the
United States International Communica-
tions Agency and the Chief Executive Officer
of the Freedom News Network shall submit
to the appropriate congressional committees
a joint report detailing—

(1) information outlining the criteria and
analysis used to determine broadcast recipi-
ent countries and regions; and

(2) an initial list of broadcast countries
and regions.

Subtitle B—The Voice of America
SEC. 121. SENSE OF CONGRESS.

It is the sense of Congress that—

(1) the Voice of America has been an indis-
pensable element of United States foreign
policy and public diplomacy efforts since
1942, and should remain the flagship brand of
the United States International Communica-
tions Agency;

(2) the Voice of America has been a reliable
source of accurate, objective, and com-
prehensive news and related programming
and content for the millions of people around
the world who cannot obtain such news and
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related programming and content from in-
digenous media outlets;

(3) the Voice of America’s success over
more than seven decades has created valu-
able brand identity and international rec-
ognition that justifies the maintenance of
the Voice of America;

(4) the Voice of America’s public diplo-
macy mission remains essential to broader
United States Government efforts to commu-
nicate with foreign populations; and

(5) despite its tremendous historical suc-
cess, the Voice of America would benefit sub-
stantially from a recalibration of Federal
international broadcasting agencies and re-
sources, which would provide the Voice of
America with greater mission focus and
flexibility in the deployment of news, pro-
gramming, and content.

SEC. 122. PRINCIPLES OF THE VOICE OF AMER-
ICA.

The Voice of America shall adhere to the
following principles in the course of ful-
filling its duties and responsibilities:

(1) Serving as a consistently reliable and
authoritative source of news on the United
States, its policies, its people, and the inter-
national developments that affect the United
States.

(2) Providing accurate, objective, and com-
prehensive information, with the under-
standing that these three values provide
credibility among global news audiences.

(3) Presenting the official policies of the
United States, and related discussions and
opinions about those policies, clearly and ef-
fectively.

(4) Representing the whole of the United
States, and shall accordingly work to
produce programming and content that pre-
sents a balanced and comprehensive projec-
tion of the diversity of thought and institu-
tions of the United States.

SEC. 123. DUTIES AND RESPONSIBILITIES OF THE
VOICE OF AMERICA.

The Voice of America shall have the fol-
lowing duties and responsibilities:

(1) Producing accurate, objective, and com-
prehensive news and related programming
that is consistent with and promotes the
broad foreign policies of the United States.

(2) Producing news and related program-
ming and content that accurately represents
the diversity of thoughts and institutions of
the United States as a whole.

(3) Presenting the law and policies of the
United States clearly and effectively.

(4) Promoting the civil and responsible ex-
change of information and differences of
opinion regarding policies, issues, and cur-
rent events.

(5) Making all of its produced news and re-
lated programming and content available to
the Freedom News Network for use and dis-
tribution.

(6) Producing or otherwise allowing edi-
torials, commentary, and programming, in
consultation with the Department of State,
that present the official views of the United
States Government and its officials.

(7) Maximizing foreign national informa-
tion access through both the use of existing
broadcasting tools and resources and the de-
velopment and dissemination of circumven-
tion technology.

(8) Providing training and technical sup-
port for independent indigenous media and
journalist enterprises in order to facilitate
or enhance independent media environments
and outlets abroad.

(9) Reaching identified foreign audiences in
local languages and dialects when possible,
particularly when such audiences form a dis-
tinct ethnic, cultural, or religious group
within a country critical to United States
national security interests.

(10) Being capable of providing a broad-
casting surge capacity under circumstances
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where overseas disasters, crises, or other

events require increased or heightened inter-

national public diplomacy engagement.

SEC. 124. LIMITATION ON VOICE OF AMERICA
NEWS, PROGRAMMING, AND CON-
TENT; EXCEPTION FOR BROAD-
CASTING TO CUBA.

(a) IN GENERAL.—Except as provided in
subsection (b), the Voice of America shall be
limited to providing reporting in accordance
with the principles specified in section 122.
Nothing in this section may preclude the
Voice of America from broadcasting pro-
gramming content produced by the Freedom
News Network.

(b) EXCEPTION FOR BROADCASTING TO
CuBA.—Radio Marti and Television Marti,
which constitute the Office of Cuba Broad-
casting, shall continue programming and
content production consistent with the mis-
sion and activities as described in the Radio
Broadcasting to Cuba Act (Public Law 98-
111) and the Television Broadcasting to Cuba
Act (Public Law 101-246), and continue exist-
ing within the Voice of America of the
United States International Communica-
tions Agency, established in section 101.

SEC. 125. DIRECTOR OF VOICE OF AMERICA.

(a) ESTABLISHMENT.—There shall be a Di-
rector of the Voice of America, who shall be
responsible for executing the duties and re-
sponsibilities of the Voice of America de-
scribed in subsection (b).

(b) DUTIES AND RESPONSIBILITIES.—The Di-
rector of the Voice of America shall, subject
to the final approval of the Chief Executive
Officer of the United States International
Communications Agency carry out the fol-
lowing duties and responsibilities:

(1) Determine the organizational structure
of, and personnel allocation or relocation
within, the Voice of America, subject to sec-
tion 105.

(2) Make recommendations to the Chief Ex-
ecutive Officer of the United States Inter-
national Communications Agency regarding
the production, development, and termi-
nation of Voice of America news program-
ming and content.

(3) Make recommendations to the Chief Ex-
ecutive Officer of the United States Inter-
national Communications Agency about the
establishment, termination, prioritization,
and adjustments of language services uti-
lized by the Voice of America to reach its
international audience.

(4) Allocate funding and material resources
under the jurisdiction of the Voice of Amer-
ica for the furtherance of the other duties
and responsibilities established under this
subsection.

(56) Oversee the daily operations of the
Voice of America, including programming
content.

(c) APPOINTMENT AND QUALIFICATIONS OF
DIRECTOR.—

(1) IN GENERAL.—The position of Director
of the Voice of America shall be filled by a
person who shall serve at the pleasure of the
Chief Executive Officer of the United States
International Communications Agency.

(2) ELIGIBILITY.—To be eligible to be ap-
pointed Director of the Voice of America, a
person shall have at least two of the fol-
lowing qualifications:

(A) Prior, extensive experience managing
or operating a private-sector media or jour-
nalist enterprise.

(B) Prior, extensive experience managing
or operating a large organization.

(C) Prior, extensive experience engaged in
mass media or journalist program develop-
ment, including the development of cir-
cumvention technologies.

(D) Prior, extensive experience engaged in
international journalism or other related ac-
tivities, including the training of inter-
national journalists and the promotion of
democratic institutional reforms abroad.
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(3) COMPENSATION.—Any Director who is
hired after the date of the enactment of this
Act shall be entitled to receive compensa-
tion at a rate equal to the annual rate of
basic pay for level III of the Executive
Schedule under section 5315 of title 5, United
States Code.

Subtitle C—General Provisions
SEC. 131. FEDERAL AGENCY COORDINATION IN
SUPPORT OF UNITED STATES PUB-
LIC DIPLOMACY.

(a) IN GENERAL.—The Board of the United
States International Communications Agen-
cy and the Freedom News Network shall con-
duct periodic, unclassified consultations
with the Department of State, the United
States Agency for International Develop-
ment, the Department of Defense, and the
Office of the Director of National Intel-
ligence, for the purpose of assessing the fol-
lowing:

(1) Progress toward democratization, the
development of free and independent media
outlets, and the free flow of information in
countries that receive programming and con-
tent from the United States International
Communications Agency and the Freedom
News Network.

(2) Foreign languages that have increased
or decreased in strategic importance, and the
factors supporting such assessments.

(3) Any other international developments,
including developments with regional or
country-specific significance, that might be
of value in assisting the United States Inter-
national Communications Agency and the
Freedom News Network in the development
of their programming and content.

(b) GUIDANCE.—The Board of the United
States International Communications Agen-
cy shall use the unclassified consultations
required under subsection (a) as guidance for
its distribution and calibration of Federal re-
sources in support of United States public di-
plomacy.

SEC. 132. FEDERAL AGENCY ASSISTANCE AND CO-
ORDINATION WITH THE UNITED
STATES INTERNATIONAL COMMU-
NICATIONS AGENCY AND THE FREE-
DOM NEWS NETWORK DURING
INTERNATIONAL BROADCAST
SURGES.

(a) IN GENERAL.—Subject to a formal re-
quest from the Chair of the Board of the
United States International Communica-
tions Agency, Federal agency heads shall as-
sist and coordinate with the Agency to fa-
cilitate a temporary broadcasting surge or
enhance transmission capacity for such a
temporary broadcasting surge for the Agen-
cy, the Freedom News Network, or both.

(b) AcTIONS.—In accordance with sub-
section (a), Federal agency heads shall assist
or coordinate with the United States Inter-
national Communications Agency by—

(1) supplying or facilitating access to, or
use of—

(A) TUnited States Government-owned
transmission capacity, including the use of
transmission facilities, equipment, re-
sources, and personnel; and

(B) other non-transmission-related United
States Government-owned facilities, equip-
ment, resources, and personnel;

(2) communicating and coordinating with
foreign host governments on behalf of, or in
conjunction with, the Agency or the Free-
dom News Network;

(3) providing, or assisting in the obtaining
of, in-country security services for the safety
and protection of Agency or Freedom News
Network personnel; and

(4) providing or facilitating access to any
other United States Government-owned re-
sources.

(¢) PROHIBITION.—Notwithstanding any
other provision of law, neither Federal agen-
cy heads nor their agencies shall receive any
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reimbursement or compensatory appropria-

tions for complying with implementing this

section.

SEC. 133. FREEDOM NEWS NETWORK RIGHT OF
FIRST REFUSAL IN INSTANCES OF
FEDERAL DISPOSAL OF RADIO OR
TELEVISION BROADCAST TRANS-
MISSION FACILITIES OR EQUIP-
MENT.

(a) IN GENERAL.—Notwithstanding any
other provision of law, it shall be the policy
of the United States International Commu-
nications Agency to, in the event it intends
to dispose of any radio or television broad-
cast transmission facilities or equipment,
provide the Freedom News Network with the
right of first refusal with respect to the ac-
quisition of such facilities and equipment.

(b) TRANSFER AND DISPOSAL.—Pursuant to
subsection (a)—

(1) in the event the Freedom News Network
is willing to accept the facilities and equip-
ment referred to in such subsection, the
United States International Communica-
tions Agency shall transfer to the Freedom
News Network such facilities and equipment
at no cost to the Freedom News Network; or

(2) in the event the Freedom News Network
opts to not accept such facilities and equip-
ment, the United States International Com-
munications Agency may sell such facilities
and equipment at market price, and retain
any revenue from such sales.

(c) RULES REGARDING CERTAIN FUNDS.—
Pursuant to subsections (b) and (c¢), any reve-
nues that the United States International
Communications Agency shall derive from
such sales shall be used entirely for the pur-
poses or research, development, and deploy-
ment of innovative broadcasting or -cir-
cumvention technology.

SEC. 134. REPEAL OF THE UNITED STATES INTER-
NATIONAL BROADCASTING ACT OF
1994.

The United States International Broad-
casting Act of 1994 (22 U.S.C. 6201 et seq.;
title III of Public Law 103-236) is repealed
(and the items relating to title III in the
table of contents of such Public Law are
struck).

SEC. 135. EFFECTIVE DATE.

This title shall take effect on the date that
is 180 days after the date of the enactment of
this Act.

TITLE II—THE FREEDOM NEWS NETWORK
SEC. 201. SENSE OF CONGRESS.

It is the sense of Congress that RFE/RL,
Incorporated, Radio Free Asia, and the Mid-
dle East Broadcasting Networks, Incor-
porated share a common mission with dis-
tinct geographic foci, and should therefore
be merged into a single organization, with
distinct marketing brands to provide the
news and related programming and content
in countries where free media are not estab-
lished.

Subtitle A—Consolidation of Existing
Grantee Organizations
SEC. 211. FORMATION OF THE FREEDOM NEWS
NETWORK FROM EXISTING GRANT-
EES.

(a) IN GENERAL.—When the conditions spec-
ified in section 110 are satisfied, the Freedom
News Network, comprised of the consolida-
tion of RFE/RL Incorporated, Radio Free
Asia, and the Middle East Broadcasting Net-
works, Incorporated, shall exist to carry out
all international broadcasting activities sup-
ported by the United States Government, in
accordance with sections 212 and 213.

(b) MAINTENANCE OF THE EXISTING INDI-
VIDUAL GRANTEE BRANDS.—RFE/RL, Incor-
porated, Radio Free Asia, and the Middle
East Broadcasting Networks, Incorporated
shall remain brand names under which news
and related programming and content may
be disseminated by the Freedom News Net-
work. Additional brands may be created as
necessary.
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SEC. 212. MISSION OF THE FREEDOM NEWS NET-
WORK.

The Freedom News Network established
under section 211 shall—

(1) provide uncensored local and regional
news and analysis to people in societies
where a robust, indigenous, independent, and
free media does not exist;

(2) strengthen civil societies by promoting
democratic values and promoting equality
and the rights of the individual, including
for marginalized groups, such as women and
minorities;

(3) help countries improve their indigenous
capacity to enhance media professionalism
and independence, and develop partnerships
with local media outlets, as appropriate; and

(4) promote access to uncensored sources of
information, especially via the internet, and
use all effective and efficient mediums of
communication to reach target audiences.
SEC. 213. STANDARDS AND PRINCIPLES OF THE

FREEDOM NEWS NETWORK.

The broadcasting of the Freedom News
Network shall—

(1) be consistent with the broad foreign
policy objectives of the United States;

(2) be consistent with the international
telecommunications policies and treaty obli-
gations of the United States;

(3) be conducted in accordance with the
highest professional standards of broadcast
journalism;

(4) be based on reliable information about
its potential audience;

(5) be designed so as to effectively reach a
significant audience; and

(6) prioritize programming to populations
in countries without independent indigenous
media outlets.

Subtitle B—Organization of the Freedom
News Network
SEC. 221. GOVERNANCE OF THE FREEDOM NEWS
NETWORK.

(a) BOARD OF THE FREEDOM NEWS NET-
WORK.—A board shall oversee the Freedom
News Network and consist of nine individ-
uals with a demonstrated background in
media or the promotion of democracy and
experience in measuring media impact.

(b) COMPOSITION OF FIRST BOARD OF THE
FREEDOM NEWS NETWORK.—Not later than 90
days after the date of the enactment of this
Act, the Presidents of RFE/RL Incorporated,
Radio Free Asia, and the Middle East Broad-
casting Networks shall—

(1) identify, in consultation with the ap-
propriate congressional committees, can-
didates for the first board of the Freedom
News Network;

(2) direct the appointment of board mem-
bers; and

(3) select the first chair of the board of the
Freedom News Network.

(c) CONGRESSIONAL CONSULTATION REGARD-
ING THE FIRST BOARD OF THE FREEDOM NEWS
NETWORK.—The individuals appointed pursu-
ant to subsection (b) shall serve as members
of the first board of the Freedom News Net-
work unless a joint resolution of disapproval
is enacted.

(d) OPERATIONS OF THE FIRST BOARD OF THE
FREEDOM NEWS NETWORK.—

(1) IN GENERAL.—The board of the Freedom
News Network shall have nine members
charged with the sole responsibility to oper-
ate the Freedom News Network within the
legal jurisdiction of its state of incorpora-
tion. The board of the Freedom New Network
shall exercise due diligence, and execute its
fiduciary duties to the corporation without
conflict of interests and consistent with sec-
tion 212. At no time may the United States
International Communications Agency add
requirements to a grant agreement with the
Freedom News Network that could be con-
strued as inappropriate supervision, over-
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sight, or management under chapter 63 of
title 31, United States Code. Nothing in this
title may be construed to make the Freedom
News Network an agency, establishment, or
instrumentality of the United States Gov-
ernment, or to make the members of the
board of Freedom News Network, or the offi-
cers or employees of Freedom News Network,
officers of employees of the United States
Government.

(2) BYLAWS.—The first board of the Free-
dom News Network shall write the bylaws of
the organization.

(3) OVERSIGHT.—The Freedom News Net-
work shall be subject to the appropriate
oversight procedures of Congress.

(4) TERM LIMITS.—The board members of
the first board of the Freedom News Network
may not serve more than a three-year term,
and shall be replaced in accordance with the
bylaws referred to in paragraph (2) and the
succession process described in paragraph (5).

() SUCCESSION OF BOARD MEMBERS.—The
board members of the first board of the Free-
dom News Network and all subsequent
boards shall fill vacancies on the board due
to death, resignation, removal, or term expi-
ration through an election process described
in the bylaws referred to in paragraph (2) and
in accordance with the principle of a ‘‘self-
replenishing’’ body.

(6) SELECTION OF BOARD MEMBERS.—The
board members of the Freedom News Net-
work may not be current employees or offi-
cers of RFE/RL Incorporated, Radio Free
Asia, the Middle East Broadcasting Net-
works, or the United States International
Communications Agency.

(e) COMPENSATION OF BOARD AND OFFICERS
OF THE FREEDOM NEWS NETWORK.—Members
of the board of the Freedom News Network
may not receive any fee, salary, or remu-
neration of any kind for their service as
members, except that such members may be
reimbursed for reasonable expenses, such as
board-related travel, incurred with approval
of the board upon presentation of vouchers.
No officers of the Freedom News Network,
other than the Chief Executive Officer, shall
be eligible to receive compensation at a rate
in excess of the annual rate of basic pay for
level IT on the Executive Schedule under sec-
tion 5315 of title 5, United States Code.

(f) ABOLISHMENT OF EXISTING BOARDS.—The
boards of directors of RFE/RL, Incorporated,
Radio Free Asia, and the Middle East Broad-
casting Networks, Incorporated in existence
on the day before the date of the enactment
of this Act shall be abolished on the date of
the first official meeting of the first board of
the Freedom News Network.

(g) CHIEF EXECUTIVE OFFICER.—The Chief
Executive Officer of the Freedom News Net-
work shall serve at the pleasure of the board
of the Freedom News Network, and be re-
sponsible for the day-to-day management
and operations of the Freedom News Net-
work, including the selection of individuals
for management positions, ensuring compli-
ance with all applicable rules, regulations,
laws, and circulars, providing strategic vi-
sion for the execution of its mission as speci-
fied in section 212, and carrying out such
other responsibilities as set forth in the laws
of the State of its incorporation.

(h) PLAN FOR CONSOLIDATION OF EXISTING
INDIVIDUAL GRANTEES.—

(1) IN GENERAL.—Not later than 180 days
after the date of the first official meeting of
the first board of the Freedom News Net-
work, the chair of the board of the Freedom
News Network shall submit a report to, and
consult with, the appropriate congressional
committees on the plan to consolidate RFE/
RL, Incorporated, Radio Free Asia, and the
Middle East Broadcasting Networks, Incor-
porated into a single non-Federal grantee or-
ganization.
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(2) COMPONENTS.—The consolidation plan
referred to in paragraph (1) shall include the
following components:

(A) The location and distribution of em-
ployees, including administrative, manage-
rial, and technical staff, of the Freedom
News Network that will be located within
and outside the metropolitan area of Wash-
ington, D.C.

(B) An organizational chart identifying the
managerial and supervisory lines of author-
ity among all employees of the Freedom
News Network, including the members of the
board and chair.

(3) TIME FOR IMPLEMENTATION.—Not later
than three years after the date of the enact-
ment of this Act, the chair of the board of
the Freedom News Network shall fully im-
plement the consolidation plan referred to in
paragraph (1) after consultation with the ap-
propriate congressional committees.

(4) REPORT.—Not later than five years after
the date on which initial funding is provided
for the purpose of operating the Freedom
News Network, the chair of the board of the
Freedom News Network shall submit to the
appropriate congressional committees a re-
port that details the following:

(A) Whether the Freedom News Network is
technically sound and cost-effective.

(B) Whether the Freedom News Network
consistently meets the standards for quality
and impact established by this title.

(C) Whether the Freedom News Network is
receiving a sufficient audience to warrant its
continued operation.

(D) The extent to which the Freedom News
Network’s programming and content is al-
ready being received by the target audience
from other credible indigenous or external
sources.

(E) The extent to which the broad foreign
policy and national security interests of the
United States are being served by maintain-
ing operations of the Freedom News Net-
work.

SEC. 222. BUDGET OF THE FREEDOM NEWS NET-
WORK.

(a) IN GENERAL.—The annual budget of the
Freedom News Network shall consist of the
following:

(1) A grant described in section 110, con-
sisting of the total grants to RFE/RL, Incor-
porated, Radio Free Asia, and the Middle
East Broadcasting Networks, Incorporated
before the date of the enactment of this Act.

(2) Any grants or transfers from other Fed-
eral agencies.

(3) Other funds described in subsection (b).

(b) OTHER SOURCES OF FUNDING.—The Free-
dom News Network may, to the extent au-
thorized by its board and in accordance with
applicable laws and the mission of the Free-
dom News Network under section 212 and eli-
gible broadcast areas under section 6, collect
and utilize non-Federal funds, except that
the Freedom News Network may not accept
funds from the following:

(1) Any foreign governments or foreign
government officials.

(2) Any agents, representatives, or surro-
gates of any foreign government or foreign
government official.

(3) Any foreign-owned corporations or any
subsidiaries of any foreign-owned corpora-
tion, regardless of whether such subsidiary is
United States-owned.

(4) Any foreign national or individual who
is not either a citizen or a legal permanent
resident of the United States.

(c) ANNUAL STRATEGIC PLAN OF THE FREE-
DOM NEWS NETWORK.—The Freedom News
Network shall submit to the appropriate
congressional committees and the United
States International Communications Agen-
cy an annual strategic plan to satisfy the re-
quirements specified in section 110. Each
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such strategic plan shall outline the fol-
lowing:

(1) The strategic goals and objectives of
the Freedom News Network for the upcom-
ing fiscal year.

(2) The alignment of the Freedom News
Network’s resources with the strategic goals
and objectives referred to in paragraph (1).

(3) Clear benchmarks that establish the
progress made towards achieving the stra-
tegic goals and objectives referred to in
paragraph (1).

(4) A plan to monitor and evaluate the suc-
cess of the Freedom News Network’s broad-
casting efforts.

(5) A reflective analysis on the activities
on the past fiscal year.

(6) Any changes to facility leases, con-
tracts, or ownership that would result in the
relocation of staff or personnel.

(d) SENSE OF CONGRESS.—It is the sense of
Congress that administrative and manage-
rial costs for operation of the Freedom News
Network should be kept to a minimum and,
to the maximum extent feasible, should not
exceed the costs that would have been in-
curred if RFE/RL, Incorporated, Radio Free
Asia, and the Middle East Broadcasting Net-
works, Incorporated had been operated as
independent grantees or as a Federal entity
within the Voice of America.

SEC. 223. ASSISTANCE FROM OTHER GOVERN-
MENT AGENCIES.

(a) SURPLUS PROPERTIES.—In order to as-
sist the Freedom News Network in carrying
out the provisions of this title, any agency
or instrumentality of the United States may
sell, loan, lease, or grant property (including
interests therein) to the Freedom News Net-
work as necessary.

(b) FACILITIES AND BROADCASTING INFRA-
STRUCTURE.—The United States Inter-
national Communications Agency and the
Freedom News Network shall negotiate an
International Cooperative Administrative
Support Service (ICASS) agreement or
memorandum of understanding permitting
the continued use of technological infra-
structure for broadcasting and information
dissemination, except that the Freedom
News Network may choose to procure such
services through negotiated contracts with
private-sector providers.

SEC. 224. REPORTS BY THE OFFICE OF THE IN-
SPECTOR GENERAL OF THE DE-
PARTMENT OF STATE; AUDITS BY
GAO.

(a) IG REPORTS.—The Inspector General of
the Department of State shall, as appro-
priate, submit to the appropriate congres-
sional committees reports on management
practices of the Freedom News Network, in-
cluding financial reports on unobligated bal-
ances.

(b) GAO AUDITS.—

(1) IN GENERAL.—Financial transactions of
the Freedom News Network, as such relate
to functions carried out under this Act, may
be audited by the Government Account-
ability Office in accordance with such prin-
ciples and procedures and under such rules
and regulations as may be prescribed by the
Comptroller General of the United States.
Any such audit shall be conducted at the
place or places where accounts of the Free-
dom News Network are normally kept.

(2) Access.—Representatives of the Gov-
ernment Accountability Office shall have ac-
cess to all books, accounts, records, reports,
files, papers, and property belonging to or in
use by the Freedom News Network per-
taining to the financial transactions referred
to in paragraph (1) and necessary to facili-
tate an audit in accordance with such para-
graph. All such books, accounts, records, re-
ports, files, papers, and property of the Free-
dom News Network shall remain in the pos-
session and custody of the Freedom News
Network.
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(c) TRANSFER OF FUNDS.—Notwithstanding
any other provision of law, one percent of
the funds made available by the United
States International Communications Agen-
cy shall be transferred to the Inspector Gen-
eral of the Department of State to cover the
expenses of carrying out the activities of the
Inspector General under this section.

SEC. 225. AMENDMENTS TO THE UNITED STATES
INFORMATION AND EDUCATIONAL
EXCHANGE ACT OF 1948.

The United States Information and Edu-
cational Exchange Act of 1948 is amended—

(1) in title V (22 U.S.C. 1461 et seq.), by
striking ‘‘Broadcasting Board of Governors’
and inserting ‘‘United States International
Communications Agency’ each place it ap-
pears;

(2) by amending paragraph (1) of section
501(b) (22 U.S.C. 1461(b)) to read as follows:

‘(1) Except as provided in paragraph (2),
the Secretary and the United States Inter-
national Communications Agency may, upon
request and reimbursement of the reasonable
costs incurred in fulfilling such a request,
make available, in the United States, motion
pictures, films, video, audio, and other mate-
rials disseminated abroad pursuant to this
Act. Any reimbursement pursuant to this
paragraph shall be credited to the applicable
appropriation account of the Department of
State or the United States International
Communications Agency, as appropriate.
The Secretary and the United States Inter-
national Communications Agency shall issue
necessary regulations.’’;

(3) by repealing sections 504 and 505 (22
U.S.C. 1464 and 1464a);

(4) by redesignating section 506 (22 U.S.C.
1464b) as section 504;

(5) in section 504, as so redesignated, in
subsection (c¢), in the matter preceding para-
graph (1), by striking ‘‘Board’ each place it
appears and inserting ‘‘Agency’’;

(6) in clause (iii) of section 604(d)(1)(A) (22
U.S.C. 1469(d)(1)(A)), by striking ‘‘Broad-
casting Board of Governors’” and inserting
“United States International Communica-
tions Agency’’;

(7) in paragraph (3) of section 801 (22 U.S.C.
1471), by striking ‘“Director of the United
States Information Agency’ and inserting
‘“‘Chief Executive Officer of the United States
International Communications Agency’’;

(8) in subsection (b) of section 802 (22 U.S.C.
1472)—

(A) in paragraph (1)(B), by striking ‘‘Direc-
tor of the United States Information Agen-
cy’”’ and inserting ‘‘Chief Executive Officer of
the United States International Communica-
tions Agency’’; and

(B) in paragraph (4)(A), by striking ‘‘Broad-
casting Board of Governors’” and inserting
‘“United States International Communica-
tions Agency’’; and

(9) in paragraph (1) of section 804 (22 U.S.C.
1474), by striking ‘‘Director of the United
States Information Agency’ and inserting
‘“‘Chief Executive Officer of the United States
International Communications Agency’’;

(10) in section 810(b) (22 U.S.C. 1475e(b))—

(A) in the matter preceding paragraph (1),
by striking ‘‘United States Information
Agency’”’ and inserting ‘‘United States Inter-
national Communications Agency’’; and

(B) in paragraph (4), by striking ‘Inter-
national Broadcasting Bureau’ and inserting
“United States International Communica-
tions Agency’’; and

(11) in subsection (a) of section 1011 (22
U.S.C. 1442), by striking ‘‘Director of the
United States Information Agency’ and in-
serting ‘‘Chief Executive Officer of the
United States International Communica-
tions Agency”’.
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TITLE III—MISCELLANEOUS PROVISIONS
SEC. 301. PRESERVATION OF UNITED STATES NA-
TIONAL SECURITY OBJECTIVES.

The Chief Executive Officer of the United
States International Communications Agen-
cy and the Chief Executive Officer of the
Freedom News Network shall each establish
procedures to vet and monitor employees of
each such agency for affiliations to terrorist
organizations, foreign governments, or
agents of foreign governments to protect
against espionage, sabotage, foreign propa-
ganda messaging, and other subversive ac-
tivities that undermine United States na-
tional security objectives.

SEC. 302. REQUIREMENT FOR AUTHORIZATION
OF APPROPRIATIONS.

(a) LIMITATION ON OBLIGATION AND EXPENDI-
TURE OF FUNDS.—Notwithstanding any other
provision of law, for the fiscal year 2015 and
for each subsequent fiscal year, any funds
appropriated for the purposes of broad-
casting subject to supervision of the Board of
the United States International Communica-
tions Agency shall not be available for obli-
gation or expenditure—

(1) unless such funds are appropriated pur-
suant to an authorization of appropriations;
or

(2) in excess of the authorized level of ap-
propriations.

(b) SUBSEQUENT AUTHORIZATION.—The limi-
tation under subsection (a) of this section
shall not apply to the extent that an author-
ization of appropriations is enacted after
such funds are appropriated.

(c) APPLICATION.—The provisions of this
section—

(1) may not be superseded, except by a pro-
vision of law which specifically repeals,
modifies, or supersedes the provisions of this
section; and

(2) shall not apply to, or affect in any man-
ner, permanent appropriations, trust funds,
and other similar accounts which are author-
ized by law and administered under or pursu-
ant to this Act.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
California (Mr. ROYCE) and the gen-
tleman from Virginia (Mr. CONNOLLY)
each will control 20 minutes.

The Chair recognizes the gentleman
from California.

GENERAL LEAVE

Mr. ROYCE. Mr. Speaker, I ask unan-
imous consent that Members may have
5 legislative days to revise and extend
their remarks and include extraneous
material in the RECORD.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from California?

There was no objection.

Mr. ROYCE. Mr. Speaker, I yield my-
self such time as I may consume.

Mr. Speaker, the world has been
watching eastern Ukraine following
the downing of a civilian passenger
plane by Russian-backed separatists.
We have watched as families have
grieved. We have watched as thugs
have blocked access to the crash site.

I say ‘‘thugs” because a lot of these
individuals are recruited in the Rus-
sian-speaking world on these social
Web sites and, frankly, every mal-
content, every skinhead that they
could enlist in this cause has been
given a weapon, and their behavior, as
we have watched on television, is real-
ly unconscionable.
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What isn’t so well known is the infor-
mation battle that is being waged and
that we are losing. We are losing on
this front in the information war.

0 1545

Listen to what The Economist maga-
zine says: ‘‘Russia has again become a
place in which truth and falsehood are
no longer distinct, and facts are put
into the service of the government. Mr.
Putin sets himself up as a patriot, but
he is a threat—to international norms,
to his neighbors, and to the Russians,
themselves, who are intoxicated by his
hysterical brand of anti-Western propa-
ganda.”

That analysis followed Russia’s lat-
est lie, that Malaysian Airlines Flight
17 was shot down by the Ukrainian
military.

Look, I was in eastern Ukraine. I had
an opportunity to talk to many Rus-
sian-speaking UKkrainians. I will tell
you what they shared with me—and
this was whether they were civil rights
groups, the local governor
Dnepropetrovsk, minority groups,
women’s groups, the Jewish commu-
nity there, which is a very vibrant
community; they all share the same
concern.

They felt that this crisis was being
engineered by President Vladimir
Putin and that he was sending in and
recruiting malcontents and trying to
create a crisis. And they felt that the
reason he was doing it was to try to
break off eastern Ukraine to become
part of Russia. And they resisted this.
They felt it was very important that
elections go forward.

Now you have a new government in
Ukraine that is trying to push a peace
plan and, instead, you have got the
propaganda every night. And the ques-
tion is, who is going to offset that
propaganda? Our best weapon in this
information battle, the Broadcasting
Board of Governors, the BBG, is totally
defunct.

This is not just my observation.
Former Secretary of State Hillary
Clinton and others have observed that
that is the world we live in now. We
have known this for years, based on re-
port after report from the Government
Accountability Office and the Office of
the Inspector General.

This has real consequences. One
newspaper rightly noted: ‘“The BBG
has greatly diminished America’s ca-
pacity to fight the Putin propaganda
machine.” If we don’t put the truth out
there, if we don’t put our reality out
there, if there isn’t a surrogate free
radio and television for people to listen
to, all they are going to hear is the
conspiratorial note of propaganda.

Former BBG governors, Voice of
America directors, staff, and those that
follow international broadcasting have
repeatedly called on Congress to step
up and reform the BBG. We must act
with urgency.

Yes, Russia’s propaganda machine is
saturating the airwaves with false in-
formation designed to incite violence,
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designed to stoke sectarian fears and
create a pretext for Russian military
engagement in Ukraine.

But I will share with you that, in the
Middle East, Hezbollah’s television sta-
tion, Al-Manar, continues to broadcast
lies and propaganda and incitement de-
signed to destabilize the region and
build support for a terror war on Israel
and on democracy there.

China’s CCTV now broadcasts to over
100 countries and recently established
its new Africa bureau in Nairobi,
Kenya.

You know, there was a time when the
U.S. dominated the international air-
waves. Now we are a voice among
many, but that voice is really on the
defensive and, in many places, is no
longer heard.

Our competitors highlight our
failings. They minimize our successes.
They are working 24/7 to discredit
America in a well-orchestrated game of
chess, and we have a part-time broad-
casting board.

This legislation, the United States
International Communications Reform
Act of 2014, is a bipartisan effort to re-
form the BBG and make it more effec-
tive and efficient in efforts to confront
this propaganda. The legislation cuts
the bureaucracy so that more funding
is spent fighting foreign propaganda in-
stead of paying inflated salaries in
Washington. The bill brings account-
ability to our international broad-
casters, installing a full-time CEO em-
powered to make decisions. The cur-
rent dysfunctional board of nine part-
time Presidential appointees is reduced
to an appropriate advisory capacity.

The Voice of America is, once again,
an integral part of foreign policy, with
a mission that makes clear that all
three parts of the charter must be em-
phasized. Radio Free Europe, Radio
Free Asia, and the Middle East Broad-
casting Network—the so-called ‘‘surro-
gates’’—have a different mission; that
is, to provide uncensored local news
and information to people in closed so-
cieties and to be ‘“‘a megaphone for in-
ternal advocates of freedom.” Whether
it is in Iran, North Korea, or elsewhere,
our surrogate broadcasters will be at
the tip of the spear in this information
battle and are given a global mandate
to go after the most despotic regimes,
exposing their abuses, their violence,
their hypocrisy, and telling the story
of what is really going on in the coun-
try.

And these critical reforms come with
the benefit of a cost savings to the
American taxpayers here. H.R. 4490 will
result in a cost savings of $160 million
over b years.

The legislation mandates that no fu-
ture funding will be provided unless
cost-saving reforms are implemented,
including administrative consolida-
tion, right-sizing, and leveraged public-
private partnerships. Ripping away the
bureaucracy will reduce administrative
overlap and allow both organizations
to strive.

To be clear, this legislation isn’t
about creating a TU.S. Government
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propaganda effort. VOA is not being
turned into a version of Russia’s RT or
China’s CCTV.

This bill is about communicating
America’s message of pluralism, toler-
ance, and transparency to foreign audi-
ences. There was a time when we did
that really well, but we have lost it.
This bill gets us back on track. We
can’t afford anything but high perform-
ance with the world’s crises seemingly
multiplying.

I reserve the balance of my time.

Mr. CONNOLLY. Mr. Speaker, I yield
myself such time as I may consume.

I rise today in support of H.R. 4490,
the United States International Com-
munications Reform Act.

I want to congratulate, again, Chair-
man ROYCE and Ranking Member ELIOT
ENGEL on the bipartisan legislation be-
fore us today to reform the Broad-
casting Board of Governors.

I am pleased to join them in cospon-
soring these commonsense reforms
that will result in a more clearly de-
fined mission for the Broadcasting
Board of Governors and its compo-
nents, and a more efficient operation
on behalf of the taxpayers.

Like many of my colleagues, I was
troubled to hear former Secretary of
State Clinton tell the House Foreign
Affairs Committee that the Broad-
casting Board of Governors had become
“‘practically a defunct agency in terms
of its capacity to be able to tell a mes-
sage around the world.”” And as the
chairman of the House Foreign Affairs
Committee just said, we need that abil-
ity right now, given the events that are
going on in Russia and the Ukraine.

As my colleagues know, this bill re-
sponds to critical reports issued early
last year by the Government Account-
ability Office and the State Depart-
ment Office of Inspector General,
which were the subject of a hearing be-
fore our committee last June. Those
reports highlighted structural defi-
ciencies and overlapping functions
within the Broadcasting Board of Gov-
ernors’ federally operated programs
Voice of America and the Office of
Cuba Broadcasting, and the private but
federally funded broadcasters Radio
Free Europe/Radio Liberty, the Middle
East Broadcasting Networks, and
Radio Free Asia.

This legislation also clarifies the
mission statements of the Federal and
non-Federal broadcasters. Voice of
America, for example, will now confine
itself to its public diplomacy mission
to foster positive relationships between
the United States and the rest of the
world.

There were concerns about mission
creep within the Voice of America,
blurring the lines between it and the
mission of the international broad-
casters to provide uncensored and ob-
jective news and analysis on a local
and regional level in those places lack-
ing a free press.

The bill also includes necessary
structural reforms, including a new
International Communications Agency



July 28, 2014

with a CEO to manage the day-to-day
operations of VOA and other federally
run operations.

As we learned during last year’s
hearing, there was growing concern of
micromanagement by the Broadcasting
Board of Governors and the challenge
of achieving a quorum at the board
meetings needed to make operational
decisions. This will put the Board of
Governors in a more advisory role.

Further, the bill will consolidate the
non-Federal broadcasters under the
same umbrella, known as the Freedom
News Network, achieving economies of
scale, saving money, as the chairman
has indicated, and allowing for closer
collaboration on other more global ef-
forts.

Importantly, this legislation main-
tains the requirement that U.S. Fed-
eral programs serve as an objective
source of news and information and not
as a mouthpiece for U.S. foreign policy.

This bill has been a collaborative ef-
fort that included outreach and input
from key stakeholders, including the
board itself, the broadcasters, and
agency staff. This is the kind of bipar-
tisan oversight on which we should be
focusing. I wish more committees in
this body would follow this example.

Once again, I thank Chairman ROYCE
and Ranking Member ELIOT ENGEL for
their bipartisan leadership and for
bringing our committee, once again,
together on this very important piece
of legislation.

Having no further speakers on this
side, Mr. Speaker, I yield back the bal-
ance of my time.

Mr. ROYCE. Mr. Speaker, I just will
close with this because we had testi-
mony before the Foreign Affairs Com-
mittee last summer by the former BBG
Governor, Enders Wimbush. And I
wanted to quote what he said:

Today’s problem is not enough information
but the opposite. Most places, even some en-
during the repression of nasty regimes, get
plenty, much of it junk. This is the new com-
petitive landscape for U.S. international
broadcasting. Our competitors, too, have
multiplied, while our allies have retreated.
One would think that American strategists
would sharpen their spears to compete in
this world. Yet the opposite seems to be hap-
pening, again, due in large part to the inco-
herence of the BBG. It is incapable of articu-
lating a set of media strategies, and it has no
way to attach whatever measures it does
adapt to larger U.S. national objectives.

So as you can tell, the current bu-
reaucratic umbrella overseeing TU.S.
international broadcasters is deeply
flawed. That is why this bill is so im-
portant. We mneed our international
broadcasters to succeed in their mis-
sions. We want the Voice of America
to—I am going to quote President Ken-
nedy here—‘‘tell America’s story to the
world.” We want our surrogate broad-
casters to tell the stories to people in
closed societies that their own govern-
ments won’t tell them. And we want
the American taxpayers to see a return
on the generous investment they have
been making in international broad-
casting. This legislation does that, and
I urge all of the Members to support it.
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Mr. Speaker, I yield back the balance
of my time.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentleman from California (Mr.
RoYCE) that the House suspend the
rules and pass the bill, H.R. 4490, as
amended.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the bill, as
amended, was passed.

A motion to reconsider was laid on
the table.

———

ESSENTIAL TRANSPORTATION
WORKER IDENTIFICATION CRE-
DENTIAL ASSESSMENT ACT

Mrs. MILLER of Michigan. Mr.
Speaker, I move to suspend the rules
and pass the bill (H.R. 3202) to require
the Secretary of Homeland Security to
prepare a comprehensive security as-
sessment of the transportation secu-
rity card program, and for other pur-
poses, as amended.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 3202

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Essential
Transportation Worker Identification Cre-
dential Assessment Act”.

SEC. 2. COMPREHENSIVE SECURITY ASSESSMENT
OF THE TRANSPORTATION SECU-
RITY CARD PROGRAM.

(a) IN GENERAL.—Not later than one year
after the date of enactment of this Act, the
Secretary of Homeland Security shall sub-
mit to the Committee on Homeland Security
and the Committee on Transportation and
Infrastructure of the House of Representa-
tives, the Committee on Commerce, Science,
and Transportation of the Senate, and the
Comptroller General of the United States a
comprehensive assessment of the effective-
ness of the transportation security card pro-
gram under section 70105 of title 46, United
States Code, at enhancing security and re-
ducing security risks for facilities and ves-
sels regulated pursuant to section 102 of Pub-
lic Law 107-295. Such assessment shall be
conducted by a national laboratory that, to
the extent practicable, is within the Depart-
ment of Homeland Security laboratory net-
work with expertise in maritime security or
by a maritime security university-based cen-
ter within the Department of Homeland Se-
curity centers of excellence network.

(b) CONTENTS.—The comprehensive assess-
ment shall include—

(1) an evaluation of the extent to which the
program, as implemented, addresses known
or likely security risks in the maritime envi-
ronment;

(2) an evaluation of the extent to which de-
ficiencies identified by the Comptroller Gen-
eral have been addressed; and

(3) a cost-benefit analysis of the program,
as implemented.

(c) CORRECTIVE ACTION PLAN; PROGRAM RE-
FORMS.—Not later than 60 days after the Sec-
retary submits the assessment under sub-
section (a), the Secretary shall submit a cor-
rective action plan to the Committee on
Homeland Security and the Committee on
Transportation and Infrastructure of the
House of Representatives and the Committee
on Commerce, Science, and Transportation
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of the Senate that responds to the assess-
ment under subsection (b). The corrective
action plan shall include an implementation
plan with benchmarks, may include pro-
grammatic reforms, revisions to regulations,
or proposals for legislation, and shall be con-
sidered in any rule making by the Depart-
ment relating to the transportation security
card program.

(d) COMPTROLLER GENERAL REVIEW.—Not
later than 120 days after the Secretary issues
the corrective action plan under subsection
(c), the Comptroller General shall—

(1) review the extent to which such plan
implements—

(A) recommendations issued by the na-
tional laboratory or maritime security uni-
versity-based center, as applicable, in the as-
sessment submitted under subsection (a);
and

(B) recommendations issued by the Comp-
troller General before the enactment of this
Act; and

(2) inform the Committee on Homeland Se-
curity and the Committee on Transportation
and Infrastructure of the House of Rep-
resentatives and the Committee on Com-
merce, Science, and Transportation of the
Senate as to the responsiveness of such plan
to such recommendations.

(e) TRANSPORTATION SECURITY CARD READ-
ER RULE.—

(1) IN GENERAL.—The Secretary of Home-
land Security may not issue a final rule re-
quiring the use of transportation security
card readers until—

(A) the Comptroller General informs the
Committees on Homeland Security and the
Committee on Transportation and Infra-
structure of the House of Representatives
and Commerce, Science and Transportation
of the Senate that the submission under sub-
section (a) is responsive to the recommenda-
tions of the Comptroller General; and

(B) the Secretary issues an updated list of
transportation security card readers that are
compatible with active transportation secu-
rity cards.

(2) LIMITATION ON APPLICATION.—Paragraph
(1) shall not apply with respect to any final
rule issued pursuant to the notice of pro-
posed rulemaking on Transportation Worker
Identification Credential (TWIC)-Reader Re-
quirements published by the Coast Guard on
March 22, 2013 (78 Fed. Reg. 17781)

(f) COMPTROLLER GENERAL OVERSIGHT.—
Not less than 18 months after the date of the
issuance of the corrective action plan under
subsection (c), and every six months there-
after during the 3-year period following the
date of the issuance of the first report under
this subsection, the Comptroller General
shall report to the Committee on Homeland
Security and the Committee on Transpor-
tation and Infrastructure of the House of
Representatives and the Committee on Com-
merce, Science, and Transportation of the
Senate regarding implementation of the cor-
rective action plan.

SEC. 3. NO ADDITIONAL FUNDS AUTHORIZED.

No additional funds are authorized to be
appropriated to carry out this Act and the
amendments made by this Act, and this Act
and such amendments shall be carried out
using amounts otherwise available for such
purpose.

The SPEAKER pro tempore (Mr.
BYRNE). Pursuant to the rule, the gen-
tlewoman from Michigan (Mrs. MIL-
LER) and the gentlewoman from Texas
(Ms. JACKSON LEE) each will control 20
minutes.

The Chair recognizes the gentle-
woman from Michigan.

GENERAL LEAVE

Mrs. MILLER of Michigan. Mr.

Speaker, I ask unanimous consent that
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all Members have 5 legislative days
within which to revise and extend their
remarks and include any extraneous
material on the bill under consider-
ation.

The SPEAKER pro tempore. Is there
objection to the request of the gentle-
woman from Michigan?

There was no objection.

Mrs. MILLER of Michigan. I yield
myself as much time as I may con-
sume.

Mr. Speaker, I rise in very strong
support of H.R. 3202, which is called the
Essential Transportation Worker Iden-
tification Credential Assessment Act,
commonly referred to as TWIC, which I
will now call TWIC. That is a mouth-
ful.

First, I would certainly like to thank
the gentlewoman from Texas (Ms.
JACKSON LEE) for introducing this very
thoughtful legislation. She has really
worked very diligently on this in a
very bipartisan way. We have worked
together to move this legislation
through our subcommittee and through
the full Committee on Homeland Secu-
rity.

O 1600

This bill will really help Congress de-
termine the value of the TWIC program
and simultaneously allow the depart-
ment to proceed apace with finalizing
the long-awaited card reader rule.

I mentioned I am a cosponsor of this
bill because it really responds to key
recommendations of the GAO that the
TWIC program should have a baseline
security assessment before the pro-
gram moves forward.

As many of my colleagues with ports
in their districts know, TWIC is a port
security program that has been
wrought with constant delays and
questions about its overall security
value.

Last year, the Border and Maritime
Subcommittee that I am honored to
chair held a hearing with the Coast
Guard, with the TSA, and with the
GAO on the TWIC program and the on-
going concerns that we have with it,
and this legislation, Mr. Speaker, is
really a result of that oversight.

Now, it may be hard to believe, but
more than a decade after the legisla-
tion that required TWIC was first en-
acted, there has been no security or ef-
fectiveness assessment of the program
to assess the underlying assumptions
of the security and access control con-
cerns that the card was intended to
mitigate.

This bill seeks to answer the simple
question: How, if at all, does TWIC im-
prove maritime security? It should
have been one of the very first things
that the department did when it began
to implement this program, and this
bill ensures that it finally gets done.

The TWIC card was initially designed
to prevent terrorists from gaining ac-
cess to sensitive parts of our Nation’s
ports through the use of biometric-en-
abled credentials. However, with no bi-
ometric reader regulations in Dplace,
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the TWIC card currently is used really
as a flash pass, since most facilities
and vessels are neither currently re-
quired to nor voluntarily utilize bio-
metric readers. The lack of biometric
readers, therefore, limits the effective-
ness of this program.

For several years, members of the
Homeland Security Committee have
been calling on the department to re-
lease the card reader rule to provide
some certainty to workers and to in-
dustry. We finally received the notice
of proposed rulemaking over a year
ago, which would require TWIC readers
to be used at the riskiest 5 percent of
all the TWIC-regulated vessels and fa-
cilities, and this comes, Mr. Speaker,
nearly 6 years after workers were first
required to pay for and to obtain a
TWIC card.

The delays are so significant that
workers have already had to renew
their biometric credentials in the time
that it has taken to issue regulations
on credential readers to actually uti-
lize this biometric-enabled technology.

While we certainly all agree that
there is huge room for improvement
with the TWIC program, putting it on
hold for several more years, we think,
would do more harm than good. The
business community has been pre-
paring for this TWIC rule for several
years.

This bill will give them certainty
about the requirements of the program.
It also allows the Coast Guard and the
TSA to continue their efforts to deliver
the port security program that Con-
gress enacted several years ago.

Finally, H.R. 3202 requires the GAO
to perform consistent reviews of the
TWIC program and to follow the
changes the department makes as a re-
sult of the required assessment. This
added level of review will provide Con-
gress, especially the members of our
committee, with progress updates for
future legislative action.

The proposed rule and open GAO rec-
ommendations lead to some very basic
questions about mitigating threats,
risk, and vulnerability at our Nation’s
ports and how the TWIC program
should be used effectively to prevent a
potential terrorist attack. We cer-
tainly have an obligation to get this
right.

Mr. Speaker, I would urge my col-
leagues to support H.R. 3202, and I re-
serve the balance of my time.

COMMITTEE ON TRANSPORTATION AND
INFRASTRUCTURE, HOUSE OF REP-
RESENTATIVES,

Washington, DC, July 8, 2014.
Hon. MICHAEL T. McCAUL,
Chairman, Committee on Homeland Security,
Washington, DC.

DEAR MR. CHAIRMAN: I write concerning
H.R. 3202, the Essential Transportation
Worker Identification Credential Assessment
Act, as ordered reported, with amendment,
by the Committee on Homeland Security on
June 11, 2014. This legislation includes mat-
ters that fall within the Rule X jurisdiction
of the Committee on Transportation and In-
frastructure.

In order to expedite floor consideration of
H.R. 3202, the Committee on Transportation
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and Infrastructure will forgo action on this
bill. However, this is conditional on our mu-
tual understanding that forgoing consider-
ation of the bill does not prejudice the Com-
mittee with respect to the appointment of
conferees or to any future jurisdictional
claim over the subject matters contained in
the bill or similar legislation that fall within
the Committee’s Rule X jurisdiction. I re-
quest you urge the Speaker to name mem-
bers of the Committee to any conference
committee named to consider such provi-
sions.

Please place a copy of this letter and your
response acknowledging our jurisdictional
interest into the committee report on H.R.
3202 and into the Congressional Record dur-
ing consideration of the measure on the
House floor.

Sincerely,
BILL SHUSTER,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC, July 8, 2014.
Hon. BILL SHUSTER,
Chairman, Committee on Transportation and
Infrastructure, Washington, DC.

DEAR CHAIRMAN SHUSTER: Thank you for
your letter regarding the Committee on
Transportation and Infrastructure’s jurisdic-
tional interest in H.R. 3202, the ‘‘Essential
Transportation Worker Identification Cre-
dential Assessment Act.”

I agree that the Committee on Transpor-
tation and Infrastructure has a jurisdic-
tional interest in the United States Coast
Guard, and that the Committee’s jurisdic-
tion will not be adversely affected by your
decision to forego consideration of H.R. 3202.
Additionally, I will support your request for
an appropriate appointment of outside con-
ferees from your Committee in the event of
a House-Senate conference on this or similar
legislation, should such a conference be con-
vened.

Finally, I will include a copy of your letter
and this response in the report accom-
panying H.R. 3202 and in the Congressional
Record during consideration of this bill on
the Floor. Thank you again for your co-
operation.

Sincerely,
MICHAEL T. MCCAUL,
Chairman.

Ms. JACKSON LEE. Mr. Speaker, I
rise in strong support of H.R. 3202, the
Essential Transportation Worker Iden-
tification Credential Assessment Act
and yield myself such time as I may
consume.

Mr. Speaker, again, I rise in strong
support of my bill, H.R. 3202, the Essen-
tial Transportation Worker Identifica-
tion Credential Assessment Act and,
again, want to offer my appreciation to
Chairwoman MILLER of the committee,
that I am the ranking member of, for
her collaboration, cooperation, and
commitment to America’s security and
working together in a bipartisan man-
ner not only at the subcommittee
level, but at the full committee level.

Again, thanking Mr. MCCAUL, the
chairman of the full committee, and
Mr. THOMPSON, the ranking member of
the full committee, I would offer to say
that Homeland Security has put na-
tional security first beyond any of our
partisan desires, so I am grateful for
that as we move this legislation for-
ward.
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I would like to think that both
Chairwoman MILLER and myself be-
lieve that there is a value to the TWIC
card. Even this weekend, as I was in
my district canvassing an area about
crime issues, a gentleman came out
and said: I have a house here, I am
training individuals how to apply for
the TWIC card.

I couldn’t believe it. In a neighbor-
hood, there was someone who was try-
ing to get resources to train people to
get a TWIC card because they knew
how valuable it was if you want to
work in the Nation’s ports.

It is valuable, but I want to acknowl-
edge the card reader pilot results are
unreliable, and security benefits need
to be reassessed. This was done by the
GAO in May 2013. I would just like to
read these words from what the GAO
recommended:

Congress should halt DHS’ efforts to
promulgate a final regulation until the
successful completion of a security as-
sessment of the effectiveness of using
TWIC.

Here is an issue where Congress rose
to the occasion, and this is this legisla-
tion, to be able to respond to make
something better. When Congress en-
acted the SAFE Port Act in 2006, we di-
rected the Secretary of Homeland Se-
curity to implement a biometric cre-
dential program to ensure that individ-
uals with unescorted access to sen-
sitive areas of ports and vessels were
vetted and known.

I think there is enough evidence for
us to know that terror can come in
many forms, and we know that by some
of the terrible incidents that have oc-
curred—the incident in Yemen where
one of our ships was attacked—so we
know how difficult securing these large
areas and vessels are.

However, we learned that, as imple-
mented by TSA and the Coast Guard,
there are weaknesses in the program.
Indeed, the Government Account-
ability Office has identified serious
shortcomings with the TWIC program,
as implemented, that may undermine
the program’s intended purpose and
make it difficult to justify costs, par-
ticularly the costs to workers.

I want to emphasize workers because
when we first began this program,
there were a number of us on the com-
mittee who wanted to do several
things, wanted to provide more centers
where TWIC cards could be accessible
because many of the longshoremen and
other workers were finding it difficult
in their schedule to be able to secure
one.

I secured a TWIC card to be able to
determine how the process works. The
biometrics issue came out from the 9/11
reports. It was suggested that bio-
metrics would be the way to go, and so
the TWIC card was designed that way,
to deal with biometrics.

Unfortunately, all those efforts of
trying to make it accessible didn’t an-
swer the question of whether or not it
was going to be effective. Again, I re-
member trying to get around-the-clock
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sites where longshoremen and others
who worked in these areas could get it,
according to their shifts. Some of them
are out for many days and months at a
time.

Specifically, GAO’s review of the
pilot tests aimed at assessing the tech-
nology and operational impact of using
the TWIC with card readers show that
the test results were incomplete, inac-
curate, and unreliable for informing
Congress and for developing a regula-
tion about the readers.

GAO found that challenges related to
pilot planning, data collection, and re-
porting effected the completeness, ac-
curacy, and reliability of the pilot re-
sults. GAO determined that these
issues call into question the program’s
premise and effectiveness in enhancing
security.

In response, I introduced H.R. 3202,
with the support of subcommittee
Chairwoman MILLER as an original co-
sponsor, to ensure that Congress re-
ceived an independent—I want to make
it very clear that this is very impor-
tant—an independent scientific assess-
ment of the program and to require the
Secretary to ensure a corrective action
plan in response to the assessment. The
required assessment should give Con-
gress the information it needs to deter-
mine how best to proceed with the pro-
gram.

I want to point out that in com-
mittee, language was integrated that
clarified that any pending rulemaking
would not be impacted by this bill and
refine the scope of the assessment we
are seeking, made it more pointed, and
made it very clear that any rule-
making would not be interfered with.

I think that is the right way for Con-
gress to work. The department has said
that the final rule for biometric read-
ers will be published in January 2015.

Mr. Speaker, I am hoping that we can
continue to be on that schedule. We
were hoping that it was going to be
earlier, but we hope that this report
will be more helpful to Congress in de-
termining how, ultimately, this pro-
gram will work.

There is great interest in the final
rule; particularly, there is interest in
how many ports and vessels will be re-
quired to install readers for biometric
cards.

If the final rule requires only a lim-
ited number of vessels in ports to have
biometrics readers, as has been pre-
viously proposed by the department,
we will certainly need to have a discus-
sion about what this means for the ap-
proximately 2 million truckers, long-
shoremen, and port workers who today
are required to carry biometric cards
to do their jobs.

We want an effective system. I be-
lieve it could be effective. I believe it is
valuable. I believe people should be
carded going into security areas or sen-
sitive areas, and I think we have got-
ten our workers to be able to under-
stand it as well, if it works right for
them.

So we will look forward to this proc-
ess where we continue to collaborate,
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and this legislation will be helpful as
such.

Mr. Speaker, I would like to just
have some closing remarks to empha-
size that the idea of the Transportation
Worker Identification card, the TWIC
card, was to promote security and
standardization.

It was a common credential that en-
ables facility and vessel operators, as
well as Federal, State, local, tribal,
and territorial law enforcement enti-
ties to verify the identity of individ-
uals, a step that was not feasible prior
to TWIC implementation, with poten-
tially thousands of different facility-
specific credentials, which is why many
of us supported—and I strongly sup-
port—the TWIC card. I want it to work.

TWIC also allows transportation
workers to move among facilities, ves-
sels, and geographic regions as needed
for routine demands during emer-
gencies while still maintaining secu-
rity. In the interest of security and in
order to provide proper stewardship of
appropriated funds and collected TWIC
funds or fees, this legislation was in-
troduced, the Essential Transportation
Worker Identification Credential As-
sessment Act, to really get a better in-
vestment for our money.

I am looking forward to a com-
prehensive assessment that will, in es-
sence, be done by a not-for-profit lab-
oratory and so that the many problems
and vulnerabilities that persist in this
program can be either eliminated or
corrected.

We want to work with our, if you
will, our partners, the Coast Guard, the
Transportation Security Agency, and
many others. As we all know, national
security has to be for all of us our
highest priority, particularly Members
of Congress, and it certainly is for
those of us in the Homeland Security
Committee.

So I would ask my colleagues, again,
to support H.R. 3202, the Essential
Transportation Worker Identification
Credential Assessment Act, and move
us closer to completing our commit-
ment after 9/11, which is to make this
country the most secure country in the
world.

Mr. Speaker,
chairwoman and collaborator,
MILLER, for her assistance.

Mr. Speaker, | rise in strong support of my
bill, H.R. 3202, the Essential Transportation
Worker Identification Credential Assessment
Act.

When Congress enacted the SAFE Ports
Act in 2006, we directed the Secretary of
Homeland Security to implement a biometric
credential program to ensure that individuals
with unescorted access to sensitive areas in
ports and vessels were vetted and known.

However, we have learned that, as imple-
mented by TSA and the Coast Guard, there
are weaknesses in the program.

Indeed, the Government Accountability Of-
fice has identified serious shortcomings with
the TWIC program, as implemented, that may
undermine the program’s intended purpose
and make it difficult to justify program costs,
particularly the costs to workers.

I thank, again, my
Mrs.
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Specifically, GAO’s review of the pilot test
aimed at assessing the technology and oper-
ational impact of using the TWIC with card
readers showed that the test’s results were in-
complete, inaccurate, and unreliable for in-
forming Congress and for developing a regula-
tion about the readers.

GAO found that challenges related to pilot
planning, data collection, and reporting af-
fected the completeness, accuracy, and reli-
ability of the pilot results.

GAO determined that these issues call into
question the program’s premise and effective-
ness in enhancing security.

In response, | introduced H.R. 3202, with
the support of Subcommittee Chairman MILLER
as an original cosponsor, to ensure that Con-
gress receives an independent scientific as-
sessment of the program and to require the
Secretary to issue a corrective action plan in
response to the assessment.

The required assessment should give Con-
gress the information it needs to determine
how best to proceed with the program.

| want to point out that in Committee, lan-
guage was integrated to ensure that clarified
that pending rulemaking would not be im-
pacted by the bill and refined the scope of the
assessment we are seeking.

The Department has said that the final rule
for biometric readers will be published in Janu-
ary 2015.

There is great interest in that final rule, par-
ticularly there is interest in how many ports
and vessels will be required to install readers
for biometric cards.

If the final rule requires only a limited num-
ber of vessels and ports to have biometric
readers, as has been previously proposed by
the Department, we will certainly need to have
a discussion about what this means for the
approximately 2 million truckers, longshore-
men and port workers who today are required
to carry biometric cards to do their jobs.

In closing, | want to express my apprecia-
tion to Chairman MILLER for the bipartisan na-
ture of the work on this and all the bills that
originate in our Subcommittee and thank you
and your staff for their cooperation.

As a Houstonian, | have a special apprecia-
tion for what is at stake. We owe it to the men
and women that rely on our Nation’s ports for
their livelihoods to get this right.

With that Mr. Speaker, | yield back the bal-
ance of my time.

Mrs. MILLER of Michigan. Mr.
Speaker, I certainly want to associate
myself with many of the comments
that my ranking member on the sub-
committee has made in regards to mar-
itime security. It is interesting on
Homeland Security, both our sub-
committee and the full committee as
well, how we do work in a very bipar-
tisan fashion.

Really, the first and foremost respon-
sibility of the Federal Government is
to provide for the common defense,
whether it’s national security or home-
land security. With all the issues that
are facing our Nation, we think about
the potential for terrorist attacks, and
this piece of legislation really focusing
on the maritime security of our ports
throughout our Nation is, I think, so
incredibly important, and so I am just
delighted that we were finally able to
bring it to the floor.
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I would certainly, again, urge all my
colleagues to support this very strong,
very bipartisan piece of legislation,
and I yield back the balance of my
time.

Mr. THOMPSON of Mississippi. Mr. Speak-
er, | rise in strong support of H.R. 3202, the
“Essential Transportation Worker Identification
Credential Assessment Act,” introduced by the
Ranking Member of the Committee on Home-
land Security’s Subcommittee on Border and
Maritime, Rep. SHEILA JACKSON LEE.

H.R. 3202 seeks to ensure that Transpor-
tation Worker Identification Credential pro-
gram, as implemented by TSA and the Coast
Guard, deliver the security benefits that Con-
gress envisioned in the SAFE Port Act of
2006.

We have worked hard, on a bipartisan
basis, to make this program work.

However, as documented in multiple reports
on the program produced by the Government
Accountability Office, TWIC has not lived up to
our expectations.

Meanwhile, working-class Americans whose
livelihoods depend on accessing ports and
vessels have borne the costs of this troubled
program.

Longshoremen, truck drivers, and others are
paying hard-earned money for biometric cards
that may offer only limited security value.

The bill before us today would require an
independent assessment of the TWIC program
and mandate the Secretary issue a corrective
action plan in response to the assessment.

The required assessment should give Con-
gress the information it needs to determine
how best to proceed with the program.

The bill does not, however, delay the long-
overdue final rule for deployment of TWIC
readers, which is expected to limit significantly
the ports required to utilize biometric readers.

If that is the case, and depending on the
outcome of the assessment required by the
bill, Congress may need to examine whether
requiring workers who do not need to access
ports with biometric readers should continue to
be required to purchase a biometric credential.

For today, | look forward to speedy approval
of this bill by the House and hope it will be
considered by the Senate and signed by the
President in short order.

With that, Mr. Speaker, | urge my col-
leagues to support H.R. 3202, the “Essential
Transportation Worker Identification Credential
Assessment Act.”

Mr. MCCAUL. Mr. Speaker, | rise in support
of H.R. 3202, the Essential Transportation
Worker Identification Credential Assessment
Act. This measure responds to a key rec-
ommendation made by the Government Ac-
countability Office, to conduct a security as-
sessment of the effectiveness of the Transpor-
tation Worker Identification Credential (TWIC).

The TWIC program is a joint-run program in
the Department of Homeland Security be-
tween the U.S. Coast Guard and the Trans-
portation Security Administration. The pro-
gram, which is intended to provide secure ac-
cess control, uses biometric credentials to limit
access to secure areas of ports or vessels
only to those individuals that actually need ac-
cess. Unfortunately, the TWIC program re-
mains incomplete, which has resulted in sig-
nificant uncertainty for our nation’s transpor-
tation and maritime industry.

While regulations were in place beginning in
2007 for maritime workers to purchase the bi-
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ometric credentials, regulations requiring the
issuance of card readers remain incomplete,
and have been significantly delayed. These
delays come despite the issuance of a Notice
of Proposed Rulemaking more than a year
ago to finally issue biometric readers. How-
ever, no final rule has been issued. The sig-
nificant program delays have resulted in mari-
time workers having to pay to renew their cre-
dentials after five years, despite no biometric
readers being required within that timeframe.
These delays, coupled with a scathing GAO
recommendation calling into question the un-
derlying security value of the TWIC program,
raise very serious questions about the future
of this program.

It is therefore important that Congress pass
this legislation, which is responsive to the
GAO’s most recent recommendation on the
program: an independent security assessment
of the TWIC program. It is my hope that the
Congress will observe the findings of this as-
sessment, and consider reforming this pro-
gram, if necessary.

| thank the Chair and Ranking Member of
the Border and Maritime Security Sub-
committee, Mrs. MILLER of Michigan and Ms.
JACKSON-LEE of Texas, for their important
oversight and legislative work on this issue.

Ms. JACKSON LEE. Mr. Speaker, as a sen-
ior member of the Homeland Security Com-
mittee, the Ranking Member of the Border and
Maritime Security Subcommittee, and the au-
thor of the legislation, | rise in strong and en-
thusiastic support of H.R. 3202, the “Essential
Transportation Worker Identification Credential
Assessment Act.”

The Essential Transportation Worker Identi-
fication Credential Assessment Act directs the
Secretary of Homeland Security (DHS) to sub-
mit to Congress and the Comptroller General
(GAO) a comprehensive assessment of the ef-
fectiveness of the transportation security card
program at enhancing security or reducing se-
curity risks for maritime facilities and vessels.

| introduced, H.R. 3202, in response to this
GAO TWIC Report on the Weaknesses in the
Transportation Worker Identification Credential
(TWIC) Reader Pilot program that impacted
the accuracy, and reliability of the system.

The GAO report stated that data collection
and retention was done in an incomplete and
inconsistent manner during the pilot, further
undermining the completeness, accuracy, and
reliability of the data collected at pilot sites.

Problems identified included by the GAO re-
port included:

Installed TWIC readers and access control
systems could not collect required data on
TWIC reader use, and TSA and the inde-
pendent test agent did not employ effective
compensating data collection measures.

Reported transaction data did not match un-
derlying documentation.

Pilot documentation did not contain com-
plete TWIC reader and access control system
characteristics.

Transportation Security Administration (TSA)
and the independent test agent did not record
clear baseline data for comparing operational
performance at access points with TWIC read-
ers.

TSA and the independent test agent did not
collect complete data on malfunctioning TWIC
cards.

Pilot participants did not document in-
stances of denied access.

TSA and the independent test agent did not
collect consistent data on the operational im-
pact of using TWIC cards with readers.
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Pilot site reports did not contain complete
information about installed TWIC readers’ and
access control systems’ design.

The seeks to address the problems outlined
in the GAO report by directing the Secretary to
issue a corrective action plan based on the
assessment that responds to the findings of a
cost-benefit analysis of the program and en-
hances security or reduces security risk for
such facilities and vessels.

Following the assessment the Comptroller
General, within 120 days must: review the ex-
tent to which the submissions implement cer-
tain recommendations issued by the Comp-
troller General, and inform Congress as to the
responsiveness of the submission.

Prohibits the Secretary from issuing a final
rule requiring the use of transportation security
card readers until: the Comptroller General in-
forms Congress that the submission is sub-
stantially responsive to the GAO recommenda-
tions, and the Secretary issues an updated list
of transportation security card readers that are
compatible with active transportation security
cards.

My Congressional District is located in
Houston Texas, which is home to one of the
world’s busiest ports.

The Port of Houston is critical infrastructure:

According to the Department of Commerce
in 2012, Texas exports totaled $265 billion.

The Port of Houston is a 25-mile-long com-
plex of diversified public and private facilities
located just a few hours’ sailing time from the
Gulf of Mexico.

In 2012 ship channel-related businesses
contribute 1,026,820 jobs and generate more
than $178.5 billion in statewide economic im-
pact.

For the past 11 consecutive years, Texas
has outpaced the rest of the country in ex-
ports.

1st ranked US port in foreign tonnage

2nd ranked US port in total tonnage

7th ranked US container port by total TEUs
in 2012

Largest Texas port with 46% of market
share by tonnage

Largest Texas container port with 96% mar-
ket share in containers by total TEUs in 2012

Largest Gulf Coast container port, handling
67% of US Gulf Coast container traffic in 2012

2nd ranked US port in terms of cargo value
(based on CBP Customs port definitions)

The Government Accountability Office
(GAO), reports that this port, and its water-
ways, and vessels are part of an economic
engine handling more than $700 billion in mer-
chandise annually.

The Port of Houston houses approximately
100 steamship lines offering services that link
Houston with 1,053 ports in 203 countries.

The Port of Houston has $15 billion petro-
chemical complex, the largest in the nation
and second largest worldwide.

The bill will address the underlying concerns
regarding Transportation Worker Identification
Credentials documented by the Government
Accountability Office report published in May
2013.

When Congress enacted the SAFE Ports
Act in 2006, we directed the Secretary of
Homeland Security to implement a biometric
credential program to ensure that individuals
with unescorted access to sensitive areas in
ports and vessels were vetted and known.

However, under the Homeland Security
Committee’s oversight responsibilities we
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learned that, as implemented by TSA and the
Coast Guard, there are weaknesses in the
program.

One of the greatest engines our economy
has is the Port of Houston, which hosts a $15
billion petrochemical complex, the largest in
the nation and second largest worldwide?

The Port of Houston petrochemical complex
supplies over 40 percent of the nation’s base
petrochemical manufacturing capacity.

What happens at the Port of Houston af-
fects the entire nation.

For this reason, | introduced H.R. 3202, with
the support of Subcommittee Chairman MILLER
as an original cosponsor, to ensure that Con-
gress receives an independent scientific as-
sessment of the program and to require the
Secretary to issue a corrective action plan in
response to the assessment.

Indeed, the Government Accountability Of-
fice has identified serious shortcomings with
the TWIC program, as implemented, that may
undermine the program’s intended purpose
and make it difficult to justify program costs,
particularly the costs to workers.

Other considerations for security are in the
infrastructure necessary to make sure that
there is an ability to electronically check the
credential of workers as they enter ports.

The required assessment should give Con-
gress the information it needs to determine
how best to proceed with the program.

| want to point out that in Committee, lan-
guage was integrated to ensure that clarified
that pending rulemaking would not be im-
pacted by the bill and refined the scope of the
assessment we are seeking.

The Department has said that the final rule
for biometric readers will be published in Janu-
ary 2015.

There is great interest in that final rule, par-
ticularly there is interest in how many ports
and vessels will be required to install readers
for biometric cards.

If the final rule requires only a limited num-
ber of vessels and ports to have biometric
readers, as has been previously proposed by
the Department, we will certainly need to have
a discussion about what this means for the
approximately 2 million truckers, longshore-
men and port workers who today are required
to carry biometric cards to do their jobs.

BILL BACKGROUND

The nationwide recognition of the Transpor-
tation Worker Identification Credential (TWIC)
promotes security and standardization.

A common credential enables facility and
vessel operators as well as federal, state,
local, tribal, and territorial law enforcement en-
tities to verify the identity of individuals—a
step that was not feasible prior to TWIC imple-
mentation with potentially thousands of dif-
ferent facility-specific credentials.

TWIC also allows transportation workers to
move among facilities, vessels, and geo-
graphic regions as needed for routine market
demands and during emergencies, while still
maintaining security.

“In the interest of security and in order to
provide proper stewardship of appropriated
funds and collected TWIC fees, | introduced
legislation to insist that DHS demonstrate how
the TWIC Program will improve maritime secu-
rity.

The Transportation Worker Identification
Credential Assessment Act will require the
Secretary of Homeland Security to complete
and submit to Congress and GAO a com-
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prehensive assessment of the effectiveness of
the TWIC Program at enhancing or reducing
security risks for maritime facilities and ves-
sels.

The comprehensive assessment will be
completed by an independent, not-for-profit
laboratory.

Many problems and vulnerabilities persist
and will have to be resolved if the TWIC Pro-
gram is to ever realize the security benefits
envisioned by Congress.

| want to express my appreciation to Chair-
man MILLER for the bipartisan nature of the
work on this and all the bills that originate in
our Subcommittee and thank you and your
staff for their cooperation.

| ask my colleagues on both sides of the
aisle to strongly support this bipartisan bill.

The SPEAKER pro tempore. The
question is on the motion offered by
the gentlewoman from Michigan (Mrs.
MILLER) that the House suspend the
rules and pass the bill, H.R. 3202, as
amended.

The question was taken.

The SPEAKER pro tempore. In the
opinion of the Chair, two-thirds being
in the affirmative, the ayes have it.

Mr. GOHMERT. Mr. Speaker, on that
I demand the yeas and nays.

The yeas and nays were ordered.

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned.

———

UNITED STATES CUSTOMS AND
BORDER PROTECTION AUTHOR-
IZATION ACT

Mrs. MILLER of Michigan. Mr.
Speaker, I move to suspend the rules
and pass the bill (H.R. 3846) to provide
for the authorization of border, mari-
time, and transportation security re-
sponsibilities and functions in the De-
partment of Homeland Security and
the establishment of United States
Customs and Border Protection, and
for other purposes, as amended.

The Clerk read the title of the bill.

The text of the bill is as follows:

H.R. 3846

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘United
States Customs and Border Protection Au-
thorization Act’.

SEC. 2. ESTABLISHMENT OF UNITED STATES CUS-
TOMS AND BORDER PROTECTION.

(a) IN GENERAL.—Section 411 of the Home-
land Security Act of 2002 (6 U.S.C. 211) is
amended to read as follows:

“SEC. 411. ESTABLISHMENT OF UNITED STATES
CUSTOMS AND BORDER PROTEC-
TION; COMMISSIONER, DEPUTY COM-
MISSIONER, AND OPERATIONAL OF-
FICES.

‘“(a) IN GENERAL.—There is established in
the Department an agency to be known as
United States Customs and Border Protec-
tion.

““(b) COMMISSIONER OF UNITED STATES CUS-
TOMS AND BORDER PROTECTION.—There shall
be at the head of United States Customs and
Border Protection a Commissioner of United
States Customs and Border Protection (in
this section referred to as the ‘Commis-
sioner’), who shall be appointed by the Presi-
dent, by and with the advice and consent of
the Senate.
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‘‘(c) DUTIES.—The Commissioner shall—

‘(1) ensure the interdiction of persons and
goods illegally entering or exiting the
United States;

‘(2) facilitate and expedite the flow of le-
gitimate travelers and trade;

“(3) detect, respond to, and interdict ter-
rorists, drug smugglers and traffickers,
human smugglers and traffickers, and other
persons who may undermine the security of
the United States, in cases in which such
persons are entering, or have recently en-
tered, the United States;

‘“(4) safeguard the borders of the United
States to protect against the entry of dan-
gerous goods;

‘() oversee the functions of the Office of
International Trade established under sec-
tion 402 of the Security and Accountability
for Every Port Act of 2006 (19 U.S.C. 2072;
Public Law 109-347);

‘“(6) enforce and administer all customs
laws of the United States, including the Tar-
iff Act of 1930;

“(7) enforce and administer all immigra-
tion laws, as such term is defined in para-
graph (17) of section 101(a) of the Immigra-
tion and Nationality Act (8 U.S.C. 1101(a)), as
necessary for the inspection, processing, and
admission of persons who seek to enter or de-
part the United States, and as necessary to
ensure the detection, interdiction, removal,
departure from the United States, short-
term detention, and transfer of persons un-
lawfully entering, or who have recently un-
lawfully entered, the United States, in co-
ordination with United States Immigration
and Customs Enforcement and United States
Citizenship and Immigration Services;

‘(8) develop and implement screening and
targeting capabilities, including the screen-
ing, reviewing, identifying, and prioritizing
of passengers and cargo across all inter-
national modes of transportation, both in-
bound and outbound;

““(9) enforce and administer the laws relat-
ing to agricultural import and entry inspec-
tion referred to in section 421;

‘(10) in coordination with the Secretary,
deploy technology to collect the data nec-
essary for the Secretary to administer the
biometric entry and exit data system pursu-
ant to section 7208 of the Intelligence Reform
and Terrorism Prevention Act of 2004 (8
U.S.C. 1365b);

‘(11) In coordination with the Under Sec-
retary for Management of the Department,
ensure United States Customs and Border
Protection complies with Federal law, the
Federal Acquisition Regulation, and the De-
partment’s acquisition management direc-
tives for major acquisition programs of
United States Customs and Border Protec-
tion;

¢“(12) enforce and administer—

‘‘(A) the Container Security Initiative pro-
gram under section 205 of the Security and
Accountability for Every Port Act of 2006 (6
U.S.C. 945; Public Law 109-347); and

‘““(B) the Customs-Trade Partnership
Against Terrorism program under sections
211 through 223 of such Act (6 U.S.C. 961-973);

‘“(13) establish the standard operating pro-
cedures described in subsection (k);

‘“(14) carry out the training required under
subsection (1); and

‘(15) carry out other duties and powers
prescribed by law or delegated by the Sec-
retary.

“(d) DEPUTY COMMISSIONER.—There shall
be in United States Customs and Border Pro-
tection a Deputy Commissioner who shall as-
sist the Commissioner in the management of
United States Customs and Border Protec-
tion.

(e) UNITED STATES BORDER PATROL.—
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‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion the United States Border Patrol.

‘(2) CHIEF.—There shall be at the head of
the United States Border Patrol a Chief, who
shall be a uniformed law enforcement officer
chosen from the ranks of the United States
Border Patrol and who shall report to the
Commissioner.

‘“(3) DUuTIES.—The United States Border Pa-
trol shall—

““(A) serve as the law enforcement office of
United States Customs and Border Protec-
tion with primary responsibility for inter-
dicting persons attempting to illegally enter
or exit the United States or goods being ille-
gally imported to or exported from the
United States at a place other than a des-
ignated port of entry;

‘“(B) deter and prevent illegal entry of ter-
rorists, terrorist weapons, persons, and con-
traband; and

‘“(C) carry out other duties and powers pre-
scribed by the Commissioner.

“(f) OFFICE OF AIR AND MARINE OPER-
ATIONS.—

‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion an Office of Air and Marine Operations.

““(2) ASSISTANT COMMISSIONER.—There shall
be at the head of the Office of Air and Marine
Operations an Assistant Commissioner, who
shall report to the Commissioner.

“(3) DUTIES.—The Office of Air and Marine
Operations shall—

‘““(A) serve as the law enforcement office
within United States Customs and Border
Protection with primary responsibility to
detect, interdict, and prevent acts of ter-
rorism and the unlawful movement of people,
illicit drugs, and other contraband across the
borders of the United States in the air and
maritime environment;

“(B) oversee the acquisition, maintenance,
and operational use of United States Cus-
toms and Border Protection integrated air
and marine forces;

‘(C) provide aviation and marine support
for other Federal, State, and local law en-
forcement agency needs, as appropriate; and

‘(D) carry out other duties and powers pre-
scribed by the Commissioner.

“‘(g) OFFICE OF FIELD OPERATIONS.—

‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion an Office of Field Operations.

€“(2) ASSISTANT COMMISSIONER.—There shall
be at the head of the Office of Field Oper-
ations an Assistant Commissioner, who shall
report to the Commissioner.

‘“(3) DuTIES.—The Office of Field Oper-
ations shall coordinate the enforcement ac-
tivities of United States Customs and Border
Protection at United States air, land, and
sea ports of entry to—

‘““(A) deter and prevent terrorists and ter-
rorist weapons from entering the United
States at such ports of entry;

‘(B) conduct inspections at such ports of
entry to safeguard the United States from
terrorism and illegal entry of persons;

“(C) prevent illicit drugs, agricultural
pests, and contraband from entering the
United States;

‘D) in coordination with the Commis-
sioner, facilitate and expedite the flow of le-
gitimate travelers and trade;

‘(E) administer the National Targeting
Center established under paragraph (4); and

‘“(F) carry out other duties and powers pre-
scribed by the Commissioner.

‘“(4) NATIONAL TARGETING CENTER.—

‘“(A) IN GENERAL.—There is established in
the Office of Field Operations a National
Targeting Center.

‘(B) EXECUTIVE DIRECTOR.—There shall be
at the head of the National Targeting Center
an Executive Director, who shall report to
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the Assistant Commissioner of the Office of
Field Operations.

‘(C) DUTIES.—The National Targeting Cen-
ter shall—

‘(i) serve as the primary forum for tar-
geting operations within United States Cus-
toms and Border Protection to collect and
analyze traveler and cargo information in
advance of arrival in the United States;

‘“(ii) identify, review, and target travelers
and cargo for examination;

‘‘(iii) coordinate the examination of entry
and exit of travelers and cargo; and

“(iv) carry out other duties and powers
prescribed by the Assistant Commissioner.

‘“(5) ANNUAL REPORT ON STAFFING.—Not
later than 30 days after the date of the enact-
ment of this section and annually thereafter,
the Assistant Commissioner shall submit to
the appropriate congressional committees a
report on the staffing model for the Office of
Field Operations, including information on
how many supervisors, front-line United
States Customs and Border Protection offi-
cers, and support personnel are assigned to
each Field Office and port of entry.

““(h) OFFICE OF INTELLIGENCE AND INVES-
TIGATIVE LIAISON.—

‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion an Office of Intelligence and Investiga-
tive Liaison.

‘(2) ASSISTANT COMMISSIONER.—There shall
be at the head of the Office of Intelligence
and Investigative Liaison an Assistant Com-
missioner, who shall report to the Commis-
sioner.

¢(3) DuTiEs.—The Office of Intelligence and
Investigative Liaison shall—

‘“(A) develop, provide, coordinate, and im-
plement intelligence capabilities into a cohe-
sive intelligence enterprise to support the
execution of the United States Customs and
Border Protection duties and responsibil-
ities;

‘“(B) collect and analyze advance traveler
and cargo information;

“(C) establish, in coordination with the
Chief Intelligence Officer of the Department,
as appropriate, intelligence-sharing relation-
ships with Federal, State, local, and tribal
agencies and intelligence agencies; and

‘(D) carry out other duties and powers pre-
scribed by the Commissioner.

‘(i) OFFICE OF INTERNATIONAL AFFAIRS.—

‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion an Office of International Affairs.

¢“(2) ASSISTANT COMMISSIONER.—There shall
be at the head of the Office of International
Affairs an Assistant Commissioner, who
shall report to the Commissioner.

““(3) DUuTIES.—The Office of International
Affairs, in collaboration with the Office of
International Affairs of the Department,
shall—

“‘(A) coordinate and support United States
Customs and Border Protection’s foreign ini-
tiatives, policies, programs, and activities;

“(B) coordinate and support United States
Customs and Border Protection’s personnel
stationed abroad;

‘(C) maintain partnerships and informa-
tion sharing agreements and arrangements
with foreign governments, international or-
ganizations, and United States agencies in
support of United States Customs and Border
Protection duties and responsibilities;

‘(D) provide necessary capacity building,
training, and assistance to foreign border
control agencies to strengthen global supply
chain and travel security;

‘“(E) coordinate mission support services to
sustain United States Customs and Border
Protection’s global activities;

‘“(F') coordinate, in collaboration with the
Office of Policy of the Department, as appro-
priate, United States Customs and Border
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Protection’s engagement in
negotiations; and

‘(&) carry out other duties and powers pre-
scribed by the Commissioner.

*“(j) OFFICE OF INTERNAL AFFAIRS.—

‘(1) IN GENERAL.—There is established in
United States Customs and Border Protec-
tion an Office of Internal Affairs.

¢“(2) ASSISTANT COMMISSIONER.—There shall
be at the head of the Office of Internal Af-
fairs an Assistant Commissioner, who shall
report to the Commissioner.

“(3) DuTiEs.—The Office of Internal Affairs
shall—

“‘(A) investigate criminal and administra-
tive matters and misconduct by officers,
agents, and other employees of United States
Customs and Border Protection;

‘“(B) perform investigations of TUnited
States Customs and Border Protection appli-
cants and periodic reinvestigations (in ac-
cordance with section 3001 of the Intelligence
Reform and Terrorism Prevention Act of 2004
(50 U.S.C. 3341; Public Law 108-458)) of offi-
cers, agents, and other employees of United
States Custom and Border Protection, in-
cluding investigations to determine suit-
ability for employment and eligibility for ac-
cess to classified information;

“(C) conduct polygraph examinations in
accordance with section 3(1) of the Anti-Bor-
der Corruption Act of 2010 (Public Law 111-
376);

‘(D) perform inspections of United States
Customs and Border Protection programs,
operations, and offices;

“(BE) conduct risk-based covert testing of
United States Customs and Border Protec-
tion operations, including for nuclear and ra-
diological risks;

“(F) manage integrity of United States
Customs and Border Protection counter-in-
telligence operations, including conduct of
counter-intelligence investigations;

‘(G) conduct research and analysis regard-
ing misconduct of officers, agents, and other
employees of United States Customs and
Border Protection; and

‘“(H) carry out other duties and powers pre-
scribed by the Commissioner.

(k) STANDARD OPERATING PROCEDURES.—

‘(1) IN GENERAL.—The Commissioner shall
establish—

‘““(A) standard operating procedures for
searching, reviewing, retaining, and sharing
information contained in communication,
electronic, or digital devices encountered by
United States Customs and Border Protec-
tion personnel at United States ports of
entry;

‘“(B) standard use of force procedures offi-
cers and agents of United States Customs
and Border Protection may employ in the
execution of their duties, including the use
of deadly force and procedures for dees-
calating confrontations, where possible;

‘“(C) a uniform, standardized, and pub-
lically-available procedure for processing
and investigating complaints against offi-
cers, agents, and employees of United States
Customs and Border Protection for viola-
tions of professional conduct, including the
timely disposition of complaints and a writ-
ten notification to the complainant of the
status or outcome, as appropriate, of the re-
lated investigation, in accordance with sec-
tion 5562a of title 5, United States Code (com-
monly referred to as the ‘Privacy Act’ or the
‘Privacy Act of 1974°);

‘(D) an internal, uniform reporting mecha-
nism regarding incidents involving the use of
deadly force by an officer or agent of United
States Customs and Border Protection, in-
cluding an evaluation of the degree to which
the procedures required under subparagraph
(B) were followed; and

‘“‘(E) standard operating procedures, acting
through the Assistant Commissioner for Air

international
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and Marine Operations and in coordination
with the Office of Civil Rights and Civil Lib-
erties and the Office of Privacy of the De-
partment, to provide command, control,
communication, surveillance, and reconnais-
sance assistance through the use of un-
manned aerial systems, including the estab-
lishment of—

‘(i) a process for other Federal, State, and
local law enforcement agencies to submit
mission requests;

‘“(ii) a formal procedure to determine
whether to approve or deny such a mission
request;

¢‘(iii) a formal procedure to determine how
such mission requests are prioritized and co-
ordinated;

‘“(iv) a process for establishing agreements
with other Federal, State, and local law en-
forcement agencies regarding reimbursement
for such mission costs; and

‘“(v) a process regarding the protection and
privacy of data and images collected by
United States Customs and Border Protec-
tion through the use of unmanned aerial sys-
tems.

“(2) REQUIREMENTS REGARDING CERTAIN NO-
TIFICATIONS.—The standard operating proce-
dures established pursuant to subparagraph
(A) of paragraph (1) shall require—

‘“(A) in the case of a search of information
conducted on an electronic device by United
States Customs and Border Protection per-
sonnel, the Commissioner to notify the indi-
vidual subject to such search of the purpose
and authority for such search, and how such
individual may obtain information on re-
porting concerns about such search; and

‘“(B) in the case of information collected
by United States Customs and Border Pro-
tection through a search of an electronic de-
vice, if such information is transmitted to
another Federal agency for subject matter
assistance, translation, or decryption, the
Commissioner to notify the individual sub-
ject to such search of such transmission.

¢“(3) EXCEPTIONS.—

‘‘(A) IN GENERAL.—The Commissioner may
withhold the notifications required under
paragraphs (1)(C) and (2) if the Commissioner
determines that such notifications would im-
pair national security, law enforcement, or
other operational interests.

¢(B) TERRORIST WATCH LISTS.—

‘(i) SEARCHES.—If the individual subject to
search of an electronic device pursuant to
subparagraph (A) of paragraph (1) is included
on a Government-operated or Government-
maintained terrorist watch list, the notifica-
tions required under paragraph (2) shall not
apply.

‘“(ii) COMPLAINTS.—If the complainant
using the process established under subpara-
graph (C) of paragraph (1) is included on a
Government-operated or Government-main-
tained terrorist watch list, the notification
required under such subparagraph shall not
apply.

‘(4) UPDATE AND REVIEW.—The Commis-
sioner shall review and update every three
years the standard operating procedures re-
quired under this subsection.

‘“(5) AubnIiTs.—The Inspector General of the
Department of Homeland Security shall de-
velop and annually administer an auditing
mechanism to review whether searches of
electronic devices at or between United
States ports of entry are being conducted in
conformity with the standard operating pro-
cedures required under subparagraph (A) of
paragraph (1). Such audits shall be submitted
to the appropriate congressional committees
and shall include the following:

““(A) A description of the activities of offi-
cers and agents of United States Customs
and Border Protection with respect to such
searches.

‘“(B) The number of such searches.
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‘(C) The number of instances in which in-
formation contained in such devices that
were subjected to such searches was re-
tained, copied, shared, or entered in an elec-
tronic database.

‘(D) The number of such devices detained
as the result of such searches.

‘““(E) The number of instances in which in-
formation collected from such device was
subjected to such searches was transmitted
to a another Federal agency, including
whether such transmission resulted in a
prosecution or conviction.

*“(6) REQUIREMENTS REGARDING OTHER NOTI-
FICATIONS.—The standard operating proce-
dures established pursuant to subparagraph
(B) of paragraph (1) shall require—

‘“(A) in the case of an incident of the use of
deadly force by United States Customs and
Border Protection personnel, the Commis-
sioner to notify the appropriate congres-
sional committees; and

‘“(B) the Commissioner to provide to such
committees a copy of the evaluation pursu-
ant to subparagraph (D) of such paragraph
not later than 30 days after completion of
such evaluation.

‘“(6) REPORT ON UNMANNED AERIAL SYS-
TEMS.—The Commissioner shall submit to
the appropriate congressional committees an
annual report that reviews whether the use
of unmanned aerial systems are being con-
ducted in conformity with the standard oper-
ating procedures required under subpara-
graph (E) of paragraph (1). Such reports—

““(A) shall be submitted with the Presi-
dent’s annual budget;

‘“(B) may be submitted in classified form if
the Commissioner determines that such is
appropriate, and

‘“(C) shall include—

‘(i) a detailed description of how, where,
and for how long data and images collected
through the use of unmanned aerial systems
by United States Customs and Border Pro-
tection is collected and stored; and

‘“(ii) a list of Federal, State, and local law
enforcement agencies that submitted mis-
sion requests in the previous year and the
disposition of such requests.

(1) TRAINING.—

‘(1) IN GENERAL.—The Commissioner shall
require all agents and officers of United
States Customs and Border Protection to
participate in a specified amount of con-
tinuing education (to be determined by the
Commissioner) to maintain an under-
standing of Federal legal rulings, court deci-
sions, and departmental policies, procedures,
and guidelines.

‘(2) ENSURING TRAINING.—Not later than 90
days after the date of the enactment of this
section, the Commissioner shall develop a
database system that identifies for each
United States Customs and Border Protec-
tion officer or agent, by port of entry or sta-
tion—

‘“(A) for each training course, the average
time allocated during on-duty hours within
which training must be completed;

‘(B) for each training course offered, the
duration of training and the average amount
of time an officer must be absent from work
to complete such training course; and

“(C) certification of each training course
by a supervising officer that the officer is
able to carry out the function for which the
training was provided, and if training has
been postponed, the basis for postponing
such training.

‘‘(3) USE OF DATA.—The Commissioner shall
use the information developed under para-
graph (2) to—

‘““(A) develop training requirements for
United States Customs and Border Protec-
tion officers to ensure that such officers
have sufficient training to conduct primary
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and secondary inspections at Untied States
ports of entry; and

‘“(B) measure progress toward achieving
the training requirements referred to in sub-
paragraph (A).

“(m) SHORT TERM DETENTION STANDARDS.—

(1) ACCESS TO FOOD AND WATER.—The Com-
missioner shall make every effort to ensure
that adequate access to food and water is
provided to an individual apprehended and
detained by a United States Border Patrol
agent between a United States port of entry
as soon as practicable following the time of
such apprehension or during subsequent
short term detention.

‘“(2) ACCESS TO INFORMATION ON DETAINEE
RIGHTS AT BORDER PATROL PROCESSING CEN-
TERS.—

‘“(A) IN GENERAL.—The Commissioner shall
ensure that an individual apprehended by a
United States Border Patrol agent is pro-
vided with information concerning such indi-
vidual’s rights, including the right to con-
tact a representative of such individual’s
government for purposes of United States
treaty obligations.

‘(B) FOrRM.—The information referred to in
subparagraph (A) may be provided either ver-
bally or in writing, and shall be posted in the
detention holding cell in which such indi-
vidual is being held. The information shall
be provided in a language understandable to
such individual.

“(3) DAYTIME REPATRIATION.—When prac-
ticable, repatriations shall be limited to day-
light hours and avoid locations that are de-
termined to have high indices of crime and
violence.

‘“(4) SHORT TERM DETENTION DEFINED.—In
this subsection, the term ‘short term deten-
tion’ means detention in a United States
Border Patrol processing center for 72 hours
or less, before repatriation to a country of
nationality or last habitual residence.

¢(6) REPORT ON PROCUREMENT PROCESS AND
STANDARDS.—Not later than 180 days after
the date of the enactment of this section, the
Comptroller General of the United States
shall submit to the appropriate congres-
sional committees a report on the procure-
ment process and standards of entities with
which United States Customs and Border
Protection has contracts for the transpor-
tation and detention of individuals appre-
hended by agents or officers of United States
Customs and Border Protection. Such report
should also consider the operational effi-
ciency of contracting the transportation and
detention of such individuals.

‘‘(6) REPORT ON INSPECTIONS OF SHORT-TERM
CUSTODY  FACILITIES.—The Commissioner
shall—

‘“(A) annually inspect all facilities utilized
for short term detention; and

‘(B) make publically available information
collected pursuant to such inspections, in-
cluding information regarding the require-
ments under paragraphs (1) and (2) and,
where appropriate, issue recommendations
to improve the conditions of such facilities.

“(n) WAIT TIMES TRANSPARENCY.—

‘(1) IN GENERAL.—The Commissioner
shall—

‘““(A) publish live wait times at the 20
United States airports that support the high-
est volume of international travel (as deter-
mined by available Federal flight data);

‘(B) make information about such wait
times available to the public in real time
through the United States Customs and Bor-
der Protection Web site;

‘“(C) submit to the appropriate congres-
sional committees quarterly reports that in-
clude compilations of all such wait times
and a ranking of such United States airports
by wait times; and

‘(D) provide adequate staffing at the
United States Customs and Border Protec-
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tion information center to ensure timely ac-
cess for travelers attempting to submit com-
ments or speak with a representative about
their entry experiences.

‘“(2) CALCULATION.—The wait times referred
to in paragraph (1)(A) shall be determined by
calculating the time elapsed between an in-
dividual’s entry into the United States Cus-
toms and Border Protection inspection area
and such individual’s clearance by a United
States Customs and Border Protection offi-
cer.

‘“(0) OTHER AUTHORITIES.—

‘(1) IN GENERAL.—The Secretary may es-
tablish such other offices or Assistant Com-
missioners (or other similar officers or offi-
cials) as the Secretary determines necessary
to carry out the missions, duties, functions,
and authorities of United States Customs
and Border Protection.

‘“(2) NOTIFICATION.—If the Secretary exer-
cises the authority provided pursuant to
paragraph (1), the Secretary shall notify the
appropriate congressional committees not
later than 30 days before exercising such au-
thority.

“(p) OTHER FEDERAL AGENCIES.—Nothing
in this section may be construed as affecting
in any manner the existing authority of any
other Federal agency, including the Trans-
portation Security Administration with re-
spect to the duties of United States Customs
and Border Protection described in sub-
section (c).”.

(b) SPECIAL RULES.—

(1) TREATMENT.—Section 411 of the Home-
land Security Act of 2002, as amended by sub-
section (a) of this section, shall be treated as
if included in such Act as of the date of the
enactment of such Act, and, in addition to
the functions, missions, duties, and authori-
ties specified in such amended section 411,
United States Customs and Border Protec-
tion shall continue to perform and carry out
the functions, missions, duties, and authori-
ties under section 411 of such Act as in exist-
ence on the day before such date of enact-
ment, and section 415 of such Act.

(2) RULES OF CONSTRUCTION.—

(A) RULES AND REGULATIONS.—Notwith-
standing paragraph (1), nothing in this Act
may be construed as affecting in any manner
any rule or regulation issued or promulgated
pursuant to any provision of law, including
section 411 of the Homeland Security Act of
2002 as in existence on the day before the
date of the enactment of this Act, and any
such rule or regulation shall continue to
have full force and effect on and after such
date.

(B) OTHER ACTIONS.—Notwithstanding
paragraph (1), nothing in this Act may be
construed as affecting in any manner any ac-
tion, determination, policy, or decision pur-
suant to section 411 of the Homeland Secu-
rity Act of 2002 as in existence on the day be-
fore the date of the enactment of this Act,
and any such action, determination, policy,
or decision shall continue to have full force
and effect on and after such date.

(¢) CONTINUATION IN OFFICE.—

(1) COMMISSIONER.—The individual serving
as the Commissioner of Customs on the day
before the date of the enactment of this Act
may serve as the Commissioner of United
States Customs and Border Protection on
and after such date of enactment until a
Commissioner of United States Customs and
Border Protection is appointed under section
411 of the Homeland Security Act of 2002, as
amended by subsection (a) of this section.

(2) OTHER POSITIONS.—The individuals serv-
ing as Assistant Commissioners and other of-
ficers and officials under section 411 of the
Homeland Security Act of 2002 on the day be-
fore the date of the enactment of this Act
may serve as the appropriate Assistant Com-
missioners and other officers and officials
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under such section 411 as amended by sub-
section (a) of this section unless the Com-
missioner of United States Customs and Bor-
der Protection determines that another indi-
vidual should hold such position or positions.

(d) REFERENCE.—

(1) TITLE 5.—Section 5314 of title 5, United
States Code, is amended by striking ‘“‘Com-
missioner of Customs, Department of Home-
land Security’ and inserting ‘‘Commissioner
of United States Customs and Border Protec-
tion, Department of Homeland Security’’.

(2) OTHER REFERENCES.—On and after the
date of the enactment of this Act, any ref-
erence in law or regulations to the ‘“‘Commis-
sioner of Customs” or the ‘‘Commissioner of
the Customs Service’ shall be deemed to be
a reference to the Commissioner of United
States Customs and Border Protection.

(e) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of the Homeland Se-
curity Act of 2002 (6 U.S.C. 101 et seq.) is
amended by striking the item relating to
section 411 and inserting the following new
item:

‘“Sec. 411. Establishment of United States
Customs and Border Protec-

tion; Commissioner, Deputy
Commissioner, and operational
offices.”.

SEC. 3. REPEALS.

Sections 416, 418, and 443 of the Homeland
Security Act of 2002 (6 U.S.C. 216, 218, and
253), and the items relating to such sections
in the table of contents in section 1(b) of
such Act, are repealed.

SEC. 4. CLERICAL AND CONFORMING AMEND-
MENTS.

(a) IN GENERAL.—The Homeland Security
Act of 2002 (6 U.S.C. 101 et seq.) is amended—

(1) in title I—

(A) in section 102(f)(10) (6 U.S.C. 112(f)(10)),
by striking ‘‘the Directorate of Border and
Transportation Security’” and inserting
“Commissioner of United States Customs
and Border Protection’; and

(B) in section 103(a)(1) (6 U.S.C. 113(a)(1))—

(i) in subparagraph (C), by striking ‘‘An
Under Secretary for Border and Transpor-
tation Security.” and inserting ‘“A Commis-
sioner of United States Customs and Border
Protection.”; and

(ii) in subparagraph (G), by striking ‘A Di-
rector of the Office of Counternarcotics En-
forcement.” and inserting ‘‘A Director for
United States Immigration and Customs En-
forcement.”’;

(2) in title IV—

(A) by striking the title heading and in-
serting “‘BORDER, MARITIME, AND TRANS-
PORTATION SECURITY”’; and

(B) in subtitle A—

(i) by striking the subtitle heading and in-
serting ‘‘Border, Maritime, and Transpor-
tation Security Responsibilities and Func-
tions’’; and

(ii) in section 402 (6 U.S.C. 202)—

(I) in the section heading, by striking ‘‘RE-
SPONSIBILITIES’’ and inserting ‘‘BORDER, MARI-
TIME, AND TRANSPORTATION RESPONSIBILITIES’’;
and

(II) by striking ¢, acting through the
Under Secretary for Border and Transpor-
tation Security,’’;

(C) in subtitle B—

(i) by striking the subtitle heading and in-
serting ‘‘United States Customs and Border
Protection’’;

(ii) in section 412(b) (6 U.S.C. 212), by strik-
ing ‘“‘United States Customs Service’’ each
place it appears and inserting ‘‘United States
Customs and Border Protection’’;

(iii) in section 413 (6 U.S.C. 213), by striking
‘“‘available to the United States Customs
Service or’’;
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(iv) in section 414 (6 U.S.C. 214), by striking
‘“United States Customs Service” and insert-
ing “United States Customs and Border Pro-
tection’’; and

(v) in section 415 (6 U.S.C. 215)—

(I) in paragraph (7), by inserting before the
colon the following: ‘‘, and of United States
Customs and Border Protection on the day
before the effective date of the United States
Customs and Border Protection Authoriza-
tion Act’’; and

(IT) in paragraph (8), by inserting before
the colon the following: ‘‘, and of United
States Customs and Border Protection on
the day before the effective date of the
United States Customs and Border Protec-
tion Authorization Act’’;

(D) in subtitle C—

(i) by striking section 424 (6 U.S.C. 234) and
inserting the following new section:

“SEC. 424. PRESERVATION OF TRANSPORTATION
SECURITY ADMINISTRATION AS A
DISTINCT ENTITY.

“Notwithstanding any other provision of
this Act, the Transportation Security Ad-
ministration shall be maintained as a dis-
tinct entity within the Department.”’; and

(ii) in section 430 (6 U.S.C. 238)—

(I) by amending subsection (a) to read as
follows:

‘‘(a) ESTABLISHMENT.—There is established
in the Department an Office for Domestic
Preparedness.’’;

(IT) in subsection (b), by striking the sec-
ond sentence; and

(IIT) in subsection (c)(7), by striking ‘‘Di-
rectorate’ and inserting ‘‘Department’; and

(E) in subtitle D—

(1) in section 441 (6 U.S.C. 251)—

(I) by striking the section heading and in-
serting ‘‘TRANSFER OF FUNCTIONS’’; and

(IT) by striking ‘‘Under Secretary for Bor-
der and Transportation Security’ and insert-
ing ‘““‘Secretary’’; and

(ii) by amending section 444 (6 U.S.C. 254)
to read as follows:

“SEC. 444. EMPLOYEE DISCIPLINE.

“Notwithstanding any other provision of
law, the Secretary may impose disciplinary
action on any employee of United States Im-
migration and Customs Enforcement and
United States Customs and Border Protec-
tion who willfully deceives Congress or agen-
cy leadership on any matter.”.

(b) CONFORMING AMENDMENTS.—Section 401
of the Homeland Security Act of 2002 (6
U.S.C. 201) is repealed.

(c) CLERICAL AMENDMENTS.—The table of
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended—

(1) by striking the item relating to title IV
and inserting the following:

“TITLE IV—BORDER, MARITIME, AND

TRANSPORTATION SECURITY"”;

(2) by striking the item relating to subtitle
A of title IV and inserting the following:
‘“Subtitle A—Border, Maritime, and Trans-

portation Security Responsibilities and

Functions”’;

(3) by striking the item relating to section
401;

(4) by striking the item relating to subtitle
B of title IV and inserting the following:

“Subtitle B—United States Customs and

Border Protection’;

(5) by striking the item relating to section
441 and inserting the following:

‘“Sec. 441. Transfer of functions.”’; and

(6) by striking the item relating to section
442 and inserting the following:

‘“Sec. 442. United States Immigration and
Customs Enforcement.”’.
SEC. 5. REPORTS AND ASSESSMENTS.

(a) REPORT ON CONTRACT MANAGEMENT AC-

QUISITION AND PROCUREMENT PERSONNEL.—
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Not later than 60 days after the date of the
enactment of this Act and biennially there-
after, the Commissioner of United States
Customs and Border Protection shall submit
to the Committee on Homeland Security of
the House of Representatives and the Com-
mittee on Homeland Security and Govern-
mental Affairs of the Senate a report on—

(1) the number of contract management ac-
quisition and procurement personnel as-
signed to the Office of Technology Innova-
tion and Acquisition (or successor office) of
United States Customs and Border Protec-
tion, categorized by position;

(2) the average aggregate value of the con-
tracts each contract officer, contract spe-
cialist, and contract officer representative
employee is responsible for managing; and

(3) the number of additional acquisition
and procurement personnel, categorized by
position, and contract management special-
ists United States Customs and Border Pro-
tection would need to ensure compliance
with Federal acquisition standards, depart-
mental management directives, and United
States Customs and Border Protection con-
tracting needs.

(b) REPORT ON MIGRANT DEATHS.—Not later
180 days after the date of the enactment of
this Act, the Commissioner of United States
Customs and Border Protection shall, to the
extent practicable, make publically avail-
able information that the United States Bor-
der Patrol has collected on migrant deaths
occurring along the United States-Mexico
border, including information on the fol-
lowing:

(1) The number of documented migrant
deaths.

(2) The location where such migrant deaths
occurred.

(3) To the extent possible, the cause of
death for each migrant.

(4) The extent to which border technology,
physical barriers, and enforcement programs
have contributed to such migrant deaths.

(5) A description of United States Customs
and Border Protection programs or plans to
reduce the number of migrant deaths along
the border, including an assessment on the
effectiveness of water supply sites and rescue
beacons.

(¢c) REPORT ON BUSINESS TRANSFORMATION
INITIATIVE.—Not later than 90 days after the
date of the enactment of this Act, the Com-
missioner of United States Customs and Bor-
der Protection shall submit to the Com-
mittee on Homeland Security and the Com-
mittee on Ways and Means of the House of
Representatives and the Committee on
Homeland Security and Governmental Af-
fairs and the Committee on Finance of the
Senate a report on United States Customs
and Border Protection’s Business Trans-
formation Initiative, including locations
where the Initiative is deployed, the types of
equipment utilized, a description of proto-
cols and procedures, information on wait
times at such locations since deployment,
and information regarding the schedule for
deployment at new locations.

(d) REPORT ON UNACCOMPANIED ALIEN CHIL-
DREN APPREHENDED AT THE BORDER.—Not
later than 90 days after the date of the enact-
ment of this Act and annually thereafter,
the Commissioner of United States Customs
and Border Protection shall submit to the
Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on unaccom-
panied alien children apprehended at the
borders of the United States. Such report
shall include the following:

(1) Information on the number, nation-
ality, age, and location of the apprehensions
of such unaccompanied alien children in the
current fiscal year and for each of the three
prior fiscal years.
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(2) The average length of time an unaccom-
panied alien child is in the custody of United
States Customs and Border Protection before
being transferred to the custody of another
Federal agency in the current fiscal year and
for each of three prior fiscal years.

(3) A description of current and planned ac-
tivities to discourage efforts to bring unac-
companied alien children to the TUnited
States without authorization.

(4) A description of training provided to of-
ficers and agents of United States Customs
and Border Protection regarding unaccom-
panied alien children, including the number
of such officers and agents who are so
trained.

(5) An assessment of the existing officers,
agents, and resources of United States Cus-
toms and Border Protection being utilized to
address unaccompanied alien children.

(6) An assessment of whether current fa-
cilities utilized by United States Customs
and Border Protection to house unaccom-
panied alien children are adequate to comply
with all applicable laws, regulations, and
standards regarding housing, feeding, and
providing medical care for such children.

(7) An identification and assessment of the
factors causing unaccompanied alien chil-
dren to migrate to the United States, includ-
ing an assessment of how perceptions of en-
forcement policies and economic and social
conditions, including incidents of violence,
in countries of origin or last habitual resi-
dence may be attributed to a rise in at-
tempted entries into the United States.

(8) Information on United States Border
Patrol resources spent to care for unaccom-
panied alien children in the custody of the
United States Border Patrol, including the
number of United States Border Patrol
agents assigned to care for unaccompanied
alien children.

(9) Future estimates of Department of
Homeland Security resources needed to care
for expected increases in unaccompanied
alien children.

(10) An identification of any operational or
policy challenges impacting the Department
of Homeland Security as a result of any ex-
pected increase in unaccompanied alien chil-
dren.

(11) Information on any additional re-
sources necessary to carry out United States
Customs and Border Protection’s responsibil-
ities with respect to unaccompanied alien
children.

(e) PORT OF ENTRY INFRASTRUCTURE NEEDS
ASSESSMENTS.—Not later 180 days after the
date of the enactment of this Act, the Com-
missioner of United States Customs and Bor-
der Protection shall assess the physical in-
frastructure and technology needs at the 20
busiest land ports of entry (as measured by
United States Customs and Border Protec-
tion) with a particular attention to identify
ways to—

(1) improve travel and trade facilitation;

(2) reduce wait times;

(3) improve physical infrastructure and
conditions for individuals accessing pedes-
trian ports of entry;

(4) enter into long-term leases with non-
governmental and private sector entities;

(5) enter into lease-purchase agreements
with nongovernmental and private sector en-
tities; and

(6) achieve cost savings through leases de-
scribed in paragraphs (4) and (5).

(f) UNMANNED AERIAL SYSTEMS STRAT-
EGY.—Not later than 180 days after the date
of the enactment of this Act, the Commis-
sioner of United States Customs and Border
Protection shall submit to the Committee on
Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of
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the Senate a strategy for its Unmanned Aer-
ial Systems program. Such strategy shall in-
clude, at a minimum, the following:

(1) The mission and goals of such program.

(2) The expected level of unmanned aerial
systems operations.

(3) The funding and anticipated stake-
holder needs and resource requirements of
such program.

(g) REPORT ON BIOMETRIC EXIT DATA CAPA-
BILITY AT AIRPORTS.—Not later than 90 days
after the date of the enactment of this Act,
the Commissioner of United States Customs
and Border Protection shall submit to the
Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on the efforts of
United States Customs and Border Protec-
tion, in conjunction with the Directorate
Science and Technology of the Department
of Homeland Security, to evaluate tech-
nologies to provide a biometric exit capa-
bility at airports. Such report shall include
the technologies tested, the results of such
tests to date, plans for any future testing,
and a schedule of anticipated deployment of
those or other technologies.

(h) CBP OFFICER TRAINING.—Not later than
90 days after the date of the enactment of
this Act, the Commissioner of United States
Customs and Border Protection shall submit
to the Committee on Homeland Security of
the House of Representatives and the Com-
mittee on Homeland Security and Govern-
mental Affairs of the Senate a report on the
current capacity of United States Customs
and Border Protection to hire, train, and de-
ploy additional United States Customs and
Border Protection officers, including an as-
sessment of any additional resources nec-
essary to hire, train, and deploy United
States Customs and Border Protection offi-
cers to meet staffing needs, as identified by
the United States Customs and Border Pro-
tection staffing model.

(i) REPORT ON THE SECURITY OF UNITED
STATES INTERNATIONAL BORDERS.—Not later
than 180 days after the date of the enactment
of this Act, the Commissioner of United
States Customs and Border Protection shall
develop and implement specific metrics for
measuring the status of security of United
States international borders at and between
ports of entry, including measuring the ef-
fectiveness of current border security re-
source allocations uniformly across all
United States Customs and Border Protec-
tion sectors, informed by input from individ-
uals and relevant stakeholders who live and
work near such borders, and submit to the
Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on such metrics
and such status.

(j) PERSONAL SEARCHES.—Not later than 90
days after the date of the enactment of this
Act, the Commissioner of United States Cus-
toms and Border Protection shall submit to
the Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on supervisor-ap-
proved personal searches conducted in the
previous year by United States Customs and
Border Protection personnel. Such report
shall include the number of personal
searches conducted in each sector and field
office, the number of invasive personal
searches conducted in each sector and field
office, whether personal searches were con-
ducted by Office of Field Operations or
United States Border Patrol personnel, and
how many personal searches resulted in the
discovery of contraband.

SEC. 6. INTERNATIONAL INITIATIVES.

(a) NORTH AND CENTRAL AMERICAN BORDER

SECURITY COOPERATION INITIATIVE.—The Sec-
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retary of Homeland Security, in coordina-
tion with the Secretary of State, shall en-
gage with the appropriate officials of the
Government of Canada and the Government
of Mexico to assess the specific needs of the
countries of Central America to maintain
the security of the international borders of
such countries and determine the support
needed by such countries from the United
States, Canada, and Mexico, to meet such
needs.

(b) CARIBBEAN COOPERATION INITIATIVE.—
The Secretary of Homeland Security, in co-
ordination with the Secretary of State, shall
engage with appropriate officials of the gov-
ernments of the countries of the Caribbean
to establish a program to assess the specific
needs of such countries to address the unique
challenges of maritime border security.

(c) MEXICO’S SOUTHERN BORDER SECURITY
INITIATIVE.—The Secretary of Homeland Se-
curity, in coordination with the Secretary of
State, shall engage with appropriate officials
of the Government of Mexico to assess the
specific needs to help secure Mexico’s south-
ern border from undocumented aliens, drugs,
weapons and other contraband.

(d) REPORTING.—The Secretary of Home-
land Security shall submit to the Committee
on Homeland Security and the Committee on
Foreign Affairs of the House of Representa-
tives and the Committee on Homeland Secu-
rity and Governmental Affairs and the Com-
mittee on Foreign Relations of the Senate a
report on the assessment of needs carried out
under this section.

SEC. 7. TREATMENT OF CERTAIN APPLICATIONS
FOR PORT OF ENTRY STATUS.

The Commissioner of United States Cus-
toms and Border Protection shall give pri-
ority consideration to an application for port
of entry status submitted by any commercial
airport if such airport served at least 100,000
deplaned international passengers in the pre-
vious calendar year.

SEC. 8. TRUSTED TRAVELER PROGRAMS.

The Secretary of Homeland Security may
not enter into or renew an agreement with
the government of a foreign country for a
trusted traveler program administered by
United States Customs and Border Protec-
tion unless the Secretary certifies in writing
that such government—

(1) routinely submits to INTEPOL for in-
clusion in INTERPOL’s Stolen and Lost
Travel Documents database information
about lost and stolen passports and travel
documents of the citizens and nationals of
such country; or

(2) makes available to the United States
Government the information described in
paragraph (1) through another means of re-
porting.

SEC. 9. SENSE OF CONGRESS REGARDING THE
FOREIGN LANGUAGE AWARD PRO-
GRAM.

(a) FINDINGS.—Congress
lowing:

(1) Congress established the Foreign Lan-
guage Award Program (FLAP) to incentivize
employees at United States ports of entry to
utilize their foreign language skills on the
job by providing a financial incentive for the
use of the foreign language for at least ten
percent of their duties after passage of com-
petency tests. FLAP incentivizes the use of
more than two dozen languages and has been
instrumental in identifying and utilizing
United States Customs and Border Protec-
tion officers and agents who are proficient in
a foreign language.

(2) In 1993, Congress provided for dedicated
funding for this program by stipulating that
certain fees collected by United States Cus-
toms and Border Protection to fund FLAP.

(3) Through FLAP, foreign travelers are
aided by having an officer at a port of entry

finds the fol-
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who speaks their language, and United
States Customs and Border Protection bene-
fits by being able to focus its border security
efforts in a more effective manner.

(b) SENSE OF CONGRESS.—It is the sense of
Congress that FLAP incentivizes United
States Customs and Border Protection offi-
cers and agents to attain and maintain com-
petency in a foreign language, thereby im-
proving the efficiency of operations for the
functioning of United States Customs and
Border Protection’s security mission, mak-
ing the United States a more welcoming
place when foreign travelers find officers can
communicate in their language, and helping
to expedite traveler processing to reduce
wait times.

SEC. 10. PROHIBITION
TIONS.

No additional funds are authorized to be
appropriated to carry out this Act and the
amendments made by this Act, and this Act
and such amendments shall be carried out
using amounts otherwise made available for
such purposes.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from
Michigan (Mrs. MILLER) and the gentle-
woman from Texas (Ms. JACKSON LEE)
each will control 20 minutes.

The Chair recognizes the gentle-
woman from Michigan.

O 1615

GENERAL LEAVE

Mrs. MILLER of Michigan. Mr.
Speaker, I ask unanimous consent that
all Members have 5 legislative days
within which to revise and extend their
remarks and to include any extraneous
material on the bill under consider-
ation.

The SPEAKER pro tempore. Is there
objection to the request of the gentle-
woman from Michigan?

There was no objection.

Mrs. MILLER of Michigan. Mr.
Speaker, I yield myself such time as I
may consume.

I rise in support of H.R. 3846, the
United States Customs and Border Pro-
tection Authorization Act, and I cer-
tainly want to thank my colleagues,
the chairman of the full Homeland Se-
curity Committee, Mr. MCCAUL, and
the ranking member, Mr. THOMPSON,
and my ranking member on the sub-
committee, Ms. JACKSON LEE.

The Homeland Security Committee
has a strong history of collaboration
and bipartisanship, and I think this bill
illustrates our ability to find consensus
as we work to strengthen the home-
land.

This is a very important day not only
for the men and women of Customs and
Border Protection, CBP, but also for
the U.S. House of Representatives. This
past week actually marks the 10-year
anniversary of the release of the 9/11
Commission’s recommendations to
Congress. While most of these rec-
ommendations were implemented, un-
fortunately, several remained
unfulfilled or incomplete.

Among one of the most important in-
complete recommendations was for
Congress to create a single, principal
point of oversight and review for home-
land security. The fractured jurisdic-
tion over the Department of Homeland

ON NEW APPROPRIA-
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Security has certainly limited Con-
gress’ ability to provide effective guid-
ance to the third largest agency in the
Federal Government. In the 10 years
since the Department was created, it
has never had a comprehensive reau-
thorization; and, as a result, compo-
nents such as Customs and Border Pro-
tection have never been authorized in
statute since being transferred to the
Department of Homeland Security
through the Homeland Security Act of
2002.

While there remain several commit-
tees with overlapping oversight of the
Department of Homeland Security, I
believe this legislation that is on the
floor today is a testament that this
body can still work together to fulfill
Congress’ primary responsibilities
under the Constitution.

As I mentioned, CBP, with more than
44,000 law enforcement officers and
agents, has never been formally au-
thorized in statute. As a result, CBP
operates on devolved authority granted
to the Secretary of Homeland Security
and on guidance provided by Congress
through annual appropriation bills
rather than from specific authority ac-
corded to the component by its author-
izers.

H.R. 3846, the United States Customs
and Border Protection Authorization
Act, is the first attempt by Congress
since the passage of the Homeland Se-
curity Act of 2002 and the creation of
the Department of Homeland Security
to clearly delineate the current au-
thorities and responsibilities of the
largest Federal law enforcement entity
in our Nation. The fact that this agen-
cy has been operating for as long as
they have without a clear statutory
mandate from Congress and the Amer-
ican people certainly is a problem that
needs to be corrected.

The Homeland Security Act, when
passed nearly 12 years ago, was sort of
a snapshot in time that reflects the
choices made by Congress to quickly
cobble together 22 agencies. Now is the
time to update the statute and make
changes where necessary to reflect the
current security missions of the De-
partment within CBP, which have sig-
nificantly evolved over the last decade.

For example, after DHS was created,
most of the authority for the work
CBP currently performs was vested in a
position called the Under Secretary of
Border and Transportation Security.
And if you haven’t heard of it lately, it
is because it was eliminated by then-
Secretary Chertoff in 2005. Nonetheless,
the position remains in law. I use that
as an example.

So this bill is a first step in fixing
outdated provisions from the source
legislation that created the Depart-
ment. Congress has the responsibility
to give the Department of Homeland
Security and its components the nec-
essary direction through the regular
authorization process, and this meas-
ure is a very important first step in
doing so.

This bill provides a basic outline of
the missions and responsibilities that

CONGRESSIONAL RECORD —HOUSE

we give to the Commissioner of CBP
and its subcomponents—such as the Of-
fice of Field Operations, the United
States Border Patrol, the Office of Air
and Marine Operations, the Office of
Intelligence and Investigative Liaison,
and the Office of International Af-
fairs—so they know what this Congress
expects.

In addition to fixing the outdated
provisions in the law, this legislation
goes a long way in ensuring trans-
parency and oversight in CBP. This bill
also contains strong accountability
measures to ensure that agents and of-
ficers respect civil rights, civil lib-
erties and use force policies, especially
with regard to the use of deadly force.

With the ongoing crisis of unaccom-
panied children crossing the border in
ever-increasing numbers, making sure
that we understand the root causes of
the surge is vitally important as well.
This bill includes a provision that
takes a very hard look at why these
children are coming so that we can pro-
vide the men and women of the Border
Patrol and CBP the tools to stem the
tide.

Issues like the recent surge remind
us of why we need to continually up-
date the authorities of key law enforce-
ment agencies within the Department
of Homeland Security. CBP’s mission
continues to change, and this Congress
has a duty to give our officers and the
agents proper authorities to carry out
their important work.

Finally, I want to commend the work
and the assistance of CBP and the De-
partment of Homeland Security over
the past 2 years since we have started
the intricate task of cleaning up the
Homeland Security Act. Their assist-
ance really helped to make this bill
much better.

I urge my colleagues, Mr. Speaker, to
support this good government, com-
monsense legislation.

I reserve the balance of my time.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON WAYS AND MEANS,

Washington, DC, June 26, 2014.
Hon. MICHAEL MCCAUL,
Chairman, Committee on Homeland Security,
Washington, DC.

DEAR CHAIRMAN MCCAUL: I am writing con-
cerning H.R. 3846, the ‘“‘United States Cus-
toms and Border Protection Authorization
Act of 2014,” which was favorably reported
out of your Committee on June 11, 2014.

Given that numerous provisions in the bill
are within the jurisdiction of the Committee
on Ways and Means, I appreciate that you
have addressed these provisions in response
to the Committee’s concerns. As a result, in
order to expedite floor consideration of the
bill, the Committee on Ways and Means will
forego action on H.R. 3846. This is also being
done with the understanding that it does not
in any way prejudice the Committee with re-
spect to the appointment of conferees or its
jurisdictional prerogatives on this or similar
legislation.

I would appreciate your response to this
letter, confirming this understanding with
respect to H.R. 3846, and would ask that a
copy of our exchange of letters on this mat-
ter be included in the Congressional Record
during Floor consideration.

Sincerely,
DAVE CAMP,
Chairman.
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HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC, June 30, 2014.
Hon. DAVE CAMP,
Chairman, Committee on Ways and Means,
Washington, DC.

DEAR CHAIRMAN CAMP: Thank you for your
letter regarding H.R. 3846, the ‘‘United
States Customs and Border Protection Au-
thorization Act of 2014.”” I acknowledge that
by forgoing action on this legislation, your
Committee is not diminishing or altering its
jurisdiction.

I also concur with you that forgoing action
on this bill does not in any way prejudice the
Committee on Ways and Means with respect
to its jurisdictional prerogatives on this bill
or similar legislation in the future. I would
support your effort to seek appointment of
an appropriate number of conferees to any
House-Senate conference involving this leg-
islation.

I will include our letters in the report ac-
companying H.R. 3846 and in the Congres-
sional Record during consideration of this
measure on the floor. I appreciate your co-
operation regarding this legislation, and I
look forward to working with the Committee
on Ways and Means as the bill moves
through the legislative process.

Sincerely,
MICHAEL T. MCCAUL,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON THE JUDICIARY,
Washington, DC, July 24, 2014.
Hon. MICHAEL MCCAUL,
Chairman, Committee on Homeland Security,
Washington, DC.

DEAR CHAIRMAN MCCAUL: I am writing con-
cerning H.R. 3846, the ‘‘United States Cus-
toms and Border Protection Authorization
Act,” which your Committee ordered re-
ported on June 11, 2014.

As a result of your having consulted with
the Committee on the provisions in our ju-
risdiction and in order to expedite the
House’s consideration of H.R. 3846, the Com-
mittee on the Judiciary will not assert a ju-
risdictional claim over this bill by seeking a
sequential referral. However, this is condi-
tional on our mutual understanding and
agreement that doing so will in no way di-
minish or alter the jurisdiction of the Com-
mittee on the Judiciary with respect to the
appointment of conferees or to any future ju-
risdictional claim over the subject matters
contained in the bill or similar legislation.

I would appreciate your response to this
letter confirming this understanding, and
would request that you include a copy of this
letter and your response in the Committee
Report and in the Congressional Record dur-
ing the floor consideration of this bill.

Sincerely,
BOB GOODLATTE,
Chairman.
HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC, July 24, 2014.
Hon. BOB GOODLATTE,
Chairman, Committee on the Judiciary,
Washington, DC.

DEAR CHAIRMAN GOODLATTE: Thank you for
your letter regarding the Committee on the
Judiciary’s jurisdictional interest in H.R.
3846, the ‘“‘United States Customs and Border
Protection Authorization Act.” I acknowl-
edge that by foregoing a sequential referral
on this legislation, your Committee is not
diminishing or altering its jurisdiction.

I also concur with you that forgoing action
on this bill does not in any way prejudice the
Committee on the Judiciary with respect to
its jurisdictional prerogatives on this bill or
similar legislation in the future, and I would
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support your effort to seek an appointment
of an appropriate number of conferees to any
House-Senate conference involving this or
similar legislation.

Finally, I will include your letter and this
response in the Congressional Record during
consideration of this bill on the House floor.
I appreciate your cooperation regarding this
legislation, and I look forward to working
with the Committee on the Judiciary as H.R.
3846 moves through the legislative process.

Sincerely,
MICHAEL T. MCCAUL,
Chairman.

Ms. JACKSON LEE. I yield myself
such time as I may consume.

I rise in strong support of H.R. 3846,
the United States Customs and Border
Protection Authorization Act.

Mr. Speaker, I am a proud original
cosponsor of the bill sponsored by my
subcommittee chairman, the gentle-
woman from Michigan (Mrs. MILLER).
We are working throughout this Con-
gress in a bipartisan manner, and it
seems that our particular sub-
committee has been particularly ener-
gized by a number of issues that have
come to the attention of the American
people.

This is an authorization bill that is
long overdue. U.S. Customs and Border
Protection is among the largest and
most significant of the Department of
Homeland Security’s components. CBP
is charged with ensuring the security
of America’s borders while facilitating
legitimate trade and travel.

I want to take a moment, Mr. Speak-
er, to just offer my appreciation for the
hardworking men and women that
come under CBP. They are on the bor-
der. They are on the northern and
southern borders. They are in our
ports, both airports and seaports, and
so I think it is appropriate for us to
take a moment and express our appre-
ciation.

Might I also, just as another aside,
express my appreciation for the trans-
portation security work of the TSOs.
As we were working on their issues, we
lost one of our very brave agents in the
last year. All of them should be appre-
ciated.

Again, despite the essential nature of
CBP’s mission, it has not been author-
ized in law since the recognition of the
Department of Homeland Security an-
nounced by Secretary of Homeland Se-
curity Michael Chertoff 9 years ago
this month. It is imperative that CBP
is authorized in law to ensure that
Congress can conduct proper oversight
of the agency and its programs. This
legislation does just that.

I am very pleased to have been part
of crafting legislation that really re-
sponds to an important need: giving
the guidelines and infrastructure and
structure to make sure that we have a
security arm of the DHS that really
works, that we appreciate, and that has
a guideline to operate effectively. I am
pleased that the bill includes several
amendments offered by Democratic
members during consideration by the
Homeland Security Committee.

Again, I want to thank Chairman
McCAUL and Ranking Member THOMP-
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SON of the full committee for their bi-
partisan efforts, working with Chair-
man MILLER and myself on this legisla-
tion.

I was particularly pleased that the
committee accepted an amendment I
offered to help address the recent surge
in the number of unaccompanied chil-
dren entering the U.S. at increasingly
younger ages, particularly in my home
State of Texas. Let me be very clear:
this is a humanitarian crisis and an
issue that I think we are finding our
way forward on, and I hope as we are
passing this legislation, we will also
pass the emergency supplemental that
is needed for this issue and many oth-
ers. This issue requires immediate at-
tention from Congress given that the
welfare of so many children is at stake.

I am also pleased that, during com-
mittee consideration, an amendment
offered by the gentlewoman from Cali-
fornia (Ms. SANCHEZ) was adopted to
enhance CBP’s oversight of an adher-
ence to short-term detention standards
at these facilities. While these facili-
ties are not intended to house individ-
uals for long-term immigration deten-
tion, it is imperative that basic stand-
ards are adhered to in order to ensure
the health and well-being of people, in-
cluding children in CBP custody.

So many of us have gone to the bor-
der in years past. I have been in many
detention facilities over the years as I
have served on this committee. We
know that standards are important for
whatever facility that we have. Wheth-
er they are detention facilities for
adults who are coming across illegally
or other resources that are needed, we
must have a standard.

I am also pleased that the committee
accepted an amendment offered by the
gentleman from California (Mr.
SWALWELL) stating that CBP may not
enter into or renew a Trusted Traveler
Program agreement with a foreign gov-
ernment unless that government re-
ports lost and stolen passport data to
Interpol. We know that passengers on
Malaysia Airlines Flight 370 were trav-
eling on stolen passports, and that
enormous tragedy is still unsolved.
While the U.S. has relatively limited
ability to ensure foreign governments
utilize Interpol’s database, encouraging
them to report their own lost and sto-
len passports improves the quality of
Interpol’s list used by the U.S. to
screen travelers to and from our coun-
try.

That said, I was disappointed the
committee did not accept an amend-
ment I offered to increase, by an addi-
tional 2,000, the number of CBP officers
deployed at our ports of entry. I think
we are seeing that there have been a
number of State efforts that this num-
ber of CBP officers might have coun-
tered, and I look forward to us con-
tinuing to pursue opportunities to in-
crease those numbers.

Congress recently provided the re-
sources necessary to hire 2,000 addi-
tional CBP officers, but still more are
needed. I understand current budgetary
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constraints, but so many of the chal-
lenges CBP faces at our ports of entry
are related to or affected by persistent
staffing shortages. Congress has a re-
sponsibility to do its part to alleviate
these shortages, and I hope to continue
to work with my colleagues on both
sides of the aisle on this important
issue.

That said, I strongly support the bill
and am pleased that Customs and Bor-
der Protection will, for the first time
in the years that they have been orga-
nized, in 2014, under the present chair-
man and myself, the ranking member,
be authorized in its current form.

Mr. Speaker, I reserve the balance of
my time.

Mrs. MILLER of Michigan. Mr.
Speaker, I yield such time as he may
consume to the gentleman from Texas
(Mr. McCAUL), the chairman of the
Committee on Homeland Security, who
has been a very passionate advocate for
this particular piece of legislation. It
really has been under his direction that
we have worked on this very much to-
gether.

Mr. McCAUL. Mr. Speaker, I first
want to commend the chairwoman of
the Subcommittee on Border and Mari-
time Security and the ranking mem-
ber, Ms. JACKSON LEE, for their hard
work and efforts in trying to secure the
border, first and foremost, but also in
achieving what has mnever Dbeen
achieved before, and that is an author-
ization bill for Customs and Border Pa-
trol.

In the history of the Congress, this is
the first time. It is very important, Mr.
Speaker, that we do this. It is very im-
portant that we support our men and
women in blue and in green, Customs
and Border Patrol, for the hard work
and dedication day in and day out in
what some would say is a thankless
job. What we are doing, what Chair-
woman MILLER and Ranking Member
JACKSON LEE have done, for the first
time Congress has recognized them and
validated them in their mission to se-
cure the border that they do day in and
day out.

I need not go into details about the
latest border crisis that we are suf-
fering through. Certainly the gentle-
woman from Texas (Ms. JACKSON LEE)
knows as well as I do that this is a cri-
sis that demands action, a call to ac-
tion, and a solution from Congress.

I believe that authorizing CBP is a
first step, but it is also the first step
toward this committee authorizing the
entire Department of Homeland Secu-
rity. It is my goal within the next
year, for the first time in the history of
Congress, to authorize the Department
of Homeland Security.

And shame on us, shame on Congress
for never authorizing this Department.
You don’t think that impacts morale?
You don’t think it gives a misguided
message from the Congress that we
don’t support them? I think, above all,
what this bill does is it says: we sup-
port you; we support you in your job.

These Border Patrol officers that I
see down there, these agents, they get
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rocks thrown at them. They get shot
at. They have to deal in harsh condi-
tions and the heat. And the customs
agents at the ports of entry, I can’t
think of—someone would say ‘‘thank-
less,” but I can’t think of a more im-
portant job in terms of protecting the
sovereignty of the United States and
protecting our borders day in and day
out from threats that come in.

0 1630

Mr. Speaker, if 60,000 children can
just walk right across our border in the
Rio Grande Valley sector, what does
that say about our state of border secu-
rity? What does that say? I met with
the general of SOUTHCOM, General
Kelly, and he told me: If they are com-
ing in, what else is coming into the
United States?

That is why this bill is so important,
that is why border security is so impor-
tant. I pledge to my committee mem-
bers and to this Congress that we are
going to get this job done. This is the
first step, the beginning and the first
step to finally getting this job done.
We can report back to the American
people that we have finally once and
for all secured the border of the United
States of America.

Mr. Speaker, | rise in support of H.R. 3846,
the United States Customs and Border Protec-
tion Authorization Act, and thank Chairwoman
MILLER for her hard work on this legislation.
This measure would authorize U.S. Customs
and Border Protection for the first time ever. It
also provides greater transparency, account-
ability and oversight of the nation’s largest law
enforcement agency. U.S. Customs and Bor-
der Protection has an important mission of se-
curing the homeland, while simultaneously en-
suring the flow of legitimate trade and travel at
our nation’s borders.

The Commissioner of CBP must oversee an
agency that includes the Office of Field Oper-
ations, the U.S. Border Patrol, the Office of Air
and Marine, and numerous other subcompo-
nents responsible for a range of missions from
acquiring and maintaining technology on the
border, to conducting polygraph investigations
to ensure new hires do not have derogatory
backgrounds. As an agency with more than
44,000 Federal Law Enforcement Officers, it is
absolutely essential that Congress authorize
CBP, and other DHS components, on a rou-
tine basis.

This past week marked the ten year anni-
versary of the release of the 9/11 Commis-
sion’s recommendations to Congress. Among
the most important incomplete recommenda-
tions was for Congress to create a single,
principal point of oversight and review for
homeland security. Unfortunately, the number
of committees and subcommittees overseeing
DHS has only increased since this rec-
ommendation was first offered, and has re-
sulted in significant strains on DHS leadership,
who are required to answer to multiple Com-
mittees that sometimes provide contradictory
guidance.

Authorizing the Department and its compo-
nents like CBP, thus fulfilling our obligations
as an authorizing committee, remains my top
priority for this Committee. As Chairman of the
House Homeland Security Committee, | can
certainly attest that fractured jurisdiction over
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the Department of Homeland Security has lim-
ited Congress’ ability to provide effective guid-
ance to DHS. In the ten years since the De-
partment was created, it has never had a
comprehensive reauthorization. Similarly, com-
ponents such as U.S. Customs and Border
Protection, have never been authorized in
statute since being transferred to the Depart-
ment of Homeland Security in 2002, despite
undergoing significant reorganizations in the
nearly twelve years since the Department’s
establishment.

Thus, | want to thank my colleagues, and
especially Chairman CAMP and the Committee
on Ways and Means, for their collaboration in
bringing this legislation to the Floor.

This measure has strong bipartisan support,
and includes more than 30 amendments of-
fered by Committee members of both parties,
during the subcommittee and full committee
markups. As a result, this measure passed the
Committee unanimously, which truly rep-
resents the cooperation we strive to achieve.
| would like to thank Ranking Member THOMP-
SON for his work on this bill and the contribu-
tions of our Democratic Members.

| urge my colleagues to support this bill,
which will authorize U.S. Customs and Border
Protection for the first time, and will provide
greater transparency, accountability, and over-
sight over this important component.

Ms. JACKSON LEE. Mr. Speaker, I
yield myself such time as I may con-
sume.

Let me offer just a few thoughts. I
am delighted to associate myself with
a very important point that the chair-
man of the committee made, and I will
use the terminology ‘‘authorization
equals affirmation.”

It is important for us in this Con-
gress to affirm an agency that is han-
dling some of the most precious respon-
sibilities, alongside of the intelligence
community, alongside of the United
States military, Defense. It is Home-
land Security. That is why this is a
first start toward making sure that we
are, in fact, looking to affirm or reau-
thorize the importance of this par-
ticular agency.

What I would say is that, when we
were crafting this bill along with my
chairwoman as she introduced this leg-
islation, we were somewhat before this
rising surge, and we began to think
about what we needed to do to get in
front of it. I am very glad that I laid
the framework in my language in the
bill dealing with having DHS find out
what are the causes, how do we address
the issue of unaccompanied children
that are coming. We might have used
the term ‘‘surge.” It was a surge, but it
wasn’t at that point.

I believe that facts are crucial, and I
think it is important that this bill will
encourage some of the things that have
already been done. The President has
met with the three Presidents of Hon-
duras, Guatemala, and El1 Salvador to
determine and assess what the reasons
are, how extreme the violence is. The
stories are horrific.

And then, of course, to separate out
the children who are running toward
the men and women in green and begin
to look at the border and securing the
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border, which none of us quarrel with.
We realize that there have been some
strides—we have worked with the
Mexican government—but we also
know that drug cartels, drug smug-
glers, sex traffickers, and human traf-
fickers still prevail, because bad guys
are always prevailing. We have to
make sure that mixed into those bad
guys that have those particular desires
are not terrorists that will come and
disturb this community or this Nation.

I think this bill lays a good frame-
work for us to collaborate with so
many others.

I want to thank Chairman MILLER for
the bipartisan nature of the work on
this bill, and the bills that originate
from our committee. I would like to
say that this is only the beginning.

I am looking forward to our com-
mittee partnering with Judiciary, and
that we look to a reauthorization of
ICE, which is a partner to the work
that is being done on Homeland Secu-
rity. I think it can be done. We have
set a good model here today. As we
make our way through the Department
of Homeland Security, we have set a
very good model on how we can affirm
the vitality, the vigorousness, and the
crucialness of these subagencies in pro-
viding for domestic security.

With that, I reserve the balance of
my time.

Mrs. MILLER of Michigan. I would
just advise, Mr. Speaker, I have no fur-
ther speakers, so if the gentlewoman
would like to close, I am prepared to
close, and I reserve the balance of my
time.

Ms. JACKSON LEE. Mr. Speaker, 1
am prepared to close. I am going to
conclude my remarks by indicating
that I want to, again, express my ap-
preciation for the work that we have
done.

As a Houstonian, and as the chair-
man indicated, we are Texans, we see
this, we have seen it, we live with our
neighbors, but, more importantly, we
live with our friends on the border.
Members of Congress are our friends,
are our neighbors, and they are a part
of this great Nation as well. It gives me
a special sense of pride and responsi-
bility to be able to work with their
needs.

As someone who has representation
over one of the largest ports, along
with some of my other colleagues in
Houston, the Houston port, these are
very important issues. I think America
needs to realize that when we safe-
guard our ports, provide for these
agents, and give them an infrastruc-
ture of authorization, we affirm them.
We are securing the homeland.

I think the border towns have han-
dled this humanitarian crisis with
great valor and a great sense of what
America is all about. We need to re-
spond to their needs, but we also need
to address this question from a per-
spective of the humanitarian issue that
it is and a balanced perspective of se-
curing the border.
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I think we have begun that process
with this legislation, and I ask my col-
leagues to support it.

I yield back the balance of my time.

Mr. Speaker, | rise in strong support of H.R.
3846, the “United States Customs and Border
Protection Authorization Act.”

| am proud to be an original cosponsor of
the bill, sponsored by my Subcommittee
Chairman, the gentlelady from Michigan, Mrs.
MILLER.

U.S. Customs and Border Protection is
among the largest and most significant of the
Department of Homeland Security’s compo-
nents.

CBP is charged with ensuring the security of
America’s borders while facilitating legitimate
trade and travel.

Despite the essential nature of CBP’s mis-
sion, it has not been authorized in law since
the reorganization of the Department of Home-
land Security announced by Secretary of
Homeland Security Michael Chertoff nine
years ago this month.

It is imperative that CBP is authorized in law
to ensure that Congress can conduct proper
oversight of the agency and its programs.

This legislation does just that.

| am pleased that the bill includes several
amendments offered by Democratic Members
during consideration by the Homeland Security
Committee.

| was particularly pleased that the Com-
mittee accepted an amendment | offered to
help address the recent surge in the number
of unaccompanied children entering the U.S.,
at increasingly younger ages, particularly in
my home state of Texas.

This issue requires immediate attention from
Congress, given that the welfare of so many
children is at stake.

| am also pleased that during Committee
consideration an amendment offered by the
gentlelady from California, Ms. SANCHEZ, was
adopted to enhance CBP’s oversight of and
adherence to short-term detention standards
at its facilities.

While these facilities are not intended to
house individuals for long-term immigration
detention, it is imperative that basic standards
are adhered to in order to ensure the health
and wellbeing of people, including children, in
CBP custody.

| am also pleased that the Committee ac-
cepted an amendment offered by the gen-
tleman from California, Mr. SWALWELL, stating
that CBP may not enter into or renew a trust-
ed traveler program agreement with a foreign
government unless that government reports
lost and stolen passport data to INTERPOL.

We know that passengers on Malaysia Air-
lines Flight 370 were traveling on stolen pass-

ports.
While the U.S. has relatively limited ability to
ensure foreign governments utilize

INTERPOL’s database, encouraging them to
report their own lost and stolen passports im-
proves the quality of INTERPOL'’s lists used
by the U.S. to screen travelers to and from our
country.

That said, | was disappointed that the Com-
mittee did not accept an amendment | offered
to increase by an additional 2,000 the number
of CBP officers deployed at our ports of entry.

Congress recently provided the resources
necessary to hire 2,000 additional CBP offi-
cers, but still more are needed.

| understand current budgetary constraints,
but so many of the challenges CBP faces at

CONGRESSIONAL RECORD —HOUSE

our ports of entry are related to or affected by
persistent staffing shortages.

Congress has a responsibility to do its part
to alleviate those shortages and | hope to con-
tinue to work with my colleagues, on both
sides of the aisle, on this important issue.

That said, | strongly support the bill and am
pleased that Customs and Border Protection
will, for the first time, be authorized in its cur-
rent form.

In closing, | would like to thank the
gentlelady from Michigan, Mrs. MILLER, for the
bipartisan process.

| believe we produced a solid bill that should
garner broad bi-partisan support in the House
today.

| am particularly pleased that at this time
when there is so much rancor about the Ad-
ministration’s response to the influx of fleeing
unaccompanied children at our Southwest
Border, we are standing together to authorize
resources for the CBP to continue to do its
part.

With that Mr. Speaker, | urge my colleagues
to support H.R. 3846, the United States Cus-
toms and Border Protection Authorization Act.

Mrs. MILLER of Michigan. Mr.
Speaker, I yield myself such time as I
may consume.

I would just say in closing, first of
all, I thought that the chairman of the
Homeland Security Committee, Mr.
McCAUL, made some excellent, excel-
lent remarks. One of the things that he
said that is absolutely true, and I know
all of us feel this, is every time we talk
to a CBP officer, one of the men and
women who so bravely secure our bor-
ders, they can’t quite believe that Con-
gress has never authorized their agen-
cy. It is not a great thing for their mo-
rale that we have never really paid
them the attention that they deserve.

So I think this bill is, as I said at the
beginning of my remarks, such an im-
portant first step for this Congress to
be able to do that.

With the humanitarian crisis that is
happening at our southern border with
this tsunami of unaccompanied chil-
dren that is coming in, we all see the
video each and every day of our brave
men and women, our CBP officers, try-
ing to handle that. They have respon-
sibilities there, things that they are
doing there that are taking them away,
quite frankly, as they are handling the
children, taking them away from their
duties and responsibilities of stopping
the drug cartels, et cetera, from enter-
ing our borders. I just think this bill is
incredibly important.

I would also mention as well, as we
talk about the issues on the southern
border, which are certainly in all of our
news each and every day, but America
has more than one border. We have the
northern border as well. I see the dean
of the House, Mr. DINGELL, is on the
floor. He and I, both being from the
northern border State of Michigan,
have worked together very diligently
on northern border issues. We have in
Michigan the two busiest northern bor-
der crossings on the entire northern
tier of our Nation there. Again, our
CBP officers have stopped so many
that wish our Nation harm, whether
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that is human smuggling or drug smug-
gling or what have you, we have some
unique dynamics on the northern bor-
der as well, as well as our maritime
border.

Mr. Speaker, this is a very, very im-
portant bill. Again, securing the home-
land is certainly foremost of all of our
responsibilities.

I would once again urge our col-
leagues to support H.R. 3846, the United
States Customs and Border Protection
Authorization Act, and I yield back the
balance of my time.

Mr. THOMPSON of Mississippi. Mr. Speak-
er, | rise in support of H.R. 3846, the “United
States Customs and Border Protection Author-
ization Act.”

The bill before us today seeks to authorize
U.S. Customs and Border Protection (CBP) for
the first time since the establishment of the
Department of Homeland Security.

As one of the largest operational compo-
nents within DHS, CBP is charged with the
critical, dual mission of securing our Nation’s
borders while facilitating legitimate trade and
travel.

It is imperative that CBP is authorized in law
in a manner consistent with its current organi-
zational structure.

Only then can Congress conduct full and
appropriate oversight of the agency and its ac-
tivities.

The bill before us today serves that purpose
by establishing CBP, its leadership structure,
and its functions in law.

| am pleased to say that H.R. 3846 is a bi-
partisan product that has benefitted from input
from Members on both sides of the aisle dur-
ing the Committee process. Democratic Mem-
bers of the Committee on Homeland Security
offered important amendments on unaccom-
panied children crossing the border; electronic
searches at the border; standards at short-
term detention facilities; and professionalism
and accountability for CBP personnel.

| want to congratulate the Chairman and
Ranking Member of the Subcommittee on Bor-
der and Maritime Security, Rep. CANDICE MIL-
LER and Rep. JACKSON LEE, for their hard work
on this measure.

The bill before us today reflects the results
of the bipartisan spirit in which they conduct
their work, and it should be something all
Members can give their strong support.

Mr. Speaker, | urge my colleagues to sup-
port H.R. 3846, the “United States Customs
and Border Protection Authorization Act.”

The SPEAKER pro tempore. The
question is on the motion offered by
the gentlewoman from Michigan (Mrs.
MILLER) that the House suspend the
rules and pass the bill, H.R. 3846, as
amended.

The question was taken; and (two-
thirds being in the affirmative) the
rules were suspended and the bill, as
amended, was passed.

A motion to reconsider was laid on
the table.

———
NATIONAL CYBERSECURITY AND
CRITICAL INFRASTRUCTURE

PROTECTION ACT OF 2014

Mr. MCcCAUL. Mr. Speaker, I move to
suspend the rules and pass the bill
(H.R. 3696) to amend the Homeland Se-
curity Act of 2002 to make certain im-
provements regarding cybersecurity
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and critical infrastructure protection,
and for other purposes, as amended.
The Clerk read the title of the bill.
The text of the bill is as follows:
H.R. 3696

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘“National Cy-
bersecurity and Critical Infrastructure Pro-
tection Act of 2014"".

SEC. 2. TABLE OF CONTENTS.

The table of contents for this Act is as fol-

lows:

Sec. 1. Short title.
Sec. 2. Table of contents.

TITLE I—SECURING THE NATION
AGAINST CYBER ATTACK

Homeland Security Act of 2002 defi-
nitions.

Enhancement of cybersecurity.

Protection of critical infrastruc-
ture and information sharing.

National Cybersecurity and Com-
munications Integration Cen-
ter.

Cyber incident response and tech-
nical assistance.

Sec. 106. Streamlining of Department cyber-

security organization.
TITLE II—PUBLIC-PRIVATE
COLLABORATION ON CYBERSECURITY

Sec. 201. Public-private collaboration on cy-

bersecurity.

Sec. 202. SAFETY Act and qualifying cyber
incidents.

Prohibition on new regulatory au-
thority.

Prohibition on additional author-
ization of appropriations.

Prohibition on collection activities
to track individuals’ personally
identifiable information.

Cybersecurity scholars.

National Research Council study
on the resilience and reliability
of the Nation’s power grid.

TITLE III—HOMELAND SECURITY

CYBERSECURITY WORKFORCE

301. Homeland security cybersecurity
workforce.
Sec. 302. Personnel authorities.

TITLE I—SECURING THE NATION AGAINST
CYBER ATTACK
SEC. 101. HOMELAND SECURITY ACT OF 2002
DEFINITIONS.

Section 2 of the Homeland Security Act of
2002 (6 U.S.C. 101) is amended by adding at
the end the following new paragraphs:

‘(19) The term ‘critical infrastructure’ has
the meaning given that term in section
1016(e) of the USA Patriot Act (42 U.S.C.
5195c(e)).

‘(200 The term ‘critical infrastructure
owner’ means a person that owns critical in-
frastructure.

‘“(21) The term ‘critical infrastructure op-
erator’ means a critical infrastructure owner
or other person that manages, runs, or oper-
ates, in whole or in part, the day-to-day op-
erations of critical infrastructure.

‘(22) The term ‘cyber incident’ means an
incident, or an attempt to cause an incident,
that, if successful, would—

‘“(A) jeopardize or imminently jeopardize,
without lawful authority, the security, in-
tegrity, confidentiality, or availability of an
information system or network of informa-
tion systems or any information stored on,
processed on, or transiting such a system or
network;

‘“(B) constitute a violation or imminent
threat of violation of law, security policies,

Sec. 101.

102.
103.

Sec.
Sec.

Sec. 104.

Sec. 105.

Sec. 203.

Sec. 204.

Sec. 205.

206.
207.

Sec.
Sec.

Sec.
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security procedures, or acceptable use poli-
cies related to such a system or network, or
an act of terrorism against such a system or
network; or

‘“(C) result in the denial of access to or
degradation, disruption, or destruction of
such a system or network, or the defeat of an
operations control or technical control es-
sential to the security or operation of such a
system or network.

‘“(23) The term ‘cybersecurity mission’
means activities that encompass the full
range of threat reduction, vulnerability re-
duction, deterrence, incident response, resil-
iency, and recovery activities to foster the
security and stability of cyberspace.

‘“(24) The term ‘cybersecurity purpose’
means the purpose of ensuring the security,
integrity, confidentiality, or availability of,
or safeguarding, an information system or
network of information systems, including
protecting such a system or network, or data
residing on such a system or network, in-
cluding protection of such a system or net-
work, from—

‘“(A) a vulnerability of such a system or
network;

‘(B) a threat to the security, integrity,
confidentiality, or availability of such a sys-
tem or network, or any information stored
on, processed on, or transiting such a system
or network;

‘“(C) efforts to deny access to or degrade,
disrupt, or destroy such a system or net-
work; or

‘(D) efforts to gain unauthorized access to
such a system or network, including to gain
such unauthorized access for the purpose of
exfiltrating information stored on, processed
on, or transiting such a system or network.

‘(26) The term ‘cyber threat’ means any
action that may result in unauthorized ac-
cess to, exfiltration of, manipulation of,
harm of, or impairment to the security, in-
tegrity, confidentiality, or availability of an
information system or network of informa-
tion systems, or information that is stored
on, processed by, or transiting such a system
or network.

‘(26) The term ‘cyber threat information’
means information directly pertaining to—

‘“(A) a vulnerability of an information sys-
tem or network of information systems of a
government or private entity;

‘(B) a threat to the security, integrity,
confidentiality, or availability of such a sys-
tem or network of a government or private
entity, or any information stored on, proc-
essed on, or transiting such a system or net-
work;

‘“(C) efforts to deny access to or degrade,
disrupt, or destroy such a system or network
of a government or private entity;

‘(D) efforts to gain unauthorized access to
such a system or network, including to gain
such unauthorized access for the purpose of
exfiltrating information stored on, processed
on, or transiting such a system or network;
or

‘(E) an act of terrorism against an infor-
mation system or network of information
systems.

‘“(27) The term ‘Federal civilian informa-
tion systems’—

‘“(A) means information, information sys-
tems, and networks of information systems
that are owned, operated, controlled, or li-
censed for use by, or on behalf of, any Fed-
eral agency, including such systems or net-
works used or operated by another entity on
behalf of a Federal agency; but

‘“(B) does not include—

‘(1) a national security system; or

‘“(ii) information, information systems,
and networks of information systems that
are owned, operated, controlled, or licensed
solely for use by, or on behalf of, the Depart-
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ment of Defense, a military department, or
an element of the intelligence community.

‘(28) The term ‘information security’
means the protection of information, infor-
mation systems, and networks of informa-
tion systems from unauthorized access, use,
disclosure, disruption, modification, or de-
struction in order to provide—

“‘(A) integrity, including guarding against
improper information modification or de-
struction, including ensuring nonrepudiation
and authenticity;

‘(B) confidentiality, including preserving
authorized restrictions on access and disclo-
sure, including means for protecting per-
sonal privacy and proprietary information;
and

“(C) availability, including ensuring time-
ly and reliable access to and use of informa-
tion.

¢(29) The term ‘information system’ means
the underlying framework and functions
used to process, transmit, receive, or store
information electronically, including pro-
grammable electronic devices, communica-
tions networks, and industrial or supervisory
control systems and any associated hard-
ware, software, or data.

‘“(30) The term ‘private entity’ means any
individual or any private or publically-trad-
ed company, public or private utility (in-
cluding a utility that is a unit of a State or
local government, or a political subdivision
of a State government), organization, or cor-
poration, including an officer, employee, or
agent thereof.

‘(81) The term ‘shared situational aware-
ness’ means an environment in which cyber
threat information is shared in real time be-
tween all designated Federal cyber oper-
ations centers to provide actionable informa-
tion about all known cyber threats.”’.

SEC. 102. ENHANCEMENT OF CYBERSECURITY.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002 is amend-
ed by adding at the end the following new
section:

“SEC. 226. ENHANCEMENT OF CYBERSECURITY.

“The Secretary, in collaboration with the
heads of other appropriate Federal Govern-
ment entities, shall conduct activities for
cybersecurity purposes, including the provi-
sion of shared situational awareness to each
other to enable real-time, integrated, and
operational actions to protect from, prevent,
mitigate, respond to, and recover from cyber
incidents.”.

(b) CLERICAL AMENDMENTS.—

(1) SUBTITLE HEADING.—The heading for
subtitle C of title II of such Act is amended
to read as follows:

“Subtitle C—Cybersecurity and Information
Sharing”.

(2) TABLE OF CONTENTS.—The table of con-
tents in section 1(b) of such Act is amended—

(A) by adding after the item relating to
section 225 the following new item:

‘“Sec. 226. Enhancement of cybersecurity.’”’;

and

(B) by striking the item relating to sub-
title C of title II and inserting the following
new item:

‘““Subtitle C—Cybersecurity and Information

Sharing”’.

103. PROTECTION OF CRITICAL INFRA-
STRUCTURE AND INFORMATION
SHARING.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002, as
amended by section 102, is further amended
by adding at the end the following new sec-
tion:

“SEC. 227. PROTECTION OF CRITICAL INFRA-

STRUCTURE AND INFORMATION
SHARING.

‘‘(a) PROTECTION OF CRITICAL INFRASTRUC-

TURE.—

SEC.
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‘(1) IN GENERAL.—The Secretary shall co-
ordinate, on an ongoing basis, with Federal,
State, and local governments, national lab-
oratories, critical infrastructure owners,
critical infrastructure operators, and other
cross sector coordinating entities to—

‘““(A) facilitate a mnational effort to
strengthen and maintain secure, functioning,
and resilient critical infrastructure from
cyber threats;

‘“(B) ensure that Department policies and
procedures enable critical infrastructure
owners and critical infrastructure operators
to receive real-time, actionable, and relevant
cyber threat information;

“(C) seek industry sector-specific expertise
to—

‘(i) assist in the development of voluntary
security and resiliency strategies; and

‘“(ii) ensure that the allocation of Federal
resources are cost effective and reduce any
burden on critical infrastructure owners and
critical infrastructure operators;

‘(D) upon request of entities, facilitate and
assist risk management efforts of such enti-
ties to reduce vulnerabilities, identify and
disrupt threats, and minimize consequences
to their critical infrastructure;

‘“(BE) upon request of critical infrastructure
owners or critical infrastructure operators,
provide education and assistance to such
owners and operators on how they may use
protective measures and countermeasures to
strengthen the security and resilience of the
Nation’s critical infrastructure; and

‘“(F) coordinate a research and develop-
ment strategy to facilitate and promote ad-
vancements and innovation in cybersecurity
technologies to protect critical infrastruc-
ture.

‘(2) ADDITIONAL
Secretary shall—

‘“(A) manage Federal efforts to secure, pro-
tect, and ensure the resiliency of Federal ci-
vilian information systems using a risk-
based and performance-based approach, and,
upon request of critical infrastructure own-
ers or critical infrastructure operators, sup-
port such owners’ and operators’ efforts to
secure, protect, and ensure the resiliency of
critical infrastructure from cyber threats;

‘“(B) direct an entity within the Depart-
ment to serve as a Federal civilian entity by
and among Federal, State, and local govern-
ments, private entities, and critical infra-
structure sectors to provide multi-direc-
tional sharing of real-time, actionable, and
relevant cyber threat information;

‘(C) build upon existing mechanisms to
promote a national awareness effort to edu-
cate the general public on the importance of
securing information systems;

‘(D) upon request of Federal, State, and
local government entities and private enti-
ties, facilitate expeditious cyber incident re-
sponse and recovery assistance, and provide
analysis and warnings related to threats to
and vulnerabilities of critical information
systems, crisis and consequence manage-
ment support, and other remote or on-site
technical assistance with the heads of other
appropriate Federal agencies to Federal,
State, and local government entities and pri-
vate entities for cyber incidents affecting
critical infrastructure;

‘“‘(B) engage with international partners to
strengthen the security and resilience of do-
mestic critical infrastructure and critical in-
frastructure located outside of the United
States upon which the United States de-
pends; and

“(F) conduct outreach to educational insti-
tutions, including historically black colleges
and universities, Hispanic serving institu-
tions, Native American colleges, and institu-
tions serving persons with disabilities, to en-
courage such institutions to promote cyber-
security awareness.

RESPONSIBILITIES.—The
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‘“(3) RULE OF CONSTRUCTION.—Nothing in
this section may be construed to require any
private entity to request assistance from the
Secretary, or require any private entity re-
questing such assistance to implement any
measure or recommendation suggested by
the Secretary.

“(b) CRITICAL INFRASTRUCTURE SECTORS.—
The Secretary, in collaboration with the
heads of other appropriate Federal agencies,
shall designate critical infrastructure sec-
tors (that may include subdivisions of sec-
tors within a sector as the Secretary may de-
termine appropriate). The critical infra-
structure sectors designated under this sub-
section may include the following:

‘(1) Chemical.

‘“(2) Commercial facilities.

‘“(3) Communications.

‘“(4) Critical manufacturing.

‘“(5) Dams.

‘“(6) Defense Industrial Base.

‘“(7T) Emergency services.

‘(8) Energy.

‘“(9) Financial services.

‘“(10) Food and agriculture.

“(11) Government facilities.

‘“(12) Healthcare and public health.

‘4(13) Information technology.

‘“(14) Nuclear reactors, materials,
waste.

‘“(15) Transportation systems.

‘“(16) Water and wastewater systems.

“(17) Such other sectors as the Secretary
determines appropriate.

“(c) SECTOR SPECIFIC AGENCIES.—The Sec-
retary, in collaboration with the relevant
critical infrastructure sector and the heads
of other appropriate Federal agencies, shall
recognize the Federal agency designated as
of November 1, 2013, as the ‘Sector Specific
Agency’ for each critical infrastructure sec-
tor designated under subsection (b). If the
designated Sector Specific Agency for a par-
ticular critical infrastructure sector is the
Department, for the purposes of this section,
the Secretary shall carry out this section.
The Secretary, in coordination with the
heads of each such Sector Specific Agency
shall—

‘(1) support the security and resilience ac-
tivities of the relevant critical infrastruc-
ture sector in accordance with this subtitle;
and

‘“(2) provide institutional knowledge and
specialized expertise to the relevant critical
infrastructure sector.

““(d) SECTOR COORDINATING COUNCILS.—

‘(1) RECOGNITION.—The Secretary, in col-
laboration with each critical infrastructure
sector and the relevant Sector Specific
Agency, shall recognize and partner with the
Sector Coordinating Council for each critical
infrastructure sector designated under sub-
section (b) to coordinate with each such sec-
tor on security and resilience activities and
emergency response and recovery efforts.

““(2) MEMBERSHIP.—

‘“(A) IN GENERAL.—The Sector Coordinating
Council for a critical infrastructure sector
designated under subsection (b) shall—

‘“(i) be comprised exclusively of relevant
critical infrastructure owners, critical infra-
structure operators, private entities, and
representative trade associations for the sec-
tor;

‘“(ii) reflect the unique composition of each
sector; and

‘(iii) as appropriate, include relevant
small, medium, and large critical infrastruc-
ture owners, critical infrastructure opera-
tors, private entities, and representative
trade associations for the sector.

‘(B) PROHIBITION.—No government entity
with regulating authority shall be a member
of the Sector Coordinating Council.
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¢(C) LIMITATION.—The Secretary shall have
no role in the determination of the member-
ship of a Sector Coordinating Council.

“(3) ROLES AND RESPONSIBILITIES.—The
Sector Coordinating Council for a critical in-
frastructure sector shall—

‘““(A) serve as a self-governing, self-orga-
nized primary policy, planning, and strategic
communications entity for coordinating
with the Department, the relevant Sector-
Specific Agency designated under subsection
(c), and the relevant Information Sharing
and Analysis Centers under subsection (e) on
security and resilience activities and emer-
gency response and recovery efforts;

‘“(B) establish governance and operating
procedures, and designate a chairperson for
the sector to carry out the activities de-
scribed in this subsection;

‘(C) coordinate with the Department, the
relevant Information Sharing and Analysis
Centers under subsection (e), and other Sec-
tor Coordinating Councils to update, main-
tain, and exercise the National Cybersecu-
rity Incident Response Plan in accordance
with section 229(b); and

‘(D) provide any recommendations to the
Department on infrastructure protection
technology gaps to help inform research and
development efforts at the Department.

‘“(e) SECTOR INFORMATION SHARING AND
ANALYSIS CENTERS.—

‘(1) RECOGNITION.—The Secretary, in col-
laboration with the relevant Sector Coordi-
nating Council and the critical infrastruc-
ture sector represented by such Council, and
in coordination with the relevant Sector
Specific Agency, shall recognize at least one
Information Sharing and Analysis Center for
each critical infrastructure sector des-
ignated under subsection (b) for purposes of
paragraph (3). No other Information Sharing
and Analysis Organizations, including Infor-
mation Sharing and Analysis Centers, may
be precluded from having an information
sharing relationship within the National Cy-
bersecurity and Communications Integration
Center established pursuant to section 228.
Nothing in this subsection or any other pro-
vision of this subtitle may be construed to
limit, restrict, or condition any private enti-
ty or activity utilized by, among, or between
private entities.

“(2) ROLES AND RESPONSIBILITIES.—In addi-
tion to such other activities as may be au-
thorized by law, at least one Information
Sharing and Analysis Center for a critical in-
frastructure sector shall—

‘““(A) serve as an information sharing re-
source for such sector and promote ongoing
multi-directional sharing of real-time, rel-
evant, and actionable cyber threat informa-
tion and analysis by and among such sector,
the Department, the relevant Sector Specific
Agency, and other critical infrastructure
sector Information Sharing and Analysis
Centers;

‘“(B) establish governance and operating
procedures to carry out the activities con-
ducted under this subsection;

‘(C) serve as an emergency response and
recovery operations coordination point for
such sector, and upon request, facilitate
cyber incident response capabilities in co-
ordination with the Department, the rel-
evant Sector Specific Agency and the rel-
evant Sector Coordinating Council;

‘(D) facilitate cross-sector coordination
and sharing of cyber threat information to
prevent related or consequential impacts to
other critical infrastructure sectors;

‘“‘(E) coordinate with the Department, the
relevant Sector Coordinating Council, the
relevant Sector Specific Agency, and other
critical infrastructure sector Information
Sharing and Analysis Centers on the devel-
opment, integration, and implementation of
procedures to support technology mneutral,
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real-time information sharing capabilities
and mechanisms within the National Cyber-
security and Communications Integration
Center established pursuant to section 228,
including—

‘(i) the establishment of a mechanism to
voluntarily report identified vulnerabilities
and opportunities for improvement;

‘“(ii) the establishment of metrics to assess
the effectiveness and timeliness of the De-
partment’s and Information Sharing and
Analysis Centers’ information sharing capa-
bilities; and

‘‘(iii) the establishment of a mechanism for
anonymous suggestions and comments;

“(F) implement an integration and anal-
ysis function to inform sector planning, risk
mitigation, and operational activities re-
garding the protection of each critical infra-
structure sector from cyber incidents;

“(G) combine consequence, vulnerability,
and threat information to share actionable
assessments of critical infrastructure sector
risks from cyber incidents;

‘““(H) coordinate with the Department, the
relevant Sector Specific Agency, and the rel-
evant Sector Coordinating Council to up-
date, maintain, and exercise the National
Cybersecurity Incident Response Plan in ac-
cordance with section 229(b); and

“(I) safeguard cyber threat information
from unauthorized disclosure.

“(3) FUNDING.—Of the amounts authorized
to be appropriated for each of fiscal years
2014, 2015, and 2016 for the Cybersecurity and
Communications Office of the Department,
the Secretary is authorized to use not less
than $25,000,000 for any such year for oper-
ations support at the National Cybersecurity
and Communications Integration Center es-
tablished under section 228(a) of all recog-
nized Information Sharing and Analysis Cen-
ters under paragraph (1) of this subsection.

“(f) CLEARANCES.—The Secretary—

‘(1) shall expedite the process of security
clearances under Executive Order 13549 or
successor orders for appropriate representa-
tives of Sector Coordinating Councils and
the critical infrastructure sector Informa-
tion Sharing and Analysis Centers; and

‘(2) may so expedite such processing to—

‘“‘(A) appropriate personnel of critical in-
frastructure owners and critical infrastruc-
ture operators; and

“(B) any other person as determined by the
Secretary.

‘“(g) PUBLIC-PRIVATE COLLABORATION.—The
Secretary, in collaboration with the critical
infrastructure sectors designated under sub-
section (b), such sectors’ Sector Specific
Agencies recognized under subsection (c),
and the Sector Coordinating Councils recog-
nized under subsection (d), shall—

‘(1) conduct an analysis and review of the
existing public-private partnership model
and evaluate how the model between the De-
partment and critical infrastructure owners
and critical infrastructure operators can be
improved to ensure the Department, critical
infrastructure owners, and critical infra-
structure operators are equal partners and
regularly collaborate on all programs and ac-
tivities of the Department to protect critical
infrastructure;

‘(2) develop and implement procedures to
ensure continuous, collaborative, and effec-
tive interactions between the Department,
critical infrastructure owners, and critical
infrastructure operators; and

‘(3) ensure critical infrastructure sectors
have a reasonable period for review and com-
ment of all jointly produced materials with
the Department.

“(h) RECOMMENDATIONS REGARDING NEW
AGREEMENTS.—Not later than 180 days after
the date of the enactment of this section, the
Secretary shall submit to the appropriate
congressional committees recommendations
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on how to expedite the implementation of in-
formation sharing agreements for cybersecu-
rity purposes between the Secretary and
critical information owners and critical in-
frastructure operators and other private en-
tities. Such recommendations shall address
the development and utilization of a scalable
form that retains all privacy and other pro-
tections in such agreements in existence as
of such date, including Cooperative and Re-
search Development Agreements. Such rec-
ommendations should also include any addi-
tional authorities or resources that may be
needed to carry out the implementation of
any such new agreements.

‘(i) RULE OF CONSTRUCTION.—NoO provision
of this title may be construed as modifying,
limiting, or otherwise affecting the author-
ity of any other Federal agency under any
other provision of law.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 226 (as added by section 102) the fol-
lowing new item:

‘“Sec. 227. Protection of critical infrastruc-
ture and information sharing.”.
SEC. 104. NATIONAL CYBERSECURITY AND COM-
MUNICATIONS INTEGRATION CEN-

TER.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002, as
amended by sections 102 and 103, is further
amended by adding at the end the following
new section:

“SEC. 228. NATIONAL CYBERSECURITY AND COM-
MUNICATIONS INTEGRATION CEN-
TER.

‘‘(a) ESTABLISHMENT.—There is established
in the Department the National Cybersecu-
rity and Communications Integration Center
(referred to in this section as the ‘Center’),
which shall be a Federal civilian information
sharing interface that provides shared situa-
tional awareness to enable real-time, inte-
grated, and operational actions across the
Federal Government, and share cyber threat
information by and among Federal, State,
and local government entities, Information
Sharing and Analysis Centers, private enti-
ties, and critical infrastructure owners and
critical infrastructure operators that have
an information sharing relationship with the
Center.

‘“(b) COMPOSITION.—The Center shall in-
clude each of the following entities:

“(1) At least one Information Sharing and
Analysis Center established under section
227(e) for each critical infrastructure sector.

‘(2) The Multi-State Information Sharing
and Analysis Center to collaborate with
State and local governments.

‘“(3) The United States Computer Emer-
gency Readiness Team to coordinate cyber
threat information sharing, proactively
manage cyber risks to the United States,
collaboratively respond to cyber incidents,
provide technical assistance to information
system owners and operators, and dissemi-
nate timely notifications regarding current
and potential cyber threats and
vulnerabilities.

‘“(4) The Industrial Control System Cyber
Emergency Response Team to coordinate
with industrial control systems owners and
operators and share industrial control sys-
tems-related security incidents and mitiga-
tion measures.

‘“(5) The National Coordinating Center for
Telecommunications to coordinate the pro-
tection, response, and recovery of national
security emergency communications.

‘“(6) Such other Federal, State, and local
government entities, private entities, orga-
nizations, or individuals as the Secretary
may consider appropriate that agree to be
included.
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‘‘(c) CYBER INCIDENT.—In the event of a
cyber incident, the Secretary may grant the
entities referred to in subsection (a) imme-
diate temporary access to the Center as a
situation may warrant.

‘‘(d) ROLES AND RESPONSIBILITIES.—The
Center shall—

‘(1 promote ongoing multi-directional
sharing by and among the entities referred
to in subsection (a) of timely and actionable
cyber threat information and analysis on a
real-time basis that includes emerging
trends, evolving threats, incident reports, in-
telligence information, risk assessments,
and best practices;

‘“(2) coordinate with other Federal agencies
to streamline and reduce redundant report-
ing of cyber threat information;

‘(3) provide, upon request, timely tech-
nical assistance and crisis management sup-
port to Federal, State, and local government
entities and private entities that own or op-
erate information systems or networks of in-
formation systems to protect from, prevent,
mitigate, respond to, and recover from cyber
incidents;

‘‘(4) facilitate cross-sector coordination
and sharing of cyber threat information to
prevent related or consequential impacts to
other critical infrastructure sectors;

‘() collaborate and facilitate discussions
with Sector Coordinating Councils, Informa-
tion Sharing and Analysis Centers, Sector
Specific Agencies, and relevant critical in-
frastructure sectors on the development of
prioritized Federal response efforts, if nec-
essary, to support the defense and recovery
of critical infrastructure from cyber inci-
dents;

‘(6) collaborate with the Sector Coordi-
nating Councils, Information Sharing and
Analysis Centers, Sector Specific Agencies,
and the relevant critical infrastructure sec-
tors on the development and implementation
of procedures to support technology neutral
real-time information sharing capabilities
and mechanisms;

“(7) collaborate with the Sector Coordi-
nating Councils, Information Sharing and
Analysis Centers, Sector Specific Agencies,
and the relevant critical infrastructure sec-
tors to identify requirements for data and in-
formation formats and accessibility, system
interoperability, and redundant systems and
alternative capabilities in the event of a dis-
ruption in the primary information sharing
capabilities and mechanisms at the Center;

‘(8) within the scope of relevant treaties,
cooperate with international partners to
share information and respond to cyber inci-
dents;

‘“(9) safeguard sensitive cyber threat infor-
mation from unauthorized disclosure;

‘(10) require other Federal civilian agen-
cies to—

“‘(A) send reports and information to the
Center about cyber incidents, threats, and
vulnerabilities affecting Federal civilian in-
formation systems and critical infrastruc-
ture systems and, in the event a private ven-
dor product or service of such an agency is so
implicated, the Center shall first notify such
private vendor of the vulnerability before
further disclosing such information;

‘“(B) provide to the Center cyber incident
detection, analysis, mitigation, and response
information; and

“(C) immediately send and disclose to the
Center cyber threat information received by
such agencies;

“‘(11) perform such other duties as the Sec-
retary may require to facilitate a national
effort to strengthen and maintain secure,
functioning, and resilient critical infrastruc-
ture from cyber threats;

‘“(12) implement policies and procedures
to—
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““(A) provide technical assistance to Fed-
eral civilian agencies to prevent and respond
to data breaches involving unauthorized ac-
quisition or access of personally identifiable
information that occur on Federal civilian
information systems;

“(B) require Federal civilian agencies to
notify the Center about data breaches in-
volving unauthorized acquisition or access of
personally identifiable information that
occur on Federal civilian information sys-
tems without unreasonable delay after the
discovery of such a breach; and

‘(C) require Federal civilian agencies to
notify all potential victims of a data breach
involving unauthorized acquisition or access
of personally identifiable information that
occur on Federal civilian information sys-
tems without unreasonable delay, based on a
reasonable determination of the level of risk
of harm and consistent with the needs of law
enforcement; and

‘(13) participate in exercises run by the
Department’s National Exercise Program,
where appropriate.

‘‘(e) INTEGRATION AND ANALYSIS.—The Cen-
ter, in coordination with the Office of Intel-
ligence and Analysis of the Department,
shall maintain an integration and analysis
function, which shall —

‘(1) integrate and analyze all cyber threat
information received from other Federal
agencies, State and local governments, In-
formation Sharing and Analysis Centers, pri-
vate entities, critical infrastructure owners,
and critical infrastructure operators, and
share relevant information in near real-time;

‘(2) on an ongoing basis, assess and evalu-
ate consequence, vulnerability, and threat
information to share with the entities re-
ferred to in subsection (a) actionable assess-
ments of critical infrastructure sector risks
from cyber incidents and to assist critical in-
frastructure owners and critical infrastruc-
ture operators by making recommendations
to facilitate continuous improvements to the
security and resiliency of the critical infra-
structure of the United States;

‘“(8) facilitate cross-sector integration,
identification, and analysis of key inter-
dependencies to prevent related or con-
sequential impacts to other critical infra-
structure sectors;

‘‘(4) collaborate with the Information
Sharing and Analysis Centers to tailor the
analysis of information to the specific char-
acteristics and risk to a relevant critical in-
frastructure sector; and

‘‘(5) assess and evaluate consequence, vul-
nerability, and threat information regarding
cyber incidents in coordination with the Of-
fice of Emergency Communications of the
Department to help facilitate continuous im-
provements to the security and resiliency of
public safety communications networks.

“(f) REPORT OF CYBER ATTACKS AGAINST
FEDERAL GOVERNMENT NETWORKS.—The Sec-
retary shall submit to the Committee on
Homeland Security of the House of Rep-
resentatives, the Committee on Homeland
Security and Governmental Affairs of the
Senate, and the Comptroller General of the
United States an annual report that summa-
rizes major cyber incidents involving Fed-
eral civilian agency information systems and
provides aggregate statistics on the number
of breaches, the extent of any personally
identifiable information that was involved,
the volume of data exfiltrated, the con-
sequential impact, and the estimated cost of
remedying such breaches.

‘(g) REPORT ON THE OPERATIONS OF THE
CENTER.—The Secretary, in consultation
with the Sector Coordinating Councils and
appropriate Federal Government entities,
shall submit to the Committee on Homeland
Security of the House of Representatives,
the Committee on Homeland Security and
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Governmental Affairs of the Senate, and the
Comptroller General of the United States an
annual report on—

‘(1) the capability and capacity of the Cen-
ter to carry out its cybersecurity mission in
accordance with this section, and sections
226, 227, 229, 230, 230A, and 230B;

‘“(2) the extent to which the Department is
engaged in information sharing with each
critical infrastructure sector designated
under section 227(b), including—

‘“(A) the extent to which each such sector
has representatives at the Center; and

‘(B) the extent to which critical infra-
structure owners and critical infrastructure
operators of each critical infrastructure sec-
tor participate in information sharing at the
Center;

‘“(3) the volume and range of activities
with respect to which the Secretary collabo-
rated with the Sector Coordinating Councils
and the Sector-Specific Agencies to promote
greater engagement with the Center; and

‘“(4) the volume and range of voluntary
technical assistance sought and provided by
the Department to each critical infrastruc-
ture owner and critical infrastructure oper-
ator.”.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 227 (as added by section 103) the fol-
lowing new item:

‘‘Sec. 228. National Cybersecurity and Com-
munications Integration Cen-
ter.”.

(c) GAO REPORT.—Not later than one year
after the date of the enactment of this Act,
the Comptroller General of the United States
shall submit to the Committee on Homeland
Security of the House of Representatives and
the Committee on Homeland Security and
Governmental Affairs of the Senate a report
on the effectiveness of the National Cyberse-
curity and Communications Integration Cen-
ter established under section 228 of the
Homeland Security Act of 2002, as added by
subsection (a) of this section, in carrying out
its cybersecurity mission (as such term is de-
fined in section 2 of the Homeland Security
Act of 2002, as amended by section 101) in ac-
cordance with this Act and such section 228
and sections 226, 227, 229, 230, 230A, and 230B
of the Homeland Security Act of 2002, as
added by this Act.

SEC. 105. CYBER INCIDENT RESPONSE AND TECH-

NICAL ASSISTANCE.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002, as
amended by sections 102, 103, and 104, is fur-
ther amended by adding at the end the fol-
lowing new section:

“SEC. 229. CYBER INCIDENT RESPONSE

TECHNICAL ASSISTANCE.

‘‘(a) IN GENERAL.—The Secretary shall es-
tablish Cyber Incident Response Teams to—

‘(1) upon request, provide timely technical
assistance and crisis management support to
Federal, State, and local government enti-
ties, private entities, and critical infrastruc-
ture owners and critical infrastructure oper-
ators involving cyber incidents affecting
critical infrastructure; and

‘“(2) upon request, provide actionable rec-
ommendations on security and resilience
measures and countermeasures to Federal,
State, and local government entities, private
entities, and critical infrastructure owners
and critical infrastructure operators prior
to, during, and after cyber incidents.

‘“(b) COORDINATION.—In carrying out sub-
section (a), the Secretary shall coordinate
with the relevant Sector Specific Agencies,
if applicable.

““(c) CYBER INCIDENT RESPONSE PLAN.—The
Secretary, in coordination with the Sector
Coordinating Councils, Information Sharing
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and Analysis Centers, and Federal, State,
and local governments, shall develop, regu-
larly update, maintain, and exercise a Na-
tional Cybersecurity Incident Response Plan
which shall—

‘(1) include effective emergency response
plans associated with cyber threats to crit-
ical infrastructure, information systems, or
networks of information systems;

‘(2) ensure that such National Cybersecu-
rity Incident Response Plan can adapt to and
reflect a changing cyber threat environment,
and incorporate best practices and lessons
learned from regular exercises, training, and
after-action reports; and

‘“(8) facilitate discussions on the best
methods for developing innovative and use-
ful cybersecurity exercises for coordinating
between the Department and each of the
critical infrastructure sectors designated
under section 227(b).

‘(d) UPDATE TO CYBER INCIDENT ANNEX TO
THE NATIONAL RESPONSE FRAMEWORK.—The
Secretary, in coordination with the heads of
other Federal agencies and in accordance
with the National Cybersecurity Incident
Response Plan under subsection (c¢), shall
regularly update, maintain, and exercise the
Cyber Incident Annex to the National Re-
sponse Framework of the Department.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 228 (as added by section 104) the fol-
lowing new item:

“Sec. 229. Cyber incident response and tech-
nical assistance.”.
SEC. 106. STREAMLINING OF DEPARTMENT CY-
BERSECURITY ORGANIZATION.

(a) CYBERSECURITY AND INFRASTRUCTURE
PROTECTION DIRECTORATE.—The National
Protection and Programs Directorate of the
Department of Homeland Security shall,
after the date of the enactment of this Act,
be known and designated as the ‘‘Cybersecu-
rity and Infrastructure Protection Direc-
torate”. Any reference to the National Pro-
tection and Programs Directorate of the De-
partment in any law, regulation, map, docu-
ment, record, or other paper of the United
States shall be deemed to be a reference to
the Cybersecurity and Infrastructure Protec-
tion Directorate of the Department.

(b) SENIOR LEADERSHIP OF THE CYBERSECU-
RITY AND INFRASTRUCTURE PROTECTION DI-
RECTORATE.—

(1) IN GENERAL.—Paragraph (1) of section
103(a) of the Homeland Security Act of 2002 (6
U.S.C. 113(a)) is amended by adding at the
end the following new subparagraphs:

‘“(K) Under Secretary for Cybersecurity
and Infrastructure Protection.

‘(L) Deputy Under Secretary for Cyberse-
curity.

‘(M) Deputy Under Secretary for Infra-
structure Protection.”.

(2) CONTINUATION IN OFFICE.—The individ-
uals who hold the positions referred to in
subparagraphs (K), (L), and (M) of subsection
(a) of section 103 of the Homeland Security
Act of 2002 (as added by paragraph (1) of this
subsection) as of the date of the enactment
of this Act may continue to hold such posi-
tions.

(¢c) REPORT ON IMPROVING THE CAPABILITY
AND EFFECTIVENESS OF THE CYBERSECURITY
AND COMMUNICATIONS OFFICE.—To improve
the operational capability and effectiveness
in carrying out the cybersecurity mission (as
such term is defined in section 2 of the
Homeland Security Act of 2002, as amended
by section 101) of the Department of Home-
land Security, the Secretary of Homeland
Security shall submit to the Committee on
Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of
the Senate a report on—
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(1) the feasibility of making the Cybersecu-
rity and Communications Office of the De-
partment an operational component of the
Department;

(2) recommendations for restructuring the
SAFETY Act Office within the Department
to protect and maintain operations in ac-
cordance with the Office’s mission to provide
incentives for the development and deploy-
ment of anti-terrorism technologies while
elevating the profile and mission of the Of-
fice, including the feasibility of utilizing
third-party registrars for improving the
throughput and effectiveness of the certifi-
cation process.

(d) REPORT ON CYBERSECURITY ACQUISITION
CAPABILITIES.—The Secretary of Homeland
Security shall assess the effectiveness of the
Department of Homeland Security’s acquisi-
tion processes and the use of existing au-
thorities for acquiring cybersecurity tech-
nologies to ensure that such processes and
authorities are capable of meeting the needs
and demands of the Department’s cybersecu-
rity mission (as such term is defined in sec-
tion 2 of the Homeland Security Act of 2002,
as amended by section 101). Not later than
180 days after the date of the enactment of
this Act, the Secretary shall submit to the
Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on the effective-
ness of the Department’s acquisition proc-
esses for cybersecurity technologies.

(e) RESOURCE INFORMATION.—The Secretary
of Homeland Security shall make available
Department of Homeland Security contact
information to serve as a resource for Sector
Coordinating Councils and critical infra-
structure owners and critical infrastructure
operators to better coordinate cybersecurity
efforts with the Department relating to
emergency response and recovery efforts for
cyber incidents.

TITLE II—PUBLIC-PRIVATE
COLLABORATION ON CYBERSECURITY
SEC. 201. PUBLIC-PRIVATE COLLABORATION ON

CYBERSECURITY.

(a) NATIONAL INSTITUTE OF STANDARDS AND
TECHNOLOGY.—

(1) IN GENERAL.—The Director of the Na-
tional Institute of Standards and Tech-
nology, in coordination with the Secretary
of Homeland Security, shall, on an ongoing
basis, facilitate and support the development
of a voluntary, industry-led set of standards,
guidelines, best practices, methodologies,
procedures, and processes to reduce cyber
risks to critical infrastructure. The Director,
in coordination with the Secretary—

(A) shall—

(i) coordinate closely and continuously
with relevant private entities, critical infra-
structure owners and critical infrastructure
operators, Sector Coordinating Councils, In-
formation Sharing and Analysis Centers, and
other relevant industry organizations, and
incorporate industry expertise to the fullest
extent possible;

(ii) consult with the Sector Specific Agen-
cies, Federal, State and local governments,
the governments of other countries, and
international organizations;

(iii) utilize a prioritized, flexible, repeat-
able, performance-based, and cost-effective
approach, including information security
measures and controls, that may be volun-
tarily adopted by critical infrastructure
owners and critical infrastructure operators
to help them identify, assess, and manage
cyber risks;

(iv) include methodologies to—

(I) identify and mitigate impacts of the cy-
bersecurity measures or controls on business
confidentiality; and

(IT) protect individual privacy and civil lib-
erties;
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(v) incorporate voluntary consensus stand-
ards and industry best practices, and align
with voluntary international standards to
the fullest extent possible;

(vi) prevent duplication of regulatory proc-
esses and prevent conflict with or super-
seding of regulatory requirements, manda-
tory standards, and processes; and

(vii) include such other similar and con-
sistent elements as determined necessary;
and

(B) shall not prescribe or otherwise re-
quire—

(i) the use of specific solutions;

(ii) the use of specific information tech-
nology products or services; or

(iii) that information technology products
or services be designed, developed, or manu-
factured in a particular manner.

(2) LIMITATION.—Information shared with
or provided to the Director of the National
Institute of Standards and Technology or the
Secretary of Homeland Security for the pur-
pose of the activities under paragraph (1)
may not be used by any Federal, State, or
local government department or agency to
regulate the activity of any private entity.

(b) AMENDMENT.—

(1) IN GENERAL.—Subtitle C of title II of the
Homeland Security Act of 2002, as amended
by sections 102, 103, 104, and 105, is further
amended by adding at the end the following
new section:

“SEC. 230. PUBLIC-PRIVATE COLLABORATION ON
CYBERSECURITY.

‘‘(a) MEETINGS.—The Secretary shall meet
with the Sector Coordinating Council for
each critical infrastructure sector des-
ignated under section 227(b) on a biannual
basis to discuss the cybersecurity threat to
critical infrastructure, voluntary activities
to address cybersecurity, and ideas to im-
prove the public-private partnership to en-
hance cybersecurity, in which the Secretary
shall—

‘(1) provide each Sector Coordinating
Council an assessment of the cybersecurity
threat to each critical infrastructure sector
designated under section 227(b), including in-
formation relating to—

‘“(A) any actual or assessed cyber threat,
including a consideration of adversary capa-
bility and intent, preparedness, target
attractiveness, and deterrence capabilities;

‘“(B) the extent and likelihood of death, in-
jury, or serious adverse effects to human
health and safety caused by an act of ter-
rorism or other disruption, destruction, or
unauthorized use of critical infrastructure;

‘“(C) the threat to national security caused
by an act of terrorism or other disruption,
destruction, or unauthorized use of critical
infrastructure; and

‘(D) the harm to the economy that would
result from an act of terrorism or other dis-
ruption, destruction, or unauthorized use of
critical infrastructure; and

‘(2) provide recommendations, which may
be voluntarily adopted, on ways to improve
cybersecurity of critical infrastructure.

“(b) REPORT.—

‘(1) IN GENERAL.—Starting 30 days after
the end of the fiscal year in which the Na-
tional Cybersecurity and Critical Infrastruc-
ture Protection Act of 2013 is enacted and
annually thereafter, the Secretary shall sub-
mit to the appropriate congressional com-
mittees a report on the state of cybersecu-
rity for each critical infrastructure sector
designated under section 227(b) based on dis-
cussions between the Department and the
Sector Coordinating Council in accordance
with subsection (a) of this section. The Sec-
retary shall maintain a public copy of each
report, and each report may include a non-
public annex for proprietary, business-sen-
sitive information, or other sensitive infor-
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mation. Each report shall include, at a min-
imum information relating to—

‘“(A) the risk to each critical infrastruc-
ture sector, including known cyber threats,
vulnerabilities, and potential consequences;

‘(B) the extent and nature of any cyberse-
curity incidents during the previous year, in-
cluding the extent to which cyber incidents
jeopardized or imminently jeopardized infor-
mation systems;

‘(C) the current status of the voluntary,
industry-led set of standards, guidelines,
best practices, methodologies, procedures,
and processes to reduce cyber risks within
each critical infrastructure sector; and

‘(D) the volume and range of voluntary
technical assistance sought and provided by
the Department to each critical infrastruc-
ture sector.

‘(2) SECTOR COORDINATING COUNCIL RE-
SPONSE.—Before making public and submit-
ting each report required under paragraph
(1), the Secretary shall provide a draft of
each report to the Sector Coordinating Coun-
cil for the critical infrastructure sector cov-
ered by each such report. The Sector Coordi-
nating Council at issue may provide to the
Secretary a written response to such report
within 45 days of receiving the draft. If such
Sector Coordinating Council provides a writ-
ten response, the Secretary shall include
such written response in the final version of
each report required under paragraph (1).

‘‘(c) LIMITATION.—Information shared with
or provided to a Sector Coordinating Coun-
cil, a critical infrastructure sector, or the
Secretary for the purpose of the activities
under subsections (a) and (b) may not be
used by any Federal, State, or local govern-
ment department or agency to regulate the
activity of any private entity.”.

(2) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 229 (as added by section 105) the fol-
lowing new item:

‘“Sec. 230. Public-private collaboration on
cybersecurity.”.
SEC. 202. SAFETY ACT AND QUALIFYING CYBER
INCIDENTS.

(a) IN GENERAL.—The Support Anti-Ter-
rorism By Fostering Effective Technologies
Act of 2002 (6 U.S.C. 441 et seq.) is amended—

(1) in section 862(b) (6 U.S.C. 441(b))—

(A) in the heading, by striking ‘“DESIGNA-
TION OF QUALIFIED ANTI-TERRORISM TECH-
NOLOGIES’ and inserting ‘“‘DESIGNATION OF
ANTI-TERRORISM AND CYBERSECURITY TECH-
NOLOGIES’’;

(B) in the matter preceding paragraph (1),
by inserting ‘‘and cybersecurity’’ after
“anti-terrorism’’;

(C) in paragraphs (3), (4), and (5), by insert-
ing ‘‘or cybersecurity’”’ after ‘‘anti-ter-
rorism” each place it appears; and

(D) in paragraph (7)—

(i) by inserting ‘‘or cybersecurity tech-
nology”’ after ‘‘Anti-terrorism technology’’;
and

(ii) by inserting ‘‘or qualifying cyber inci-
dents’ after ‘‘acts of terrorism’’;

(2) in section 863 (6 U.S.C. 442)—

(A) by inserting ‘‘or cybersecurity’ after
“‘anti-terrorism’’ each place it appears;

(B) by inserting ‘‘or qualifying cyber inci-
dent”’ after ‘‘act of terrorism’ each place it
appears; and

(C) by inserting ‘‘or qualifying cyber inci-
dents” after ‘‘acts of terrorism’ each place
it appears;

(3) in section 864 (6 U.S.C. 443)—

(A) by inserting ‘‘or cybersecurity’ after
“‘anti-terrorism’’ each place it appears; and

(B) by inserting ‘‘or qualifying cyber inci-
dent’ after ‘‘act of terrorism’ each place it
appears; and

(4) in section 865 (6 U.S.C. 444)—
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(A) in paragraph (1)—

(i) in the heading, by inserting ‘‘OR CYBER-
SECURITY" after ‘‘ANTI-TERRORISM’’;

(ii) by inserting ‘‘or cybersecurity’’ after
“anti-terrorism’’;

(iii) by inserting ‘‘or qualifying cyber inci-
dents’ after ‘‘acts of terrorism”; and

(iv) by inserting ‘‘or incidents’ after ‘‘such
acts’’; and

(B) by adding at the end the following new
paragraph:

“(7) QUALIFYING CYBER INCIDENT.—

““(A) IN GENERAL.—The term ‘qualifying
cyber incident’ means any act that the Sec-
retary determines meets the requirements
under subparagraph (B), as such require-
ments are further defined and specified by
the Secretary.

‘(B) REQUIREMENTS.—A qualifying cyber
incident meets the requirements of this sub-
paragraph if—

‘(i) the incident is unlawful or otherwise
exceeds authorized access authority;

‘‘(ii) the incident disrupts or imminently
jeopardizes the integrity, operation, con-
fidentiality, or availability of programmable
electronic devices, communication networks,
including hardware, software and data that
are essential to their reliable operation,
electronic storage devices, or any other in-
formation system, or the information that
system controls, processes, stores, or trans-
mits;

‘‘(iii) the perpetrator of the incident gains
access to an information system or a net-
work of information systems resulting in—

“(I) misappropriation or theft of data, as-
sets, information, or intellectual property;

‘“(IT) corruption of data, assets, informa-
tion, or intellectual property;

‘“(III) operational disruption; or

“(IV) an adverse effect on such system or
network, or the data, assets, information, or
intellectual property contained therein; and

‘“(iv) the incident causes harm inside or
outside the United States that results in ma-
terial levels of damage, disruption, or cas-
ualties severely affecting the United States
population, infrastructure, economy, or na-
tional morale, or Federal, State, local, or
tribal government functions.

‘(C) RULE OF CONSTRUCTION.—For purposes
of clause (iv) of subparagraph (B), the term
‘severely’ includes any qualifying cyber inci-
dent, whether at a local, regional, state, na-
tional, international, or tribal level, that af-
fects—

‘(i) the United States population, infra-
structure, economy, or national morale, or

‘‘(ii) Federal, State, local, or tribal govern-
ment functions.”.

(b) FUNDING.—Of the amounts authorized
to be appropriated for each of fiscal years
2014, 2015, and 2016 for the Department of
Homeland Security, the Secretary of Home-
land Security is authorized to use not less
than $20,000,000 for any such year for the De-
partment’s SAFETY Act Office.

SEC. 203. PROHIBITION ON NEW REGULATORY
AUTHORITY.

This Act and the amendments made by
this Act (except that this section shall not
apply in the case of section 202 of this Act
and the amendments made by such section
202) do not—

(1) create or authorize the issuance of any
new regulations or additional Federal Gov-
ernment regulatory authority; or

(2) permit regulatory actions that would
duplicate, conflict with, or supercede regu-
latory requirements, mandatory standards,
or related processes.

SEC. 204. PROHIBITION ON ADDITIONAL AUTHOR-
IZATION OF APPROPRIATIONS.

No additional funds are authorized to be
appropriated to carry out this Act and the
amendments made by this Act. This Act and
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such amendments shall be carried out using

amounts otherwise available for such pur-

poses.

SEC. 205. PROHIBITION ON COLLECTION ACTIVI-
TIES TO TRACK INDIVIDUALS’ PER-
SONALLY IDENTIFIABLE INFORMA-
TION.

Nothing in this Act shall permit the De-
partment of Homeland Security to engage in
the monitoring, surveillance, exfiltration, or
other collection activities for the purpose of
tracking an individual’s personally identifi-
able information.

SEC. 206. CYBERSECURITY SCHOLARS.

The Secretary of Homeland Security shall
determine the feasibility and potential ben-
efit of developing a visiting security re-
searchers program from academia, including
cybersecurity scholars at the Department of
Homeland Security’s Centers of Excellence,
as designated by the Secretary, to enhance
knowledge with respect to the unique chal-
lenges of addressing cyber threats to critical
infrastructure. Eligible candidates shall pos-
sess necessary security clearances and have
a history of working with Federal agencies
in matters of national or domestic security.
SEC. 207. NATIONAL RESEARCH COUNCIL STUDY

ON THE RESILIENCE AND RELI-
ABILITY OF THE NATION’'S POWER
GRID.

(a) INDEPENDENT STUDY.—Not later than 60
days after the date of the enactment of this
Act, the Secretary of Homeland Security, in
coordination with the heads of other depart-
ments and agencies, as necessary, shall enter
into an agreement with the National Re-
search Council to conduct research of the fu-
ture resilience and reliability of the Nation’s
electric power transmission and distribution
system. The research under this subsection
shall be known as the ‘‘Saving More Amer-
ican Resources Today Study” or the
“SMART Study”. In conducting such re-
search, the National Research Council
shall—

(1) research the options for improving the
Nation’s ability to expand and strengthen
the capabilities of the Nation’s power grid,
including estimation of the cost, time scale
for implementation, and identification of the
scale and scope of any potential significant
health and environmental impacts;

(2) consider the forces affecting the grid,
including technical, economic, regulatory,
environmental, and geopolitical factors, and
how such forces are likely to affect—

(A) the efficiency, control, reliability and
robustness of operation;

(B) the ability of the grid to recover from
disruptions, including natural disasters and
terrorist attacks;

(C) the ability of the grid to incorporate
greater reliance on distributed and intermit-
tent power generation and electricity stor-
age;

(D) the ability of the grid to adapt to
changing patterns of demand for electricity;
and

(E) the economic and regulatory factors af-
fecting the evolution of the grid;

(3) review Federal, State, industry, and
academic research and development pro-
grams and identify technological options
that could improve the future grid;

(4) review studies and analyses prepared by
the North American Electric Reliability Cor-
poration (NERC) regarding the future resil-
ience and reliability of the grid;

(b) review the implications of increased re-
liance on digital information and control of
the power grid for improving reliability, re-
silience, and congestion and for potentially
increasing vulnerability to cyber attack;

(6) review regulatory, industry, and insti-
tutional factors and programs affecting the
future of the grid;

(7) research the costs and benefits, as well
as the strengths and weaknesses, of the op-
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tions identified under paragraph (1) to ad-
dress the emerging forces described in para-
graph (2) that are shaping the grid;

(8) identify the barriers to realizing the op-
tions identified and suggest strategies for
overcoming those barriers including sug-
gested actions, priorities, incentives, and
possible legislative and executive actions;
and

(9) research the ability of the grid to inte-
grate existing and future infrastructure, in-
cluding utilities, telecommunications lines,
highways, and other critical infrastructure.

(b) COOPERATION AND ACCESS TO INFORMA-
TION AND PERSONNEL.—The Secretary shall
ensure that the National Research Council
receives full and timely cooperation, includ-
ing full access to information and personnel,
from the Department of Homeland Security,
the Department of Energy, including the
management and operating components of
the Departments, and other Federal depart-
ments and agencies, as necessary, for the
purposes of conducting the study described
in subsection (a).

(¢) REPORT.—

(1) IN GENERAL.—Not later than 18 months
from the date on which the Secretary enters
into the agreement with the National Re-
search Council described in subsection (a),
the National Research Council shall submit
to the Secretary and the Committee on
Homeland Security and the Committee on
Energy and Commerce of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs and
the Committee on Energy and Natural Re-
sources of the Senate a report containing the
findings of the research required by that sub-
section.

(2) FORM OF REPORT.—The report under
paragraph (1) shall be submitted in unclassi-
fied form, but may include a classified
annex.

(d) FUNDING.—Of the amounts authorized
to be appropriated for 2014 for the Depart-
ment of Homeland Security, the Secretary of
Homeland Security is authorized to obligate
and expend not more than $2,000,000 for the
National Research Council report.

TITLE III—HOMELAND SECURITY
CYBERSECURITY WORKFORCE
SEC. 301. HOMELAND SECURITY CYBERSECURITY
WORKFORCE.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002, as
amended by sections 101, 102, 103, 104, 105, and
201, is further amended by adding at the end
the following new section:

“SEC. 230A. CYBERSECURITY OCCUPATION CAT-
EGORIES, WORKFORCE  ASSESS-
MENT, AND STRATEGY.

‘“(a) SHORT TITLE.—This section may be
cited as the ‘Homeland Security Cybersecu-
rity Boots-on-the-Ground Act’.

““(b) CYBERSECURITY OCCUPATION
EGORIES.—

‘(1) IN GENERAL.—Not later than 90 days
after the date of the enactment of this sec-
tion, the Secretary shall develop and issue
comprehensive occupation categories for in-
dividuals performing activities in further-
ance of the cybersecurity mission of the De-
partment.

‘(2) APPLICABILITY.—The Secretary shall
ensure that the comprehensive occupation
categories issued under paragraph (1) are
used throughout the Department and are
made available to other Federal agencies.

“(c) CYBERSECURITY WORKFORCE ASSESS-
MENT.—

‘(1) IN GENERAL.—Not later than 180 days
after the date of the enactment of this sec-
tion and annually thereafter, the Secretary
shall assess the readiness and capacity of the
workforce of the Department to meet its cy-
bersecurity mission.

CAT-
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‘‘(2) CONTENTS.—The assessment required
under paragraph (1) shall, at a minimum, in-
clude the following:

““(A) Information where cybersecurity posi-
tions are located within the Department,
specified in accordance with the cybersecu-
rity occupation categories issued under sub-
section (b).

‘“(B) Information on which cybersecurity
positions are—

‘(i) performed by—

“(I) permanent full time departmental em-
ployees, together with demographic informa-
tion about such employees’ race, ethnicity,
gender, disability status, and veterans sta-
tus;

“(II) individuals employed by independent
contractors; and

“(ITI) individuals employed by other Fed-
eral agencies, including the National Secu-
rity Agency; and

‘“(ii) vacant.

‘(C) The number of individuals hired by
the Department pursuant to the authority
granted to the Secretary in 2009 to permit
the Secretary to fill 1,000 cybersecurity posi-
tions across the Department over a three
year period, and information on what chal-
lenges, if any, were encountered with respect
to the implementation of such authority.

‘(D) Information on vacancies within the
Department’s cybersecurity supervisory
workforce, from first line supervisory posi-
tions through senior departmental cyberse-
curity positions.

““(E) Information on the percentage of indi-
viduals within each cybersecurity occupa-
tion category who received essential train-
ing to perform their jobs, and in cases in
which such training is not received, informa-
tion on what challenges, if any, were encoun-
tered with respect to the provision of such
training.

‘“(F) Information on recruiting costs in-
curred with respect to efforts to fill cyberse-
curity positions across the Department in a
manner that allows for tracking of overall
recruiting and identifying areas for better
coordination and leveraging of resources
within the Department.

¢(d) WORKFORCE STRATEGY.—

‘(1) IN GENERAL.—Not later than 180 days
after the date of the enactment of this sec-
tion, the Secretary shall develop, maintain,
and, as necessary, update, a comprehensive
workforce strategy that enhances the readi-
ness, capacity, training, recruitment, and re-
tention of the cybersecurity workforce of the
Department.

‘“(2) CONTENTS.—The comprehensive work-
force strategy developed under paragraph (1)
shall include—

‘““(A) a multiphased recruitment plan, in-
cluding relating to experienced profes-
sionals, members of disadvantaged or under-
served communities, the unemployed, and
veterans;

‘(B) a b-year implementation plan;

‘“(C) a 10-year projection of the Depart-
ment’s cybersecurity workforce needs; and

‘(D) obstacles impeding the hiring and de-
velopment of a cybersecurity workforce at
the Department.

‘‘(e) INFORMATION SECURITY TRAINING.—Not
later than 270 days after the date of the en-
actment of this section, the Secretary shall
establish and maintain a process to verify on
an ongoing basis that individuals employed
by independent contractors who serve in cy-
bersecurity positions at the Department re-
ceive initial and recurrent information secu-
rity training comprised of general security
awareness training necessary to perform
their job functions, and role-based security
training that is commensurate with assigned
responsibilities. The Secretary shall main-
tain documentation to ensure that training
provided to an individual under this sub-
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section meets or exceeds requirements for

such individual’s job function.

‘(f) UPDATES.—The Secretary shall submit
to the appropriate congressional committees
annual updates regarding the cybersecurity
workforce assessment required under sub-
section (c¢), information on the progress of
carrying out the comprehensive workforce
strategy developed under subsection (d), and
information on the status of the implemen-
tation of the information security training
required under subsection (e).

“(g) GAO STUDY.—The Secretary shall pro-
vide the Comptroller General of the United
States with information on the cybersecu-
rity workforce assessment required under
subsection (c) and progress on carrying out
the comprehensive workforce strategy devel-
oped under subsection (d). The Comptroller
General shall submit to the Secretary and
the appropriate congressional committees a
study on such assessment and strategy.

“(h) CYBERSECURITY FELLOWSHIP PRO-
GRAM.—Not later than 120 days after the date
of the enactment of this section, the Sec-
retary shall submit to the appropriate con-
gressional committees a report on the feasi-
bility of establishing a Cybersecurity Fel-
lowship Program to offer a tuition payment
plan for undergraduate and doctoral can-
didates who agree to work for the Depart-
ment for an agreed-upon period of time.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 230 (as added by section 201) the fol-
lowing new item:

““Sec. 230A. Cybersecurity occupation cat-
egories, workforce assessment,
and strategy.”.

SEC. 302. PERSONNEL AUTHORITIES.

(a) IN GENERAL.—Subtitle C of title II of
the Homeland Security Act of 2002, as
amended by sections 101, 102, 103, 104, 105, 106,
201, and 301 is further amended by adding at
the end the following new section:

“SEC. 230B. PERSONNEL AUTHORITIES.

‘‘(a) IN GENERAL.—

‘(1 PERSONNEL AUTHORITIES.—The Sec-
retary may exercise with respect to qualified
employees of the Department the same au-
thority that the Secretary of Defense has
with respect to civilian intelligence per-
sonnel and the scholarship program under
sections 1601, 1602, 1603, and 2200a of title 10,
United States Code, to establish as positions
in the excepted service, appoint individuals
to such positions, fix pay, and pay a reten-
tion bonus to any employee appointed under
this section if the Secretary determines that
such is needed to retain essential personnel.
Before announcing the payment of a bonus
under this paragraph, the Secretary shall
submit to the Committee on Homeland Secu-
rity of the House of Representatives and the
Committee on Homeland Security and Gov-
ernmental Affairs of the Senate a written ex-
planation of such determination. Such au-
thority shall be exercised—

‘“(A) to the same extent and subject to the
same conditions and limitations that the
Secretary of Defense may exercise such au-
thority with respect to civilian intelligence
personnel of the Department of Defense; and

‘“(B) in a manner consistent with the merit
system principles set forth in section 2301 of
title 5, United States Code.

‘“(2) CIVIL SERVICE PROTECTIONS.—Sections
1221 and 2302, and chapter 75 of title 5, United
States Code, shall apply to the positions es-
tablished pursuant to the authorities pro-
vided under paragraph (1).

¢(3) PLAN FOR EXECUTION OF AUTHORITIES.—
Not later than 120 days after the date of the
enactment of this section, the Secretary
shall submit to the Committee on Homeland
Security of the House of Representatives and
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the Committee on Homeland Security and
Governmental Affairs of the Senate a report
that contains a plan for the use of the au-
thorities provided under this subsection.

“‘(b) ANNUAL REPORT.—Not later than one
year after the date of the enactment of this
section and annually thereafter for four
years, the Secretary shall submit to the
Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a detailed report (includ-
ing appropriate metrics on actions occurring
during the reporting period) that discusses
the processes used by the Secretary in imple-
menting this section and accepting applica-
tions, assessing candidates, ensuring adher-
ence to veterans’ preference, and selecting
applicants for vacancies to be filled by a
qualified employee.

“(c) DEFINITION OF QUALIFIED EMPLOYEE.—
In this section, the term ‘qualified employee’
means an employee who performs functions
relating to the security of Federal civilian
information systems, critical infrastructure
information systems, or networks of either
of such systems.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by adding after the item relating to
section 230A (as added by section 301) the fol-
lowing new item:

‘“Sec. 230B. Personnel authorities.”.

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from
Texas (Mr. McCAUL) and the gentle-
woman from New York (Ms. CLARKE)
each will control 20 minutes.

The Chair recognizes the gentleman
from Texas.

GENERAL LEAVE

Mr. McCAUL. Mr. Speaker, I ask
unanimous consent that all Members
may have 5 legislative days in which to
revise and extend their remarks and in-
clude any extraneous material on the
bill under consideration.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Texas?

There was no objection.

Mr. McCAUL. Mr. Speaker, I yield
myself such time as I may consume.

Mr. Speaker, I rise today in support
of H.R. 3696, the National Cybersecu-
rity and Critical Infrastructure Protec-
tion Act of 2014. I have worked on this
for a long time and introduced this bill
with my good friend and colleague, the
chairman of the Cybersecurity Sub-
committee, the gentleman from Penn-
sylvania, Congressman PAT MEEHAN. I
would also like to thank Ranking
Member THOMPSON, as well as Ranking
Member CLARKE of the Cybersecurity
Subcommittee, for all their hard work
in forging this bipartisan bill. These ef-
forts once again prove that we can
work together, despite our differences,
to craft legislation that improves our
national security and helps protect
American critical infrastructure from
devastating cyber attacks.

Just last week, the Homeland Secu-
rity Committee heard testimony that
we are at a pre-9/11 mindset when it
comes to cybersecurity and that the
government needs to do a better job at
warning the public about the dangers
of attacks on networks we rely upon.
That was from the 9/11 Commission
itself.
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Cyber vulnerabilities in our Nation’s
critical infrastructure are an Achilles
heel in our homeland security defenses.
Let me be very clear. The cyber threat
is real and it is happening right now.
The Internet has become the next bat-
tlefield for warfare, but unlike land,
sea, and air, cyber attacks occur at the
speed of light, they are global, and
they are more difficult to attribute.

Criminals, hacktivists, terrorists,
and nation-state actors such as Russia,
China, and Iran are increasingly using
malicious malware to hack into U.S.
companies for espionage purposes or fi-
nancial gain, our defense systems to
steal our sensitive military informa-
tion, and our critical infrastructure to
gain access to our gas lines, power
grids, and water systems.

Iranian hackers, for example, con-
tinue to attack the American financial
services sector to shut down Web sites
and restrict America’s access to their
bank accounts. Additionally, Iran con-
tinues to build more sophisticated
cyber weapons to target U.S. energy
companies and has demonstrated these
capabilities when they attacked Saudi
Arabia’s national oil company,
Aramco, and erased critical files on
30,000 computers. We cannot allow
rogue nations like Iran to be able to
shut things down and have capabilities
that match our defenses. That would be
a game-changer for our national secu-
rity.

The Chinese, in particular, are hack-
ing into major U.S. companies to give
their industries competitive economic
advantages in our global economy. I
applaud the recent efforts taken by the
Justice Department for indicting five
members of the Chinese government
for conducting cyber espionage attacks
against U.S. industry, but more needs
to be done. Those indictments send a
clear message to our adversaries that
cyber espionage and theft of American
intellectual property, trade secrets,
military blueprints, and jobs will not
be tolerated.

A recent McAfee and Center for Stra-
tegic and International Studies report
on the economic impact of cyber crime
found an annual effect of roughly $455
billion globally, with 200,000 jobs lost
in the United States alone as a result.
In fact, former Director of the NSA,
General Keith Alexander, described
cyber espionage and the loss of Amer-
ican intellectual property and innova-
tion as ‘‘the greatest transfer of wealth
in history.”

A recent poll conducted by Defense
News revealed that our top Nation’s
top security analysts see cyber attacks
as the greatest threat to our Nation. In
fact, Director of National Intelligence,
James Clapper, testified earlier this
year that: ‘‘Critical infrastructure,
particularly the systems used in water
management, oil, and gas pipelines,
electrical power distribution, and mass
transit, provides an enticing target to
malicious actors.”
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A cyber attack on U.S. critical infra-
structure—such as gas pipelines, finan-
cial services, transportation, and com-
munication networks—could result in
catastrophic regional or national ef-
fects on public health or safety, eco-
nomic security, and national security.

High-profile retail breaches like the
ones at Target and Neiman Marcus
that compromised the personal infor-
mation of over 110 million American
consumers resonate with Americans,
but as bad as those breaches were, a
successful cyber attack on our critical
infrastructure could cause much more
damage in terms of lives lost and mon-
etary damage. We cannot and will not
wait for a catastrophic 9/11-scaled
cyber attack to occur before moving
greatly needed cybersecurity legisla-
tion.

The National Cybersecurity and Crit-
ical Infrastructure Protection Act en-
sures that DHS and not the military is
responsible for domestic critical infra-
structure protection.

Specifically, H.R. 3696 ensures that
there is a ‘‘civilian interface’” to the
private sector to share real-time cyber
threat information across the critical
infrastructure sectors, particularly in
light of the Snowden revelations.

Importantly, the bill protects civil
liberties by putting a civilian agency
with the Nation’s most robust privacy
and civil liberties office in charge of
preventing personal information from
being shared. While also prohibiting
any new regulatory authority, this bill
builds upon the groundwork already
laid by industry and DHS to facilitate
critical infrastructure protection and
incidence response efforts.

This bipartisan bill, which is rare in
this day and age, Mr. Speaker, is a
product of 19 months of extensive out-
reach and great collaboration with all
stakeholders, including more than 300
meetings with experts, industry, gov-
ernment agencies, academics, privacy
advocates, and other committees of ju-
risdiction.

We went through several drafts and
countless hours of negotiations to
bring this commonsense legislation to
the floor with support from all of the
critical infrastructure sectors.

I will enter in the RECORD some of
the letters of support, representing
over 33 trade associations from across
industry sectors, U.S. businesses, na-
tional security experts, and privacy
and civil liberty advocates.

Specifically, we have received sup-
port letters from the American Civil
Liberties Union, the American Chem-
istry Council, AT&T, Boeing, Con Edi-
son, the Depository Trust and Clearing
Corporation, GridWise Alliance, and
multiple trade associations in the en-
ergy sector and the financial services
sector, Information Technology Indus-
try Council, the Internet Security Alli-
ance, Rapid7, National Defense Indus-
trial Association, Professional Services
Council, Oracle, Entergy, Pepco,
Verizon, and Symantec.

July 28, 2014

I believe that is a very impressive
showing on behalf of the privacy advo-
cates and also the private sector.

AMERICAN CIVIL LIBERTIES UNION,
January 14, 2014.
Re H.R. 3696, the ‘‘National Cybersecurity
and Critical Infrastructure Protection
Act of 2013 (NCCIP Act)

Hon. MICHAEL MCCAUL, Chairman,

Hon. BENNIE THOMPSON, Ranking Member,

Hon. PATRICK MEEHAN, Subcommittee Chair-
man,

Hon. YVETTE CLARKE, Subcommittee Rank-
ing Member,

House Homeland Security Committee,

Washington, DC.

DEAR CHAIRMEN AND RANKING MEMBERS: On
behalf of the American Civil Liberties Union
(ACLU), its over half a million members,
countless additional supporters and activ-
ists, and 53 affiliates nationwide, we write in
regard to H.R. 3696, the National Cybersecu-
rity and Critical Infrastructure Protection
Act of 2013 (NCCIP Act). We have reviewed
this legislation and have found that informa-
tion sharing provisions in this bill do not un-
dermine current privacy laws.

As we testified before the Committee last
year, it is crucial that civilian agencies like
the Department of Homeland Security lead
domestic cybersecurity efforts and the
NCCIP Act makes strides towards that end.
The bill directs DHS to coordinate cyberse-
curity efforts among non-intelligence gov-
ernment agencies and critical infrastructure
entities. The NCCIP Act smartly does that
by focusing on coordination and information
sharing within current law and leveraging
existing structures that have proven success-
ful in the past. Unlike H.R. 624, the Cyber In-
telligence Sharing and Protection Act
(CISPA), your bill does not create broad ex-
ceptions to the privacy laws for cybersecu-
rity. Instead, it strengthens private-public
partnerships by supporting existing Informa-
tion Sharing and Analysis Centers and Sec-
tor Coordinating Councils and reinforces vol-
untary sharing under current statutes that
already provide for many cybersecurity sce-
narios.

We commend the Committee for advancing
cyber legislation that is both pro-security
and pro-privacy and we look forward to
working with you further on this matter.
Please contact Michelle Richardson, Legis-
lative Counsel, at 202-715-0825 or
mrichardson@aclu.org for more information.

Sincerely,
LAURA W. MURPHY,
Director,
MICHELLE RICHARDSON,
Legislative Counsel.
AMERICAN GAS ASSOCIATION, EDISON
ELECTRIC INSTITUTE, AMERICAN
PUBLIC POWER ASSOCIATION, NA-
TIONAL RURAL ELECTRIC COOPERA-
TIVE ASSOCIATION,
January 8, 2014.
Hon. MICHAEL MCCAUL,
Chairman, House Committee on Homeland Secu-
rity, Washington, DC.
Hon. BENNIE G. THOMPSON,
Ranking Member, House Committee on Home-
land Security, Washington, DC.

DEAR CHAIRMAN MCCAUL AND RANKING
MEMBER THOMPSON: We write to thank you
and your colleagues for your outreach in
drafting H.R. 3696, the ‘‘National Cybersecu-
rity and Critical Infrastructure Protection
Act of 2013 (the “NCCIP Act”).

Like you, we are very focused on pro-
tecting the nation’s critical energy infra-
structure from the impacts of a cyber event.
While thankfully the nation has yet to expe-
rience a cyber attack that has damaged in-
frastructure, we appreciate that the House



July 28, 2014

Committee on Homeland Security has taken
the time and effort to craft legislation that
attempts to help address the preparedness
for and response to such events should they
occur in the future.

The undersigned associations represent the
vast majority of electric and gas utilities.
We are proud of the efforts our members
have undertaken, collectively and individ-
ually, to improve the reliability and resil-
iency of their systems. In the gas sector, this
encompasses a variety of public, private and,
jointly developed public-private sector cy-
bersecurity standards designed to protect
pipeline infrastructure and ensure safe and
reliable gas delivery. In the electric sector,
this includes mandatory and enforceable cy-
bersecurity standards already in place. De-
veloped by the North American Electric Re-
liability Corporation for review and approval
by the Federal Energy Regulatory Commis-
sion and applicable Canadian governmental
authorities, these standards ensure that
owners, users, and operators of the North
American bulk electric system meet a base-
line level of security.

Even considering those measures, the issue
of liability after a cyber event creates seri-
ous concerns for us and our members. In par-
ticular, we are deeply concerned that no
matter what steps are taken, our members
could face costly and unnecessary litigation
in state or federal courts after a cyber event
that would serve no purpose.

Therefore, we applaud Section II of the
NCCIP Act, specifically the section seeking
to clarify the scope of the Support Anti-Ter-
rorism By Fostering Effective Technologies
Act of 2002 (the ‘“SAFETY Act’”). The lan-
guage of the SAFETY Act statute as well as
its Final Rule have always made clear that
the protections offered by the law applies to
cyber events, and indeed that the SAFETY
Act applies regardless of whether a ‘‘ter-
rorist”” group conducted such an attack.
However, in practice there has been some
hesitancy on the part of industry to utilize
the SAFETY Act to protect against federal
claims arising out of cyber attacks due to
the requirement that the attack be deemed
an ‘‘act of terrorism” by the Secretary of
Homeland Security before liability protec-
tions become available.

The decision to include in H.R. 3696 a pro-
vision that explicitly allows the Secretary of
Homeland Security to declare that a ‘‘quali-
fying cyber incident’ triggers the liability
protections of the SAFETY Act is an excel-
lent one. Removing the need to link a cyber
attack to an ‘‘act of terrorism” is a good
step. While state liability actions remain a
concern, the industry and vendors of cyber
security technologies and services will be
much more likely to use the SAFETY Act
program, thereby fulfilling the law’s original
intent of promoting the widespread deploy-
ment of products and services that can deter,
defend against, respond to, mitigate, defeat,
or otherwise mitigate a variety of malicious
events, including those related to cyber secu-
rity.

We share your goal of protecting the na-
tion’s critical infrastructure from cyber
threats and appreciate your efforts to ad-
dress this important national security issue.
We look forward to continuing to work to-
gether to ensure H.R. 3696 remains focused
on these principles as it moves through the
legislative process.

Respectfully,

AMERICAN GAS
ASSOCIATION,

AMERICAN PUBLIC POWER
ASSOCIATION,

EDISON ELECTRIC
INSTITUTE,

NATIONAL RURAL ELECTRIC
COOPERATIVE
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ASSOCIATION.
AT&T SERVICES, INC.,
Washington, DC, January 8, 2014.

Hon. MICHAEL T. MCCAUL,

Chairman, Committee on Homeland Security,
Washington, DC.

DEAR CHAIRMAN MCCAUL: We applaud you
and your staff for working so hard to update
and streamline the Homeland Security Act
of 2002 to address today’s cyber security
challenges. In your efforts to update the im-
portant role of the Department of Homeland
Security within the national policy frame-
work for critical infrastructure protection,
you and your staff have actively listened to
multiple stakeholder concerns to ensure that
the best aspects of existing private public
partnerships, which are the hallmark of our
nation’s efforts to address cyber threats, re-
main as such.

Your bill joins other important items in-
troduced by your colleagues in the 113th
Congress. We look forward to continuing to
work with you and your colleagues to forge
a bipartisan legislative framework for the
practice of cybersecurity in the coming dec-
ade that encourages continued private sector
investment in innovation and cyber edu-
cation and provides legal clarity in the day-
to-day operational world of identifying and
addressing cyber threats in a globally inter-
connected network of networks.

Sincerely,
TIMOTHY P. MCKONE.
JANUARY 13, 2014.

Hon. MICHAEL MCCAUL,

Chairman, Committee on Homeland Security,
U.S. House of Representatives, Washington,
DC.

Hon. BENNIE THOMPSON,

Ranking Member, Committee on Homeland Se-
curity, U.S. House of Representatives,
Washington, DC.

DEAR CHAIRMAN MCCAUL AND RANKING
MEMBER THOMPSON: The undersigned organi-
zations, representing the financial services
industry, appreciate your efforts to intro-
duce H.R. 3696, the National Cybersecurity
and Critical Infrastructure Protection Act.
We welcome your leadership in this crucial
fight against cyber threats and your work in
forging this commonsense, bipartisan legis-
lation.

While Congress considers much needed leg-
islative action, our associations and the fi-
nancial services industry have taken major
steps to address the cybersecurity threats
facing the Nation’s critical infrastructure.
The financial services sector continues to in-
vest in our infrastructure, has improved co-
ordination among institutions of all sizes,
and is continually enhancing our partner-
ships with government.

H.R. 3696 recognizes the necessary partner-
ship between the private and public sectors
that is required to better protect our Na-
tion’s cybersecurity infrastructure. Among
other provisions, this bill would strengthen
existing mechanisms such as the Financial
Services Sector  Coordinating Council
(FSSCC) and the Financial Services Informa-
tion Sharing and Analysis Center (FS-ISAC)
that help our sector identify threats, respond
to cyber incidents and coordinate with gov-
ernment partners. These organizations work
closely with partners throughout the govern-
ment, including our sector specific agency,
the Department of Treasury, as well as the
Department of Homeland Security. Each
agency has a civilian mission and plays a
unique role in sector cybersecurity efforts
and both work to strengthen the sector’s un-
derstanding of the threat environment.

Additionally H.R. 3696 seeks to improve
the provisioning of security clearances for
those involved in cybersecurity information

H6917

sharing. Your recognition that this is a sys-
tem that demands improvement is strongly
supported by our industry and we further en-
courage the expansion of this to specifically
include individuals within critical infra-
structure responsible for key aspects of net-
work defense or mitigation. It is essential
that all sizes of institutions within critical
infrastructure receive access to classified
threat information in a timely manner.

Finally, H.R. 3696 expands the existing
Support Anti-Terrorism by Fostering Effec-
tive Technologies Act (SAFETY Act) to pro-
vide important legal liability protections for
providers and users of certified cybersecurity
technology in the event of a qualified Cyber-
security incident. We urge Congress to work
with the Department of Homeland Security
to ensure that, should this provision be
adopted, the expanded SAFETY Act is imple-
mented in a manner that does not duplicate
or conflict with existing regulatory require-
ments, mandatory standards, or the evolving
voluntary National Institute for Standards
and Technology (NIST) Cybersecurity
Framework. An expansion of the program
must be coupled with additional funding to
enable DHS to handle the increased scope of
program and subsequent increase in appli-
cants. Further, it is incumbent that an ex-
pansion enables DHS to streamline its
SAFETY Act review and approval process so
as not to discourage participation in the pro-
gram.

Our sector has actively engaged in the im-
plementation of Executive Order 13636 and
the development by the National Institute of
Standards and Technology of a Cybersecu-
rity Framework. We believe the process out-
lined in H.R. 3696 should reflect the Frame-
work developed through this cross-sector
collaborative process.

Each of our organizations and respective
member firms have made cybersecurity a top
priority. We are committed to working with
you as you lead in this crucial fight for cy-
bersecurity of critical infrastructure.

American Bankers Association, The
Clearing House, Consumer Bankers As-
sociation, Credit Union National Asso-
ciation (CUNA), Electronic Funds
Transfer Association, Financial Serv-
ices—Information Sharing and Anal-
ysis Center (FS-ISAC), Financial Serv-
ices Roundtable, Independent Commu-
nity Bankers Association (ICBA) In-
vestment Company Institute, NACHA—
The Electronic Payments Association,
National Association of Federal Credit
Unions (NAFCU), Securities Industry
and Financial Markets Association
(SIFMA).

Mr. McCAUL. I want to give a great
deal of thanks not only to the Members
involved, but to the staff on this com-
mittee on both sides of the aisle who
have worked countless hours to bring
this bill to its fruition on the floor of
the House.

I also would like to bring special at-
tention to the endorsement from the
ACLU. They refer to H.R. 3696 as ‘‘both
pro-security and pro-privacy.” When
have we heard these two coming to-
gether?

Striking a balance between security
and privacy, I believe, is one of the
most difficult challenges in developing
cybersecurity legislation, and I am so
very proud that this committee and
this bill achieves that goal.

I want to close with the threat that
I see out there from cyber. People ask
me: What keeps you up at night? We
can talk about al Qaeda, Mr. Putin, or
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ISIS in Iraq and Syria, we can talk
about our border and the threats south
of the border, but when I see our offen-
sive capability and what we can do of-
fensively, knowing at night that we
don’t have the defensive capability to
stop attacks not only to steal things,
not only criminal IP theft, not just es-
pionage, but the power to shut things
down and to bring this country to its
knees with a cyber 9/11, Mr. Speaker, is
really what keeps me up at night.

My father was a World War II bom-
bardier on a B-17. He flew over 32 mis-
sions in Europe in support of the D-day
invasion and the Battle of the Bulge. In
his days, bombs won that war.

We have a new kind of warfare out
there. It is a digital warfare, and the
game has changed. It is done anony-
mously. There are no boundaries to
this cyber threat any more. It can
come from anywhere, at any time,
without being able to attribute it back
to the source from where the attack
came from.

This bill will for the first time codify
DHS’ ability—and the NCCIC, which is
their cyber command, to better defend
and support critical infrastructure in
the United States that we so heavily
depend on, and it will ultimately pro-
tect not only our economy and our in-
frastructure, but ultimately protect
the American people.

With that, Mr. Speaker, I ask my col-
leagues to support this important leg-
islation to protect America, and I re-
serve the balance of my time.

Ms. CLARKE of New York. Mr.
Speaker, I yield myself such time as I
may consume.

Mr. Speaker, I rise in strong support
of H.R. 3696, the National Cybersecu-
rity and Critical Infrastructure Protec-
tion Act of 2014, and I am pleased to be
here today as an original cosponsor of
this legislation.

This bipartisan legislation gives the
Department of Homeland Security the
legislative authority it needs to carry
out its cyber mission and to help pro-
tect our Nation’s critical infrastruc-
ture from cyber attacks and intrusions.

The approach taken in this bill is
very much in line with DHS’ approach
since 2007, when President Bush des-
ignated the Department as the lead
Federal civilian agency for cybersecu-
rity.

This is a dual mission. DHS is re-
sponsible for working with Federal ci-
vilian agencies to protect Federal IT
networks and the dot-gov domain. At
the same time, DHS is responsible for
effectively partnering with the private
sector to raise its level of cyber hy-
giene and foster greater cybersecurity.

I am pleased that H.R. 3696 author-
izes the 247 operations of the National
Cybersecurity and Communications In-
tegration Center, also referred to as
NCCIC. The NCCIC has been the epi-
center for information sharing about
the activities of cyberterrorists and
criminals and the reporting of cyber in-
cidents by critical infrastructure own-
ers and operators.
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Additionally, the bill codifies ongo-
ing efforts to raise the level of cyberse-
curity within critical infrastructure
sectors. Specifically, it authorizes the
development and implementation, in
coordination with the private sector, of
voluntary risk-based security stand-
ards.

This provision essentially codifies
the process that the National Institute
of Standards and Technology, also
known as NIST, undertook pursuant to
an executive order that President
Obama issued in February of 2013.

Under the approach taken in this
bill, we are asking business and govern-
ment to come together to find an
adaptable and cooperative cybersecu-
rity framework, not an off-the-shelf or
check-the-box solution, to raise the
level of cybersecurity across the Na-
tion.

I am pleased that the measured and
targeted approach taken to working
with the private sector was supported
by the American Civil Liberties Union,
which called our bill ‘“‘pro-security and
pro-privacy.”’

The President said it best:

It is the policy of the United States to en-
hance the security and resilience of the Na-
tion’s critical infrastructure and to maintain
a cyber environment that encourages effi-
ciency, innovation, and economic prosperity
while promoting safety, security, business
confidentiality, privacy, and civil liberties.

While I am also pleased about all we
do with respect to the Department’s
mission to work with the private sec-
tor on cybersecurity, I am a bit dis-
appointed that key language that clari-
fies DHS’ roles with respect to other
Federal agencies and protection of the
dot-gov domain is not in the bill before
you today.

Unfortunately, the striking of these
provisions appears to have been the
price the Committee on Homeland Se-
curity had to pay to get this important
legislation to the floor.

It seems that the provisions that
would have given DHS specific author-
ity to respond in a more timely manner
to Federal network breaches were op-
posed by another committee chairman.
Unfortunately, that chairman has will-
fully chosen to ignore reality.

The reality is that since 2008, DHS
has assumed responsibility for working
with agencies to protect the dot-gov
domain, not the Office of Management
and Budget.

It is my hope that, as this legislation
moves through the legislative process,
there will be progress on efforts to en-
sure that the law reflects this reality.

With that, Mr. Speaker, I urge pas-
sage of H.R. 3696, and I reserve the bal-
ance of my time.

Mr. McCAUL. Mr. Speaker, I yield
such time as he may consume to the
gentleman from Pennsylvania (Mr.
MEEHAN), chairman of the Committee
on Homeland Security’s Subcommittee
on Cybersecurity, Infrastructure Pro-
tection, and Security Technologies,
who has spent, I must say, countless
hours advancing this bill, meeting with
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the private sector and privacy groups
to get to this point where we are today.

I want to commend you, sir, for a job
well done.

Mr. MEEHAN. I want to thank the
gentleman from Texas and my col-
leagues from both sides of the aisle.

Mr. Speaker, I rise in strong support
of H.R. 3696, the National Cybersecu-
rity and Critical Infrastructure Protec-
tion Act of 2014.

Before I really talk about the sub-
stance, I want to associate myself 